Using the iSupport® Incident Screen

iSupport’s Incident functionality can assist in issue tracking and accomplishing quick restoration of service.
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The only information required in order for an incident to be saved is the customer, categorization, issue description,
a custom number if required, and any required custom fields. The issue resolution is required in order for an incident
to be closed. If configured, you may be required to enter time worked in a history entry when you save the incident.

Note: The fields and layout in the Incident screen are set up in the Configuration module. Fields or functionality may
not display if disabled or disallowed due to permissions set during configuration. The following sections contain
information on all incident functionality.

Use the View Tour option at the top of the screen to display a short series of tips on the Incident screen.

Entering Essential Incident Information

This section includes information on completing the primary fields you'll use to document an issue.

Entering Customer Information

Note: If you are displaying an incident created from an email, the customer’s name may not be included on the
incident if the customer submitting the email did not have his/her name set up in their email application and did not
have an email address that existed in Customer Profiles. To complete the customer’s contact information, select View
| @: Customer in the Incident screen, complete the appropriate fields in the customer’s profile record, and save
the record. Then select the customer in the Incident screen to populate the customer’s name in the Name field.
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If you are creating a new incident and customer lookups are enabled during configuration, a Select Customer dialog
will display for you to select an existing customer or enter information for a new customer. You can search based on
last name, first name, phone, location, email, company, department, and customer ID and perform another search
on the results if needed. If this dialog is not enabled, select Incident | Actions | Customer | Select Customer [23 or
use the Select Customer &, icon. You can enter the first few characters of the name for faster searching; if only one
record results from a type ahead customer search, that record will be automatically selected and added to the work
item.
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To display or change an existing customer’s profile information, select View | |I|: Customer. To view information on
the customer's company, select View | £ Company.

A Microsoft® Skype/Lync® status icon can be configured to appear next to the customer's name. If you are using
Internet Explorer, the icon will display the Microsoft Skype/Lync status of the selected customer. You can select the
icon to access Microsoft Skype/Lync functions.

Entering Information on New Customers

To enter information for a new customer, select the Create New Customer link in the search dialog or select New |

@5 Customer and enter the customer’s name and contact information. Note: each Customer Profile record must
have a unique email address and first and last name combination. The New Customer option may not appear if
specified during configuration. After a customer is selected or new customer information is entered, the information
appears in the Customer section.

To create a new incident for the same customer and populate the customer information fields, select New | [Z!
Incident.

Viewing Incidents for Existing Customers

There are a few ways to view a customer’s incidents:

+ If enabled during configuration, the following dialog will display if open incidents exist for the selected customer.

Open Incidents.

Open incidents were found for this customer.

Would you like to view them now?

Yes Mo

+  Use the options on the View | [5| Incidents menu to view a customer’s open and/or closed incidents.
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« Ifticket counts are configured for the Incident screen, select the Ticket Counts @EEED icon in the Customer
section.
Viewing Customer Comments

Any comments entered in a customer’s Profile record and/or a customer’'s Company record will appear after
customer selection will appear as in the example below.

Customer Comments

Company Comments:
Verify contact information when contacting customers in this company.

Customer Comments:
Stewve reports to the CEO so respond to his issues promipthy.

Selecting a Service Contract

iSupport’s Service Contract functionality tracks and restricts incidents and changes for customers, companies, and/or
assets. Contracts can be based on work item count (a specified number of incidents and/or changes), hourly count (a
specified number of hours), duration (time frame in days), or a combination (limiting the number of incidents and/or
changes within a specified daily time frame. If Service Contract functionality is enabled in configuration and a service
contract is associated with the selected customer, customer’'s company, or customer’s asset selected for the incident,
the Select Service Contract dialog will appear:

Ve
51 Work 0/ 10 Incidents, Customer Asset - 5J
N N Yes -

Items Changes Laptop
51 Woark 0/ 10 Incidents, ¥ Company - LBLSoft,
. es ;
Items Changes Inc,
51 Wark 0/ 10 Incidents, Yes Customer - Steve
Items Changes Johrson
I:l Mark this a courtesy work item
Cancel

The Mark This a Courtesy Work Item checkbox will appear if enabled in configuration. Select the service contract to
which the incident should be applied or select the Mark This a Courtesy Work Item checkbox if you do not wish to
count the incident against a contract. If you selected a contract, the change will be counted against it when the record
is initially saved.

After selecting a contract, the contract name appears in the Service Contract field. You can select Information & to
display the contract ID and duration. You can select the View Service Contract Details link to display the contract in
the Service Contract screen.

Service SJ Work items £
Contract g

Contract ID:BET5305
Dwration: 1/ 10 Incidents, Changes

View Service Contract Details

Selecting Additional Customers

If there are numerous customers reporting the same issue, you can add customers to the incident by selecting
Incident | @: Customer | Add Additional. The Add Customer dialog appears for you to select the additional
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customers. The Additional Customers link appears in the customer section once an additional customer has been
selected.
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Steve Johnson
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The Customer Profile screen includes an Additional Customer option in the Can View Items For field; this enables the
customer to view any incidents for which they are associated as an additional customer in mySupport views and
feeds.

To view the additional customers on an incident, select the Additional Customers link and select View or select
View | [&] Customers | Additional Customers.

Bob Jones 280-257-1000 bji@example.com Headguarters

Selecting the Status, Impact, Urgency, Priority, and Categorization

The Status, Impact, Urgency, and Priority fields describe the state of the incident; the Categorization field describes
the incident for use in routing and reporting.

Status Open E| Alt LBL-1 Category Workstation

Number Performance
Priority Low E| Mumber EBIB47T8613 Rule Group  Incident - Default Rule Group &
Impact Individual User Created 8/18/2022 7:38:55

AM

Urgency Mingor Closed
Assignee Bamy White & Followup | 8/21/2022 x
Contract 5.J Work Items €

Setting the Incident Status

There are four basic status levels: Open, Suspended, Closed, and Reopened; different labels can be set up in the
Configuration module for those basic status levels. A status may be assigned via the Scheduling and Approval
features if configured. After using the Closed status to close an incident, the Reopen option will appear on the
Incident menu for reopening the incident.

Setting the Incident Priority, Impact, and Urgency

Priority levels (Low, Medium, High, and Emergency) indicate the severity of the issue. Priority levels can be associated
with time frames in rules, so you'll need to consult with your administrator regarding time frames in order to
understand how quickly incidents must be resolved.

If enabled in the Configuration module, the Impact (usually the number of users affected) and Urgency (based on the
amount of time a resolution is needed) values are defined and associated with the priority levels of Low, Medium,
High, and Emergency; these defined values will be available in the Impact and Urgency fields for selection. The
mapped priority will appear as default but all priority levels are available if permissions are configured for you to
change the priority.
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Examples of Impact, Urgency, and Priority mappings include:

Impact Urgency Priority
Individual Minor Medium
Department Major High
Company-wide Minor Medium
Company-wide Critical Emergency

Selecting the Categorization

Categories are used for routing, reporting, and associating incidents with rules, scripts, and knowledge entries.
Categories are enabled in sets of up to five levels; the first level is fairly general and the last level is fairly specific.

To select a category set for an incident, select Incident | == Categorize or select the Category link. A dropdown
appears containing predefined categories; expand the entries and select the one that best describes the issue.

Category Workstation
+- Applications
+° Change Tasks
+- Communications

Facilities

+- Hardware

+- HR

- Metwork

+- Services
Unlisted /Other

- Web Site

= Workstaticn

Perfarmance

Feature Request/Suggestion

General Information

If there are other incidents, knowledge entries, headlines, or problems or changes (Service Desk Edition) that have

the same categorization, the View Open Work Items for Categorization link appears for you to view these items. You
can associate knowledge entries, headlines, problems, and changes with the current record if applicable. Note: You
can recategorize an incident at any time while the incident is open.

Completing Call Scripts

Call scripts are associated with specific category combinations and can contain instructions on gathering information
from a customer, a list of questions to ask the customer, or other related items. If a call script is associated with the

selected category set, the script appears in a dialog when the category set is selected. Follow the script, enter
responses to questions if applicable, and select OK.

i . . -
/B YOU restared your computer

Ok

If enabled in configuration, the information will be automatically entered in the Work History field. If you need to
display the call script later for reference, select View | = Call Script.
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Entering a Followup Date

If the Followup Date field is enabled during configuration, select the date on which, if the incident is not closed, a
followup reminder email should be sent to the assignee of the incident.

Describing the Incident

Use the Short Description field to enter an abbreviated description of the incident, and use the Description field to
enter a longer description of the incident.

Short Desaription
Slow Performance

Desoription

Slow performance on employes workstation.

Note: The content in the Description field may be sent to customers in an email notification regarding the incident,
depending on options set in the Configuration module.

Working with Email Submissions

If an incident is created from an email submission, the subject line and body of the email are placed in the
Description field.

Desoription

EMATIL SUBJECT: Incident EB18478613 Slow Performance
BODY: Slow performance on employes workstation.

A link to the correspondence is included in the Correspondence History, and attachments are attached to the
correspondence. If there is an alternate version of the body of the email (created by the email application), if
configured it will be saved as a document and attached to the correspondence.

If an existing incident number is included in the subject or body of the email, depending on configuration settings, an
incident may be created or the incident may be updated with a notation and correspondence link in the Audit History
field. The link will indicate whether any files were attached to the correspondence. An email may be sent to the
sender's email address acknowledging receipt of the email, and email may be sent to the assignee of the updated
incident. The email will contain a link to the updated incident.

Completing Custom Fields

Custom fields may be configured for entering information specific to your company. Custom fields can be configured
to always appear or appear when a certain category is selected. You may be required to enter information in custom
fields, and if an incident is recategorized, data saved in custom fields is retained and the custom fields associated
with the newly-selected category set are added.

Custom Fields
Server Windows NT El
oS

Verified Ok to support verified by Manager
Support
Contract
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Entering a Custom Number

A unigue number is automatically assigned to each incident. A custom incident number field may also be configured;
an entry may be required. In the example below, the custom number field is labeled "Alt Number".

Status Open E| Alt LBL-1 Category Workstation

Mumber Performance
Priority Low E| Mumber EEIB476813 Rule Group  Incident - Default Rule Group &
Impact Individual User Created 8/18/2022 7:38:55

AM

Urgency Minor Closed
Assignee Bamy White € Followup | 8/21/2022 x
Contract SJ Work ltems €F

Using Incident Templates

Incident templates populate the following fields in the Incident screen with information set up during configuration:
Categorization, Short Description, Issue Description, Issue Resolution, Priority, Assignee, Followup Date (if
configured), and Time Worked (if configured). A script will appear if associated with the categorization. A template
can also be configured to automatically close; if you select an auto-close template, the status of the incident will
change to Closed and the incident window will close (unless required fields are blank).

To use an incident template, select Incident | f% Templates | Use Incident Template. A dialog appears containing a
list of predefined template names; select one and select OK.

Hame =

Login to Website - Access Reguest

Type =

Auto-Close

Need Insurance Forms

Auto-Close

Send Documentation Auto-Close
Submit a Product Suggestion Auto-Close
Fassword Reset Auto-Fill
Print Assistance Auto-Fill

The template fills in the Categorization, Short Description, Issue Description, and Issue Resolution, Assignee, Priority,
and Followup Date fields. Templates can be configured to append or replace the text in the Short Description,
Description, and/or Resolution fields.

If you selected an auto-close template, the incident status changes to Closed and the window closes automatically. If
configured, the time spent on the incident is recorded in the Time Worked field.

If you selected an auto-fill template (one that does not auto-close), the incident will remain open. A script will display
if associated with the categorization.

Hierarchy templates can also be used to populate incident fields; for more information, see “Using Hierarchy
Templates” on page 37.

Scheduling Incidents

You can schedule one or more incidents to be created with an open status at a future date/time. You can schedule a
single occurrence incident or, if configured, a recurring set of incidents. Scheduled incidents are assigned the open
status by the Ticket Scheduling agent. You must complete the scheduling dialog before the incident has been saved.

You can generate scheduled incidents prior to the time at which the status changes; when this occurs, the scheduled
incidents have a Scheduled status and all fields can be updated except the Status field. Administrators can use the
Scheduled status to stop notifications. When the specified open date/time is reached on a scheduled incident, the
status will change to the specified open status and the rule group will go into effect using the open date/time.
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In the Incident screen, select Incident | Schedule to display the Scheduling dialog.

Scheduling a Single Occurrence Incident

In the Open Date and Start Time field, enter the date and time at which the status should be changed to an Open
status, and use the Open Status field to select the status. When the open date/start time is reached, the scheduled
incident will become a normal open incident and the rule group will go into effect. No new incidents are created for a
single occurrence schedule.

Schedule Incident

® Single ' Recurring
Single Occurrence

Cpen Date: 5| © | 11/30/2023 12:00 AM x
Dpen Status: Open hd
Generation Time Prior to Open Status 1 hour(s)
Change: °

Waming Time Prior to Open Status .5 hour(s)
Change: °

If you wish to create the incident prior to the open status change, select the amount of time in the Generation Time
Prior to Open Status Change field. The incident will have a status of Scheduled until the date and time in the Open
Date and Start Time fields. To send a warning notification a specified amount of time before the open status change,
select the time in the Warning Interval Prior to Open Status Change field.

Scheduling Recurring Incidents

If configured, you can select Recurring to create a new incident on a repeated basis at a specified date/time. When
each new incident is created, it will be initially saved in the Scheduled status and only notification rule actions will be
executed. When incidents are created on a recurring basis, the incident on which you set the schedule will close
automatically when the final incident is created from it.

Schedule Incident

L Single L Recurring
Range of Recurrence

Start on: = | @ x 'End by: B o %
Open Status: Open v & End after: DCCUMTEnCes
SGeneration Time Prior o Open Status 0 hour(s) Closed Status: Closed w | @
Change:
@

Wamning Time Prior to Open Status Change: ] hour(z)
Recurrence Pattern

"y Diaily - -

S — ®WDay 28 ofevery| 1 | monuis)
[ Wheekdy
!‘ Monthty O The | First g Monday ~  of every manthis)
(_early
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In the Start Time field, enter the time at which the status should be changed to an Open status, and use the Open
Status field to select the status. If you wish to create the incidents prior to the open status change, select the incident
creation time in the Generation Time Prior to Open Status Change field. Notifications may be configured to be sent at
that time. The incidents will have a status of Scheduled until the date and time in the Open Date and Start Time
fields.

To send a warning notification a specified amount of time before the open status change, select the time in the
Warning Interval Prior to Open Status Change field.

Selecting the Date Range and Close Status

In the Start Date field, select the date on which the first incident should be created. Use the End After field if you wish
to create a specified number of tickets; use the End By field if you wish to end the incident creation schedule on a
specified date. When the final incident is created, the incident on which you set the schedule will close; use the
Closed Status field to select the Closed status to assign to it.

Notations are included in the History field on all incidents created from the schedule. Once the originating schedule
is closed, you can view it via one of these notations in an incident created from the schedule.

Selecting the Recurrence Pattern

Use the Recurrence Pattern section to specify how tickets should be created on a repetitive basis:
+ Select Daily to create an incident every weekday or specified number of days.

+ Select Weekly to create an incident on a specified weekday (Sunday-Saturday) for an interval of a specified
number of weeks.

« Select Monthly to create an incident for an interval of a specified number of months. Then select the day of the
month on which each incident should be created.

« Select Yearly to create an incident yearly on a specified month and date or specified day of the week on a
specified month.

Saving the Incident

Do one of the following:
+ To save an incident without closing the window, select Incident | H Save.

« Tosave an incident and close the window automatically after completing the Incident Save dialog, select Incident
| kel save and Exit.

+ Tosave anincident and close the current session, select Incident | Fé Save and Logout. This option is enabled in
configuration and is typically used when accessing an incident via a link in an email.
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If configured, the Incident Save dialog appears:

Incident Sawve

Status:

sl

Pricrity:

Medium

Followup:

s

‘Work History Comment:

nwesigated Connedicn Se

|

Apply to Service Contract:

Time Worked:

Hris}

20 Min{s)

=]

S

Cancel

Do the following;:

Select the status of the incident in the Status field. If the issue is resolved, select Closed. If configured, a prompt

will appear for creating a knowledge entry using the categorization, issue description, and issue resolution. The
knowledge entry will have a status of Pending Approval.

Select the priority for the severity of the issue in the Priority field.

Enter the hours and minutes you worked on the incident in the Time Worked field. (You can also enter this

information in the History field.) If enabled during configuration, you may be required to complete this field.

If the Followup Date field is enabled during configuration, select the date on which, if the incident is not closed, a

followup reminder email should be sent to the assignee of the incident.

If an hours-based service contract is in effect for the incident, select the Apply to Service Contract checkbox to

apply the amount entered in the Time Worked field to the contract.

If configured, Work Type and/or Work Start and Wo
Work Type field are specified in configuration.

rk Stop fields may be included in the Save dialog. Options in the

The Work Start field defaults to the date and time when you load the work item. For example, if you open a new
incident at 1:00 PM, work with the customer for 30 minutes, and then select the Add Work history option or save and

display the Save dialog, the Work Start would be set

to 1:00 PM and the Work Stop would be set to 1:30 PM. This Time

Worked field would show the 30 minutes of time worked reflected by the gap.

The Work Stop field defaults to the current time, but there will be at least a one minute gap between the Start and
Stop times. You can type directly in the Work Start and Work Stop fields or ™ calendar and @& clock to select the
date and time; the difference will populate automatically. Select 2 refresh to set the date and time to the current
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date and time (but the Work Stop date and time will adjust to be at least one minute past the Work Start date and

time).
Incident S5ave

Status: Work Type:

Chpen B Nonbillzble El
Friority: Work Start:

Medium E| B O sfa20221:52PM | D
Followup Work Stop:

B  5/16/2022 x B O or4a20221:530M | S

Time Worked:
Hrfs) | | 1 Min{sh
‘Work History Comment:

Wwesng ated oo 0N Semings.

Apply to Service Contract: E,E]

Viewing Rule Information

Rules can be configured to automatically perform actions when conditions are met upon save of a record or after a
certain time interval. Actions can include changing incident field values, routing via load balancing or the round robin
method, sending notifications, initiating an approval cycle, and posting data to a web application. Rules are included
in rule groups that are applied to incidents through customers, companies, category combinations, and incident and
hierarchy templates; a default rule group will apply if none are applicable. When an incident is saved, the matching
rule group is first determined and then all rules in that matching rule group are evaluated. If a rule’s conditions are
met, its actions are performed. The online help contains more information on rules.

Select the name of the rule group in the Rule Group field to display the Time-Based Rule dialog with actions that will
be and have been taken by any time-based rules in the current rule group. The Hours of Operation link displays the
time frames in which the rule group is in effect. Note that entries will include the term "fulfilled" if a rule is
invalidated or reset due to a change in rule configuration. Time frames reflect the assignee’s support center time
zone; the actual action dates and times will depend on execution of the Time-Based Rule agent.

Work Hem Time-Based Rule Dialog

Default Hours of Operation: 247

Upcoming
Emergency Priorty 30 Min rule will be exceeded on 11/152023 5:18:40 PM »
Actions
Assignee will change to Connor Flynn
Rep Group will change to Quality Control

Select View | & Countdown to display a dialog containing a countdown clock in the upper right corner with the time
remaining until the next action. If a pending time-based rule has not been exceeded, a blue countdown clock will
appear; if the time-based rule has been exceeded, a red countdown clock will and the numbers will increment to
display the amount of time that has passed since the time at which the rule was last exceeded. You can use the Show
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Seconds on Countdown field in the Desktop Preferences screen to control display of the Seconds portion of the
countdown clock.

L
All Open Closed  Customer Comgpany — Commespondenc

mEE B & o = 0000:00

& & & & b L= = = 1940 B
Incident Customer Info
-
Customer Q Numbser MBFHE92478 Azzignee  Barry White 6

Stewve

Johnson Choby e -

= Status Open il Rule Mgr Rules ()
Group

To display all actions that have been performed by rules, use the Rule To option in the History field.

Assigning and Routing

To route an incident, you can either select % Route or the Assignee link. (Note that you can also route one or more
incidents via the Desktop.) There are several methods of routing; some or all of these methods of routing may be
available to you depending upon configuration settings.

« Group Based/Standard: A list of groups appears; when you select a group, a list of support representatives in
the group appears for selection. (These groups are set up in Support Representative records.)

+ Group Based/Load Balanced: The available support representative within the selected group with the lightest
overall workload will be selected.

+  Group Based/Round Robin: The support representative in the group who was assigned an incident using the
round robin method on the oldest date and time is selected.

* Location Based/Standard: A list of all available support representatives in a selected location appears.

+ Location Based/Load Balanced: The support representative with the lightest workload within a location is
selected.

+ Location Based/Round Robin: The support representative in a selected location who was assigned an incident
using the round robin method on the oldest date and time is selected.

+ Name Based/Standard: A list of all available support representatives appears.
+ Name Based/Load Balanced: The support representative with the lightest workload is selected.

+ Name Based/Round Robin: The support representative who was assigned an incident using the round robin
method on the oldest date and time is selected.

« Skill Based/Standard: The category levels selected for the incident will appear; select the level of categorization
that exactly matches the categorization for which support representative skills should be searched. The support
representative(s) with those skills will appear for selection.

« Skill Based/Load Balanced: After you select the level of categorization for which support representative skills
should be searched, a support representative is selected based on the workload of the support representatives
who have the exact match of the selected categorization in their Support Representative record.

+ Skill Based/Round Robin: After you select the level of categorization for which support representative skills
should be searched; support representatives who have the exact match of the selected categorization in their
Support Representative record are considered. The support representative who was assigned an incident using
the round robin method on the oldest date and time is selected.

+ Location by Skill/Standard: Support representative locations will appear; after selecting a location, the category
levels selected for the incident will appear. Select the level of categorization that exactly matches the
categorization for which support representative skills should be searched. The support representatives in the
selected location with matching skills are listed for selection.
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* Location by Skill/Load Balanced: Support representative locations will appear; after selecting a location, the
category levels selected for the incident will appear. Select the level of categorization that exactly matches the
categorization for which support representative skills should be searched. The support representative in the
selected location with matching skills and the lightest workload is selected.

+ Location by Skill/Round Robin; Support representative locations will appear; after selecting a location, the
category levels selected for the incident will appear. Select the level of categorization that exactly matches the
categorization for which support representative skills should be searched. The support representatives in the
selected location with matching skills are considered; the support representative who was assigned an incident
using the round robin method on the oldest date and time is selected.

Load balanced routing involves weights based on incident priority; these weights are set up in configuration. If a
support representative has worked with an incident and the incident is reassigned, he/she will be bypassed until all
available support representatives with the skill or in the group or location (depending on the method selected) have
worked with the incident.

If you select skill based standard routing, you'll select the level for which associated support representative skills
should be searched. Support representatives with skills/categories in their Support Representative records that
exactly match that categorization level will appear for selection. If you selected a method with load balanced routing,
the name of the person calculated to have the lightest workload will appear.

If you select 1% Route or the Assignee link with the
options will appear.

Tree Selector, all of the configured routing methods and

Assignee Bamy White €%
t- By Group - Standard
+I- By Group - Load Balanced
+l- By Group - Round Robin
+l- By Location - Standard
+l- By Location - Load Balanced
t- By Location - Round Robin
+l- By Mame - Standard
+l- By Mame - Load Balanced

m

+l- By Mame - Round Robin

+- By Skill - Standard

+l- By Skill - Load Balanced

+l- By Skill - Round Robin

- By Location By Skill - Standard

+- By Location By Skill - Load Balanced

tl- By Location By 5kill - Round Robin =

If you use the Assignee link and name-based routing is enabled, you can perform a standard name-based route by
entering the first few letters of a support representative’s name:

Aszignee  Barry White 6

g
i
1]

%  Dwayne March

Cla
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You can also select the Load Balancer link to display the name of the support representative calculated to have the
lightest workload for each routing method.

Assignes  Bamy White ﬂ
=

Change Group Load Balancer
+~ By Group

f_l By Location

:-u By Mame

Tess French {Developrment)
+1- By Skill

+i~ By Location By Skill

To view the assignee’s contact information, skills, and groups, select the View Rep Details link after selecting ¥
information next to the Assignee field.

A permission can enable you to route to unavailable support representatives; if you have this permission, support
representatives who are unavailable for routing will be included with an asterisk.
Routing to Yourself

To route an incident to yourself (for example, if incidents are first routed to a queue), select Incident | Actions | 13
Route and select Route to Self. Your primary group will be used. If you wish to change your group, you'll need to use
the Change Assignee's Group option or the routing dialogs (via the Route icon or Assignee link).

Entering Routing Comments

A routing comment dialog may be configured for entering a note to be included in a routing notification.

Enter 2 comment for the reuting recipient:

Pleass troubleshoot Steve's workstation.

Routing Multiple Incidents via the Desktop

You can route incidents with an Open or Suspended status from views on the Desktop. Select the incidents to route
and then select the Route view action. The routing dialogs will appear, but the skill-based routing and location by skill
based routing methods will not be available. If load balanced routing is used, the selected incidents will be
distributed evenly to the available support representatives in the selected group, location, or all (if using name-based
routing). The same comment will be applied to all routed incidents. Note that incidents that are closed or pending
approval cannot be routed.

Open Incidents.

Open incidents were found for this customer.

Would you like to view them now?

Yes Mo

iSupport Software
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Viewing Routing Information

The News Feed and Audit History entries in the History field include routing details. To view the number of times the
incident has been routed, total time by status and priority, and the amount of time the incident has been assigned to
each assignee, select View | = Routing/Time Statistics.

Mumkber of Routes: 2
Total Time at Emergency Priority: 18 mins

Total Time at Low Pricrity: 1 mins

17
Total Time in Open Status: .
mins
Total Time assigned to:
1
Copeland, Stuart .
mins
I 16
White, Bamy mins

Statistics as of 18-Aug-2022 1:18:22 PM. The time
sccumulated during business hours is defined by the Rule
Group in effect.

Select € information next to the Assignee field to display the assignee’s group, email address, and phone. You can
select the Email link to send an email to the assignee.

Assignee Bamy White €

Contract - &
0 O Group: Administrators
Emazit  BW@examplelocs]
Phone: 360-357-1000

) Oth
View Rep Details

To view the assignee’s contact information, skills, and groups, select the View Rep Details link. You can send an email
or page from this dialog.

Mumber of Routes: 2
Total Time at Emergency Priority: 18 mins

Total Time at Low Priority: 1 mins

17
Total Time in Open Status: .
mins
Total Time assigned to:
1
Copeland, Stuart .
mins
White, B 1=
e, Bamy mins

Statistics as of 18-Aug-2022- 1:18:22 PM. The time
accumulated during business hours is defined by the Rule
Group in effect.

Changing an Assignee’s Group

1) .
If an assignee is a member of more than one group, you can select Incident | Actions | £2* Change Assignee’s Group
to change the assignee’s group membership for an incident. Select the appropriate group in the Select Group dialog.
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Acknowledging a Routed Ticket

If ticket acknowledgments are enabled in configuration, the following alert bar will appear at the top of the Incident
screen to the new assignee:

i 1 1 = m [FAdd History [F3Override Data [ Templstes - [
H ® K @ A [ = o |
) ] ) mhdd Asset  jARoute = H Hisrarchy .
Save Saveand Exit Save and Logout  Print Delete  Font Size  Cownters = ™ - -
- - ‘faCategorize  [A]Customer - g71Ad Hoo Approval
File Display Actions
This incident was routed to you.
Customer Q, Number MBF1132884
Steve Johnson & %
focounting Manager Siatus Open "
LBL Services -
Headguarters
i Ldrministration Pricrity Medium L

When the assignee selects the Click To Acknowledge button, an entry will be recorded in the Audit History field and
an acknowledgment notification will be sent if configured.

Adding Work History and Viewing Historical Information

Entering Work and Customer Work History

Use the History field to enter and view information on any activities related to resolving the incident. You can
use this field to document customer contacts or conversations with customers or support staff. Call scripts may be
configured to be included. This field is useful when routing an incident to another support representative because it
allows them to see the work that has been performed. To enter information on any activities related to a change,
select [ Add History on the ribbon bar or E3 Add Work History in the History field. For example, you can
document customer contacts or conversations with customers or support staff. This field is useful when routing a
Change record to another support representative because it allows them to see the work that has been performed. If
configured, you may be required to make an entry in the Time Worked field after entering work history.

L

¥ Add Work History Mote - Dialog - Google Chrome = | X

Time Worked: 1 Hris) Min(s)

Work History Comment:

Performed troubleshooting tasks on printer.

If an hours-based service contract is in effect, you can select the Apply to Service Contract checkbox to apply the
amount entered in the Time Worked field to the contract.

The following options may be configured:
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+ A Work Type field may be included with options for describing the type of worked performed.

& Add Work History Mote - Dialog - Google Chrome — O ey

Waork Type On-Site Service ¥

—Upport

Time Worked: .
o On-Site Service
Developmeant
SEHI_uEr
Performed troubresmoonmg @ses T prmer-

Work History Con

*  Work Start and Work Stop fields may be included.

% Add Work History Mote - Dialog - Google Chrome = O x
Work Start: B O 17182022 12:57 FM o
Work Stop: & | © 1/18/2022 1:58 PM o~
Time Worked: 1 Hri=]) | | 1 Minis)

Work History Commenit:

Performed troubleshooting tasks on printer.

The Work Start field defaults to the date and time when you load the work item. For example, if you open a new
request at 1:00 PM, work with the customer for 30 minutes, and then select the Add Work history option or save
and display the Save dialog, the Work Start would be set to 1:00 PM and the Work Stop would be set to 1:30 PM.
This Time Worked field would show the 30 minutes of time worked reflected by the gap.

The Work Stop field defaults to the current time, but there will be at least a one minute gap between the Start
and Stop times. You can type directly in the Work Start and Work Stop fields or select ™ calendar and @ clock to
select the date and time; the difference will populate automatically. The & refresh option will set the date and
time to the current date and time (but the Work Stop date and time will adjust to be at least one minute past the
Work Start date and time).

+ If Purchasing functionality is enabled and you are designated as a vendor in your Support Representative Profile
record, you can add a charge (an amount of time worked multiplied by a rate) as a separate line item or use a
charge to decrement an existing line item on an associated purchase order.After entering the time worked, select
the Charge for Work link.

Work History Comment:

Documented new procedure.

Apply to Service Contract: (=

Charge for work...

The purchase orders associated with the change appear; select the purchase order for which the charge should
be applied. Then:

+ Add a separate line item charge to the purchase order (increasing the total amount). Choose the product
from the selected purchase order in the Charge For This Work field. (Only decimal-enabled products will
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appear in this list.) In the Rate field, enter the amount to be multiplied by the entry in the Time Worked field in
the previous dialog.

Mumber Diate Crpened Dietails

() | GIED484172 | 9/14/2022 12:37:30 PM “ﬁi"t'”g R

Charge for this word: | Documentation (350.00) E|

Rate: g S0.00

Deduct for this work: E|

Return to entry...

+ Use the time worked as an amount received on an existing line item quantity on a purchase order, in the
Deduct For This Work field, choose the line item from the selected purchase order. (Only decimal-enabled
products will appear in this list.)

Mumber Diate Crpened Dietails

(") | GIED4B4172 | 9/14/2022 12:37:30 PM | Accounting Training More...

Charge for this word: | — Select a Product - E|
Rate: 5 S50
Ceduct for this work: Documentation (350.00) E|

Return to entry...

Viewing History

Use the History field to view notations on all incident actions. You can flag work history and correspondence entries
via ™ Mark as Important that appears when you hover over those entries with your cursor. Once marked, it
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changes to ™ Unmark as Important for removing the flag. Note that the Ref ID that appears on expanded
correspondence entries is included for reference; it is used by iSupport's email processing engine.

History
Total Time Worked: 40 Minutes

B Breosob%m%™ox ~ 0

= Barry White - Changed custom field Server O/S From: To: Other. Approval
1 minute ago [¥] Audit
= Barry White - Added to Assets: SJ Laptop. Comespondence

ute ago Customer Chat

ite  Ovdered more memeory for customer's system; it will amive within the week. Customer

1 Barry W
4 minutes age [¥] Rep Chat
& Barry White Ordered more memory for customer's system. Rule Group
4 minutes ago [¥] work
2 Barry White Upgraded system.
& Barry White Remotely accessed customer system and applied OS5 upgrades. 0 Hrjs) 30 Mins{s) ™ (=

« g Feed displays a list of all actions performed on the record; you can filter the content via # Settings.

«  Ma Important displays work history and correspondence entries that have been flagged as important via ™
Mark as Important; it appears when you hover over work history and correspondence entries with your cursor.

History
Total Time Worked: 40 Minutes

Bl oc@oo0emeomws o~

& Barry White Remotely acoessed customer system and applied OS upgrades. 0 Hafs) 30 Mins{s) ™

= Barry White Comespondence Sent - More Information Required [

expand

«  Sgy Audit includes entries on functions performed by the system and support representatives (for example,
field changes), as well as correspondence entries. Work history, chat, and approval entries are not included.

History
Total Time Worked: 40 Minutes

Bl o@owo%emomws ~or

B Barry White Remotely accessed customer systemn and applied OS upgrades. 0 Hrjs) 30 Minsjz) |™

& Barry White Comespondence Sent - More Information Reguired |-

expand

«  Hg Correspondence displays entries for sent and received correspondence, including the subject line and body
of the correspondence. The Correspondence Received and Correspondence Sent links display the
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Correspondence screen. Note that the Ref ID that appears on expanded correspondence entries is included for
reference,; it is used by iSupport's email processing engine.

History
Total Time Worked: 40 Minutes

El © oo oo ~o

Barry White Comespondence Sent - More Information Reguired |~

Please send me more details regarding the issue you submitted on 2/6/2022
12:02:38 PM:

Incident Mumber D250 34771 Workstation running slowly, can't generate reports
quickly.

Issue Created via Customer Chat
Thank you,

Barmy White

45 Customer displays customer work history entries (from the Customer Work History dialog that can be
configured to appear after the Work History dialog) as well as generic customer audit history entries.

History
Total Time Worked: 40 Minutes

Bl o =oolweomws o~

Barry White Ordered more memery for customer's system; it will amive within the week.

Barry White Upgraded system.

Barry White - Mew incident created.

< IOurs 3

% Work displays entries created via the Incident | (& Add History and u Add Work History icons.

History
Total Time Worked: 40 Minutes

Bl v " 0% 0ollomwos o

Barry White Ordered more memory for customer's system. 0 Hris) 10 Minss)

2L MHNUTES o

Barry White Remctely accessed customer system and applied OS5 upgrades. 0 Hrjs) 20 Mins{s) |™

T® Rrule displays actions taken by rules in the rule group when rule conditions have been met.

History
Total Time Worked: 40 Minutes

Bl "% ool ows o

Barry White - met Server Category Reassignment Rule
14 minutes. ago - Changed Assignee To: Stuart Copeland

expand - Changed Rep Group To: Applications
System - Met Server Category Reassignment Rule
15 minutez ago - Changed Assignee To: Stuart Copeland
expand - Changed Rep Group To: Applications
iSupport Software

Page 20



O Chat displays information on a customer chat that created the incident, as well as chats initiated via the

Awareness feature for the current incident. For more information, see “Using Awareness and Chat Functionality”

on page 44.
History
Total Time Worked: 40 Minutes
'ﬂr"ﬂ%%*ﬂ‘b%nﬁo“' »lO|s
Barry White Started s chat conversation with Stuart Copeland
collapse * Barry White2/2/2022 12:04:17 PM
Hey Stuart, I'll handle this one.
* Stuart Copeland2/3/2022 12:04:43 PM
Ok, thanks Bamy!
Barry White Accepted a customer chat request from Steve Johnson
expand .

“© Approvals displays entries for any approval actions. For more information on incident approvals, see

“Working With Approval Cycles” on page 24.

History

Total Time Worked: 40 Minutes

"o " %o % lo % Yo "o [

-

System - PO Approvals approval process final approval.
2 hwouars: Sgo - Status changed To: Open due to final approval.
Barry White - PO Approvals approval cycle: Bamy White submitted approval for Dwayne March.

Q" search enables you to enter a search string for searching history entries.
 Open in New Window displays a filterable feed of history entries in a new browser window.

select @ View Timeline at the top right of the history entries to display historical incident events on a timeline.
Use the dropdown fields to select the types of entries to display and the timeline increments. You can use your
mouse to scroll the green hour bar and red month bar at the bottom of the screen.

8 hours

w | Approwal: l Audit: l Correspondenca: l Customner Chat: l Rep Chat: I:l Ruls Grougs l Work: l EEES

4 hours

12 hours
24 hours
48 hours
72 hours

11/17/2023 10:20:31 AM - Audit History ‘

- fiEwr ancigent oresre.

Eam

Fri 17 Movembar

11/17/2023 10:21:28 AM - Audic History

- Lot Pronty Tor Medom - Set Statee Too Open -
I

11/17/2023 10:22:55 AM - Approval History

- IT Approvals approvey cycie inhated wsng custom apm
I

111772023 10:23:18 AM - Approval History

- IT Approvals approval cyole: Conmor Synn subsmitied &
Il

11/17/2023 10:23:37 AM - Approval History

- I Aporovals approva) process Firai aporove).

m
11/17/2023 11:16:06 AM - Rep Chat Histary

Started & chat cormersation with Serry Wihtetnbspr Snt

l

10 am

Set G

12 pm

Using the View Menu

Use options on the View menu to display the following:
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. [E Open, closed, or all incidents for the asset, category, customer, or the customer’s company, location, or
department.

. @: The selected customer’s profile record and the profiles of additional customers.
. ér] The company profile associated with the selected customer.

. [Ef] All correspondence associated with the current incident, associated with the customer selected for the
incident, and associated with the configuration associated with the change.

- B Knowledge entries that have same categorization as the current incident.
. 0 The assets selected for the incident or all of the customer’s assets.

+  [55 Routing/time statistics, including the number of times the incident has been routed, total time by status
and priority, and the amount of time the incident has been assigned to each assignee.

. =, The call script associated with the category selected for the incident.

You can also select [ Search to perform a global search on iSupport data using keywords and, if searching
knowledge, Boolean operators (And, Or, Not as well as parenthesis to group words and phrases). You can include
Google in the search if configured in configuration. In the Global Search dialog, select # settings to select incident
fields for narrowing the search. Use the Options link on each tab to select the fields to search, the type of search
(Starts With, Contains, Ends With and Is), enable text highlighting, select the type of view in which search results are
displayed (list or classic), and sort options.

performance = O O Search NMumber Gnly
Incidents (37} | Archived Incidents (00 =~ Problems(0) = Archived Problems (0) = Changes (0)
Archived Changes (0)  Customers{0) = Companies () Purchases(0)  Archived Purchases (0) Fags(0) Headlines (0) Products (0)
Service Contracts (0) | Assets (0) | Configuration [tems (0)  Opportunities (0) | Discussion Posts (0) | Google Search Results
& Oplic
Search Fialds ~| I

Mumber B Description
Category B8l Resolution
Author

Conlzins W

Miscellaneous -

Enable Highlighting
Enablz Advanced Boolean Searching

List ‘iews W
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View and ticket count results will display at the bottom of the screen.

E_'Pgi E_Pj E_Pj @ 51] [\E-] E_ﬂ} 0 E @ FERouting Time Statistics

~ Right Answers

Al Open Closed Customer Company Comespondence  Knowledge Assets Search  Countdown

= =call Script
Incident Customer Info Cither
Customer Q. MNumber NEFI13282A Assignee  Connor Fynn
Stewve
Johnson
= FEIE Open v Rule Mgr Rules @
Accounting o Group
i Managar Priority Medium v
LEL Sarvices o mm Crested 11/15/2023 5:07:17 PM
Hesdquarters Followup £ | 115172023 x
Administration Date -
360-207-1004 Closed
sHEgwi.com
Steve is the CEQ so note Category O Metwork
the VIF Rule Group has Connection

been applied to this

e

12

Date - Mumber Status Priority  Assignee Issue Description
11/15/2023  WBFI1E2834 Open  Medium Cannor Fhynn - Cannot connect to the network.
00717 PM

117152023 MBFHS92476 Open  Emesgency Barry White  Cannot connect to the ssrver
4:48:13 PM

The frame will be minimized by default; select the up arrow icon to expand and collapse the frame.

ncident
= =1 =1 A Font Size » | [Fradd History [FROverride Data 7 Templstes - #Fin ik
H & e & o A & ¥ & Figreme S
) ] #|Counters - ¢RAdd Asset  jARouts » H Hisrarchy - [JSign
Sawve Sazveand Exit Sawe and Logout  Print  Delete  — =
FuCategorize  [g]Custornar -~ g71Ad Hoc Approval
File Display Actions
Customer Q, Numbar NBHA412788 Assignee  Barry White @
Stewve
Johnson
= 2l Open ¥ | Created  M/17/2023 2:30:16 AM
Accounting )
i Manager Priarity Medium w Closed
Headquarters .
Administration Fallewup 5 | 11/19/2023 X Category @, Hardware
gﬂl}aﬂi?: ;2:-4 Date Laptop
2wl Performance €
" B - -
n_| Detsils +—, (Custom Fields Assets L= History : Assoc Work tems 5 Attachments
Description
Slow performance on warkstation ) .
. Chat With iSupport § Chat (0) L 1]

|
Select to expand and collapse the frame
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Select &' Open In New Window to display the view in a new window.

_ I 1 - | = fFont Size »  [FRAdd History [F3Cverride Data [5jTemplates » Fin s
H ® e @ W A s T
) ] #]Countars »  (nAddAsset  fARouts » H Hierarchy - [ 27 Sign
Sawve Saveand Exit Save and Logout  Print Delete . — - . —
o Categorize  [g|Customer - g7Ad Hoc Approval
File Display Artions
Customer Q Murnbar MEHA412T83 Aszigne2  Barry White @
Steve
j'-fhcs o Status Open ¥ Creasted  M/17/2023 0:30:16 AM
Accounting .
i Manager Priarity Medium b Clozad
Headguarters O
Administration Fallowup = 118202 x Category Q Hardware
3680-387-1004 Diate Laptop
si@gwi.com Performance @ o
B m]
[ Favorite Views
b [ Shared Views
b3 My Authored Views
Select to open the view in a new window

Viewing Incident Feedback

If configured, a question with two response choice image links can be included in an incident notification; when a
customer receives the email and selects one of the responses, configured submission text will appear on a page on
the mySupport portal, and the feedback question and response will be included in the Feedback field on the
incident.

Status Closed Mumb-er E8JAZZ32EE
Fricrity Emergency Created BM2022 8:11:21 AM
Impsct o Closed BM20ZE 8:18:32 AM
Contract Courtesy
Urgency Critical
Followup 2222022
Assignee Bamy White €}
Feedback Did you contact us because you
could not resclve your issue
through our knowledge base? Yes

Working With Approval Cycles

Approval cycles require tickets to be approved by designated approvers before most incident functions can be
performed. (However, a configuration setting can allow modifications to incidents under approval.) Approval cycles
are set up in the Configuration module, configured with serial or concurrent approvers, notifications, and statuses
for each stage of the process. Approvers can be support representatives or customers (who specify a verdict via the
mySupport portal), and approver delegates can be designated for support representatives and customers. An
approval cycle can be associated with a customer profile, company record, or category.

A rule/rule group can require one or more approval cycles to go into effect:
+ Theinitial approval cycle
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* Any cycles associated with a customer profile, company record, or category
« The final approval cycle

Approval functionality is not affected by the business hours configured for a rule group. When an incident is saved
with a rule group that requires approvals, the approval cycle will go into effect automatically. If any approval cycle
results in a Decline verdict, no further cycles will apply. If a rule-group-required cycle is completed or canceled, the
Incident menu will contain an Incident | Actions | E Ad Hoc Approval option for starting another approval
process.

Approval cycles can also be designated as available for you to initiate in the Incident screen on an ad hoc basis if the
incident is not currently pending approval.

If an approval cycle is in effect, an alert bar will appear at the top of the Incident screen after the incident is saved and
most of the ticket fields will be disabled. (However, you can send correspondence and update work history.)
Specifying a Verdict

An action dropdown field will appear in the approval alert bar if you are the current approver in the approval cycle or
if you have permission to override approvals.

This incident is pending your approwval. Sslect an Action W
Approve
Dedine .
Customer Coanment: Onl NEHA412752 e
Steve Johnson & Cancz! Anorovals
Statt Open W st
Accounting K= Created
Manager o L
i Headguarters Prigrity Medium et Clnzed

Select one of the following:
+ Approve to enable the next approver to specify a verdict or, if it is the final approval, complete the cycle.

+ Decline if you do not wish to enable functionality on the ticket. An entry will be required in the Comments field.
One or more Decline verdicts may be needed to stop the cycle.

+ Comments Only to enter any comments without approving, declining, or canceling the cycle. The comments will
be included in notifications sent to recipients configured for the approval cycle.

+ If you have permissions, you can specify Cancel Approvals to cancel the cycle. An entry will be required in the
Comments field; the comment will be appended to the text in the Resolution field. An approval cycle can also be
canceled by the customer assigned to the incident.

If you are not the current approver but you have approval override, the following will appear:

This incident is pending approval. Select an Action | for Conmor Flynn
Approve
Decline
Customer T NBHAS12788 Assignes
Steve Johnson 38| coneed Aporovals
Accounting Sistus e W Creasted
Manager o )
i Headquarters Pricrity Medium w Closed
Administration — R
E'ED-EQT'- 1004 Followup Date M | 1111952023 " Category Q
SHEgwi.com

When you specify a verdict, configured notifications will be sent and the incident status changes to the status
designated by the approval cycle if it is a cancellation, final approval, or final decline.

If a rule-group-required cycle is completed or canceled, the Incident menu will contain an Initiate Approvals option to
restart the approval process.
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Initiating an Approval Cycle

To initiate an approval cycle in the Incident screen, select Incident | Approvals | 1_—' Initiate Ad Hoc Approval after an
incident has been saved. The following dialog appears with the approval cycles designated as available for ad hoc
use. The cycle will be enabled for the incident after the Initiate button is selected.

Create Mew Login Acocounts -
Maintenance Approvals
PO Approvals

Change Approvers: m

Unsaved changes on the incident will be discarded.

= Associated with category, customer and/or company

An active ad hoc approval cycle for an incident will not be canceled when the effective rule group changes; any
approvals that are defined by the new effective rule group will initiate after the ad hoc cycle is approved.

The Change Approvers checkbox will display if permissions are configured; select it to display the following dialog for
adding or removing the approvers configured for the selected cycle.

Type of Approval: Serial
Approvers

Add Remove

I:I_

Stuart Copeland Support Representative

D 2 Connor Fhynn Support Representative

Note that the approver cannot be changed if an approval cycle is configured to be available for ad hoc use and
configured to use the approver associated with the selected customer.

Viewing Approval History

Select View | 1_—' Approvals to view a graphic display of the approvers and status of each approval in the approval
process. Mouse over the image to display details about the process.

Barry White
12/23/20418
— -—— —
PO | Mame: PO Approvals
Apprevi Description: Approvals required for all purchases
Type of Approval: Serial

Initialized

Pictures are associated with support representatives in the Support Representative Profile screen and with
customers in the Customer Profile screen; if a support representative is involved in an approval cycle, the associated
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picture will appear when you select an image as shown below. The picture will be outlined in yellow if the approver is

next in the approval process.

The picture will be outlined

If an approver specifies a Decline verdict, the images will appear as shown in the example below.

Bareu Wrhika
1. e
! . ils
Stuart i
Copeland

in green if the approver specifies an Approve verdict.

PR LN ) T

Copeland

Bas=

Wthitn

LU s
17 =) '

Dhwrayme
March

System
12/22/2018
o

Final Deaclina

&

-
Finzl

Declina

If an approver cancels the approval process, the images will appear as shown in the example below.

If the process results in an approval, the images will appear as shown in the example below.

Wit

Bar=
1

"

il

Stuart Copelar
12/22/2018

—_—

Cancaled

L&
3
-

Canceled

Bgreus ki

| (R ETELT T ] &
1 =R '

Chwayne
March -

_..

o) 4

=

Fimal
Approval

Use the Approvals option in the History field to view approval actions.
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Associating Other Work Items and Files

Attaching Files

To attach a file to the incident, select the Add button in the Attachments field and select the file. You can select the
Show Correspondence Attachments checkbox to display attachments from all sent or received correspondence
(including attachments from an inbound email update) associated with the incident. If the incident was created via a
chat or a chat was initiated while the incident was open, use the Show Chat Attachments checkbox to display any
files attached during the chat. A Copy button will be included next to correspondence and chat attachments; you can
use it to directly associate the attachment to the incident.

Attachments

Add Show Top Level Wark ltem Attachments ) Show Comrespondence Attachmants Show Chat Attachments
File Name Skze Type Date File Attached Source
testgif 2140K mape/gif 1/13/2022 11:53:39 AM  Rep Chat Encrypt | | Copy
wpc-gsp.pdf 331720 applcaton'pdf 111372022 11:11:14 AM  Incident Encrypt Delete
ConnectingToAzureOrAWSHostedinstance.pdf - 734.764K  applcation/pdf 111072022 1:37:31 PM Cormespondence - (Subject: File atiached} | Encrypt Copy

Use the Show Top Level Work Item Attachments field to display any files attached directly to the top level parent
incident in a hierarchy; this field is enabled via the Cookie Defaults | Attachments tab in the Support Representative
list screen.

If you are working on an incident created from an email submission, a link to the correspondence is included in the
History field and attachments are placed in the Attachments field of the correspondence. If there is an alternate
version of the body of the email (created by the email application), if configured it will be saved as a document and
placed in the Attachments field of the correspondence.

Attaching a Signature

Use the Sign L& feature to display a dialog for signing using a touch screen or mouse. Select the signing agreement
applicable to the incident; this text is set up in configuration and can be associated with customer and support
representative groups, categories, and incident and change templates.

Signing Agreements

Signing Agreement 1 W

By signing you are altesting thal all of the information in this record is complate and trus

The signature image and text will be saved as a .png file and included as an attachment.

Associating Assets and Performing Scans

Use the Asset field to associate Asset records with an Incident record and display any other open incidents,
problems, or changes associated with the asset. To search for an asset, select = Select Asset and enter a search
string. The asset type, name, owner, tag number, location, serial number, model, manufacturer, purchase date, and
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comments will be searched. If one record results from a type ahead search, that record will be automatically selected
and added to the work item.

Aszets
Add Add Count Enabled Remove O

Tag Mumber Serial Number Open Work ems
top C1M1 123434123804531-234 es (2)

Count Enabled Assets

W Count Used Mame Type Tag Mumber Serial Mumber Unit Label Unit Cost Unit Price Total Cost Totsl Price  Open Work lems

You can also perform asset scans from the Incident screen. Asset scans collect hardware, software, and service
details automatically. You can scan non-Windows SNMP-enabled devices in your network, computers with Windows
98 and above, or any other WMI-compliant machine (WMI must be installed and active).

Associating Other Work Items

Use the Add Existing link in the Associated Work Items field to associate an existing knowledge entry, headline,
problem, change (if enabled), or purchase request/order with the incident. If configured, notifications regarding
incident events can be sent to customers of associated items. (Note that only one Problem record can be associated
with an incident.) To associate new work items:

+  Select New | Associated Work Item | [Z@ Problem or Add New Problem in the Associated Work Items field to
create a new Problem record that will be associated with the incident. The categorization and description from
the incident will be included in the corresponding fields on the record.

+ Select New | Associated Work Item | E:"f; Change or Add New Change in the Associated Work Items field to
create a Change record that will be associated with the incident. The categorization and description from the
incident will be included in the corresponding fields on the record.

+  Select New | Associated Work Item | [E& Purchase or Add New Purchase in the Associated Work Items field to
create a new purchase request that will be associated with the incident. The text in the Description field will be
included in the Comments field on the purchase request.

+ Select Add New Knowledge Entry in the Associated Work Items field to create a new knowledge entry that will be
associated with the incident. The description, resolution, and categorization from the incident will be included in
the corresponding fields on the knowledge entry. The current incident will be included in the Associated Work
Items field on the knowledge entry as well.

+ Select Add New Headline in the Associated Work Items field to create a new headline that will be associated with
the incident. On the headline, the text in the Short Description field will be included in the Message field and the
text in the Description field will be included in the Details field. The current incident will be included in the
Associated Work Items field on the knowledge entry as well.

Associating Configuration Items

If you have the Service Desk edition and a CMDB has been configured, select the Add link on the Configuration Items
field to associate a predefined configuration item with the incident. You can select it to display the Configuration Item
screen for viewing the item's relationships with other items, and include information on associated configuration
items in views, reports, and correspondence. If the configuration item has other open incidents, problems, or
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changes associated with it, “Yes” will appear along with the number of open work items. Select the link to display a
list of those items.

Configuration ltems
Add Remove

Open Work ltems

D Steve Johnson Workstation Worlstation

Open Work Items

Mumbes Type Custo Assignee Status Priority Date Opened = Desoription
Slow
. Steve Bamy B/20/2022 performance
EBKAS45682 Incident O Low
medEn Johnson  White FEH ne 9:53:45 AM on employee
waorkstation.
Add memony
Steve 8/20/2022
SA3451 C z
BSKBBA2451 Change |\ on Open Low  negosam  ©
workstation.

Resolving Incidents

Entering the Issue Resolution

Use the Resolution field for the resolution of the issue. The next sections contain information on including content
from knowledge entries and RightAnswers in the Resolution field.

Resoluticn

Applied OS5 update,

Using Knowledge Functionality

Searching for Knowledge Entries

iSupport's Capture Solution feature enables you to display and copy/paste information from a knowledge entry
matching the selected category set into related fields in an incident. If enabled for the category in the Category
configuration screen, these entries will appear in the view frame at the bottom of the screen automatically or after
you select View | [T Knowledge in the Incident screen. If you find a knowledge entry that solves the issue, use the
Capture Solution link to copy and paste the issue description, resolution, and/or mySupport URL (depending on what
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is enabled in the Knowledge Management configuration screen) into the incident. If you open a knowledge entry
from the view frame you can select Knowledge | Capture Solution ‘B inthat entry.

== == = : =l = T FoutingTime Statistics
BEEERE B 8§ 8 B ¢ 5 bws
+ Right Answers
All Open  Closed  Customer Company — Comespondence  Knowledge Assets Search
- - - - - - =, Call Script
Incident Customer Infio Other
Customer Q Mumber NEHEB554372 Assignee  Bamy White ©
Steve Johnson
Accounti
Ma -.ag.c.-rprEI Statuz el e Created MHATIZ023 10:44:32 AM
Headguarters )
i Administration Priority Mecium sl Closed
280-297-1004 .
sHDgwi.com Fallowup etz 3 | 11/19/2023 L Category @ Hardware
Printer
Copier/Laser
Cther €
) B ] |
L] oetails +— Custom Fields Assels Histony Assoc Work ltems Attachments
Description
|F’r'"ter Qut Of Range error appears on printer.
— ¥
. - A Capture
Description Resolution Category Status Likes Solut
How do I perform maintenance on the Maintenance must be performed after 200,000 pages are printed. Clean the  Other Approved i Capoure
company printer? printer and replace the toner. Extarnzl Solution
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Creating New Knowledge Entries

Knowledge entries contain fields for the category set, issue description and resolution, cause, steps, error messages,
and URLs, and attachments. To create a new knowledge entry, select New | [ Knowledge Entry in the Incident
screen.

= I 1
H & k& A [H B B
Sawve GSaveand Exit Save and Logout  Print Delets Font Size Counters  Add History Categonze Like  Cagiure Soiution
File Display Actions
Mumber MBHC11451A Author Barry White Category QL
Source Direct Entry Created MAMT7I20232 11:00:34 AM
Date
Reviews \ -
EviEwar Barry White lear Fule
Medified
_ Group
Status In Progress b on
Medified
Sy
Details Histony Discussion Posts Attachments Associated Work ltems ]
Description
Slow performance on workstation

Searching RightAnswers

If iSupport's RightAnswers integration is enabled and set up in the Configuration module, you can access
subscription-based knowledge content for common PC hardware, software, and network issues. Depending upon
options set in the Configuration database, the search may be based on the incident's issue description and/or
categorization.

To access RightAnswers, select View | Other | ¥ RightAnswers. A screen displays listing all of the knowledge
entries that match the search; select the applicable solution. In the screen detailing the entry, select the Yes, Copy
Solution to Incident Ticket button to automatically paste in the Issue Resolution field. The solution appears in the
Issue Resolution field. A link to the RightAnswers entry will also be included. Note: If text exists in the Resolution
field, it will be overwritten when the solution is copied from RightAnswers.
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Using Communication Features

Creating a Discussion Post

Select New | & Discussion Post to add a post to a selected discussion feed. The description and resolution are
copied in by default. Select Yes in the Allow Replies field to prevent the Reply link from appearing on the post. Select
Yes in the Pin field to retain the post at the top of the feed for the number of days in the Expires In field.

EBRBRE @B P E BOB & &

Incident Problern Change  Purchase Customer Comespondence  Knowledge Entry Suresy  Asset Hesdline Discussion Post Meeting

Associated Work [iem Crher

Customer Q, Add Discussion Post
Stewve
L Feed: Executive Support Discussion w
Aoy
Headg M oa= L

i Admin Ve A Q- B 5 U - 7 I -o-

2E0-307-1004 ERaE=E=E= E.ﬂh- == Ig_ i= "OpenSans” = 3 - Moma - A"

sHEgwi.com

Slow performance on workstation.

D
-
-
| 11| Details 15 Fallow this post: n
§ Allgw replies: m
Description

Slow performance  Fim n

Creating a Headline

Select New | Eh Headline to create a new headline from the Incident screen. The Headline entry screen will appear
with text in the Description and Resolution fields by default.

Specifying Others to Notify

If enabled in configuration, you can use the Others to Notify feature to set up a list of customers and support
representatives that are not directly involved in the incident process to be sent incident event notifications and other
correspondence. For example, notifications could be configured to be sent to a salesperson whenever an incident is
created for one of their accounts. An Others to Notify list can be set up for an individual customer, all customers in a
company, a category set, and an individual incident, problem, change, or configuration item.

Sending an Email

To send an email from the Incident screen, you can select New | i Correspondence or 57 Email in the customer
information section (if configured) to populate the To field with the customer’s email address. You can select €
Details next to the Assignee field and then select the Email link to populate the To field with the assignee’s email
address.
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Scheduling Meetings and Tasks

If configured, 1 New Meeting will appear for scheduling a Microsoft Office Outlook calendar and/or Google
Calendar meeting. You can view the schedules of meeting attendees, create a meeting, and configure a notification
to be sent to meeting attendees. Select View | £, Meeting to view scheduled meetings.

If configured, options may appear for scheduling meetings: @i Microsoft Teams, ) Zoom, € Google Meet. When
the icon is selected, a Generate Join URL dialog will appear with options for entering the topic, sharing the Join URL,
and emailing a link to the meeting. The Share Join URL option will display a dialog with the URL and an option to start
the meeting; the Email Link option will display the Correspondence dialog. You can also select [} Planner Task to
access Microsoft Planner and create tasks with prefilled references to the iSupport work item number.

Sending a Survey

If iSupport's Survey functionality is configured, you have appropriate permissions, customer, you can send a survey
questionnaire to the customers assigned to the incident by selecting New | Other | [ Survey. The survey will be
sent after you select a survey in the Select Survey dialog. Surveys are defined in the Configuration module, and if
configured, surveys can be sent automatically on an interval basis. You can also send surveys via the Change and
Customer Profile screens, and send surveys to multiple customers via the Desktop. If you have sufficient
permissions, you can view survey responses on the Desktop.

Using Awareness and Chat Functionality

If configured, the Awareness feature displays Connected Reps and an alert in the upper right corner if two or
more support representatives have the same record open. You can select the icon to display the support
representative(s) viewing the work item and initiate a chat by selecting their name.

If a support representative is viewing an incident and another support representative modifies and saves a field on
that incident, an Incident Modified dialog will appear with the changes that were made. Note that this dialog will also
appear for modifications done via Desktop views.

If you are using Google ChromeTM, you can enable Google's Desktop Notification feature to display a small alert at
the bottom of the screen (even when the iSupport window is minimized) when you are viewing the same work item
as at least one other support representative and a support representative initiates a chat with you. A prompt will
appear for you to enable or disable the Desktop Notification feature; after selecting OK, a prompt will appear at the
top of the screen to enable or disable desktop notifications. You can later enable or deny desktop notifications via
Google Chrome's settings.

Working With Related Incidents

Creating Related Incidents

You can create related incidents to associate and track issues and requests. For example, for an incident regarding a
Toner Low notification on a printer, you could create a related incident for ordering more toner for the printer. You
can close all related incidents when you close the original incident.
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Select New | A Related Incident. The following dialog appears; select the fields to populate with data from the
original incident.

Select the fields to copy: Chedk All Unchedk All
Details ]
Customner Status Priority
Category Aszzignee |:| Desoripticn
|:| Service Contract |:| Short Desoription
|:| Resolution

Other Options ]

|:| Others to Motify |:| Asscciated Configuration Items Custom Fields
D Assets D Attachments

Complete the fields and save the incident. Then save the original incident. Hierarchies can be displayed via either the
Related Hierarchy field (if configured) or %, View Related (which displays a dialog as shown below). Note that the
colors that appear on the progress indicator can be set in configuration.

B Finished
In Progress
B Future

0% 20% 40% 80% 80% 100%

Cannct connect to the network. - Open {:} 1 ]

Customer cannot access email application. - Open [Cument) {:}

& Click for Details appears next to each open and closed incident for displaying incident details.

3% 20% 40% 60% 20%

Cannct connect to the network. - Open {:} (1]
i

pn. - Open (Cumrent) {:}
Mumber GACASA4562
Status Open

Pricrity: Medium Jthers to Motify

Azzignes Barry White

Customer: Steve Johnson
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If you open a related incident and then create and save another related incident, a hierarchy would be created as
shown below. In iSupport, a structure created in this manner is called a dynamic hierarchy because you can add and

remove incidents as needed.

B Finished
In Progress
B Future

0% 20% 40% 60% 20% 100%

Cannct connect to the network. - Open D 1

Customer cannot access email application. - Open (:} 1 ]

Customer cannot access accounting application. - Open [Cumrent) D

Related incidents can be inserted into the hierarchy. For example, in the hierarchy shown above, you can open the
Customer Cannot Access Email Application incident and select New | Related Incident to add an incident under the

open incident.

You can also relate multiple incidents via an incident view on the Desktop; select the incident(s) to be related (on a
lower level) and then select Relate on the view Actions menu. The Select Upper Level Incident dialog will appear for
you to select the incident that will be a level above your previously selected incidents. The Lower Level Incident
Options dialog will appear for you to enable custom values to be copied from the selected upper level incident and
apply a template to selected lower level incidents if applicable.

Closing Related Incidents

When you enter an issue resolution and close an incident with one or more lower level related incidents, a prompt
will appear for closing the related incidents.

Close Related Incident|s)

Click OK to close any open lower level incidents; enter the text to be added to the resclution of those
incidents. Click Cancel to close the cumrent incident only.

Vm A € - B /7 UF-@&0-o-
E'ﬂE;EEE.ﬂhff??f_:fE et v 2 + Mommsa - AT
Network connection restored.

If you select OK, the resolution will be appended to any existing resolution in the lower level incidents and the lower
level incidents will be closed. If you select Cancel, the lower level incidents will remain open as shown below.

In Progress

B Future

0% 20% 40% 80% 20% 100%

Cannot conned to the network. - Closed ) @

Customer cannot access email application. - Open l:::l i

Customer cannot access accounting application. - Open (Cumrent) l:::l

For information on closing related incidents in a more complex incident structure, see “Closing Incidents in a
Hierarchy Template Structure” on page 40.
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Removing Incidents in a Dynamic Hierarchy

Select Incident | Hierarchy if you need to remove an incident from a dynamic hierarchy structure such as in the
following example.

B Finished

In Progress
B Future
0% 20% 40 % 80% 20% 100%

Cannot connedt to the network. - Open O 1]

Customer cannot access email application. - Open l:::l 1]

Customer cannot access accounting application. - Open (Cumrent) D

There are three removal options:

You can remove the current incident but not its related incidents via the Remove Incident From Hierarchy
option. The current incident will become an independent incident. In the example above, if you remove the
Cannot Connect to the Network incident, its lower level incidents will retain their structure.

You can remove the current incident and its related incidents via the Remove Incident and Dependent
Hierarchy option. In the example above, you could open the Customer Cannot Access Email Application incident
and remove it as well along with its lower level incident (Customer Cannot Access Accounting Application).

You can remove the related incidents under the current incident but not the current incident via the
Remove Dependent Hierarchy Below Incident option. The first level being removed will become the top level for
its related incidents in a separate dynamic hierarchy. In the example above, the current incident is Cannot
Connect to the Network. You could remove the Customer Cannot Access Email Application incident and its lower
level incident (Customer Cannot Access Accounting Application), and those incidents would retain their
relationship. The Cannot Connect to the Network incident would become a standalone incident.

Deleting Incidents in a Dynamic Hierarchy

When you delete an incident in a dynamic hierarchy, a prompt will appear with the option of deleting its lower level

incidents.
In Progress
B Future
0% 20% A40% B0%. 20% 100%

Cannot connedt to the network. - Closed ) €

Customer cannot access email application. - Open C:l 1]

Customer cannot access accounting application. - Open [Cumrent) l:::l

[
Would you like to delete all of the incidents in the hierarchy under the incident |
number DYMB1828887 |

Select Yes to delete all of the incidents under this incident in the higrarchy.

Select Mo to preserve the hierarchical structure for the existing incidents. Incidents
will not be ocreated for the remaining dependencies.

es Mo

In the example above, if you delete the top level Cannot Connect to the Network incident, the prompt appears. If you
select No, the lower level incidents will not be deleted and will retain their structure.

Using Hierarchy Templates

Hierarchy templates function similar to incident templates in that incident fields are populated. However, hierarchy

templates consist of a structure with multiple levels and closure dependencies. Existing incident functionality such as
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routing and followup dates apply to incidents created from a hierarchy template. However, the auto-close option
cannot be set for a hierarchy template.

To use a hierarchy template, select Incident | Templates | & Use Hierarchy Template.

Cannot Connect to Admin Server

SourceSafe Chedk In Emor

Only top-level templates appear in the Incident screen for selection. When you select a hierarchy template, the top-
level template is applied to the incident and the template structure is copied to the incident.

A hierarchy template structure can contain any number of templates and levels. Examples are shown below.

- Check Accounting Application Permissions

Check Connection to Accounting Application

Cannot Connect to Administration Server
Check Direct Connection to Server
2~ Check Connection to CRM Application
= Check CRM Application Permissions
Check User Account Permissions
Check Connection to Accounting Application

Check Accounting Application Permizssions

When you select a hierarchy template in the Incident screen and save the incident, you can view the hierarchy via
either the Related Hierarchy field (if configured) or the & View Related icon (which displays a dialog as shown
below). Note that the colors can be changed in configuration.

B Finished
In Progress
B Future
0% 20% 40% 0% 20% 100%

Check Connection to Accounting Application - Open [Cument] D

Check Accounting Application Pemizzions - Open D 1]

When you select a template with one lower level template, the top level template is applied to the current incident
and an incident is created from the lower level template. In the example above, the Check Connection to Accounting
Application template was selected in the Incident screen and an incident was also created from the Check Accounting
Application Permissions template.

Note: If a top level incident is a scheduled ticket, any lower level incidents will not be created (and the Related
Hierarchy link will be inactive) until the top level incident has an Open status.

When a hierarchy template contains three or more levels, a closure dependency exists for the lowest levels. In
addition to the top level template being applied to the current incident, an incident is created for the lowest level
incidents.

Cannot Connect to Administration Server
Check Direct Connection to Senver

\‘ = Lower level -~ Check Connection to CRM Application
closure \b i

2 Check CRM Application Permissions
dependency

Check User Account Permissions
Check Connection to Accounting Application

Check Accounting Application Permissions

Incidents are created for these templates
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A placeholder will appear for a template with a closure dependency on an open lower level incident. An incident will
be created from the template placeholder when the lower level incident is closed. In the example below, the Check
Connection to CRM Application, Check CRM Application Permissions, and Check Connection to Accounting
Application items are template placeholders that are dependent on closure of their lower level incidents.

In Progress
N Future

0% 20% 40% 0% B0% 100%

Cannot Connect to Admin Server - Qpen [Cument] D

Check Direct Connection to Senver - Open ':::l ﬂ'
Check Connection to CRMW Application .

Check CRM Application Pemizzions .

Check Uzer Account Pemmizzions - Open l:::l 1]

Check Connection to Accounting Application .

Check Accounting Application Pemizeions - Open O 1]

Items that are links are the issue descriptions of incidents
that have been created because they have no closure

In addition to lower level closure dependencies, a template can also contain a dependency that is defined when the
template is configured. In the example below, an incident will not be created for the Check Accounting Application
Permissions template until the Check CRM Application Permissions incident is created and closed.

Cannot Connect to Admin Server - Open (Cument) ()
Check Direct Connection to Server - Open () €)
Check Connection to CRA Appiication @
Check CRA Appiication Pemizzionz @
Chech User Account Permizaions - Open () £

Check Connection to Accounting Appiication

Check Accounting Appiication Pemizsionz (Depends on clozure of Check CRA A pplication Pemizzionz) i

Not created because dependent on closure of Check CRM Application Permissions incident
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Adding Incidents to a Template Hierarchy

To add an incident or an incident and its hierarchy to an incident in a hierarchy template structure, you can select
New | Incident | [F] Related Incident or use the Add options under Incident | Actions | 4% Hierarchy to add an
existing incident.

Added to Cannot Connect to Administration Server top level incident

Cannot Connect to Admin Servar - Open (Cument) ()
Check Direct Connection to Senver - Open () €
Gheck Connection fo GRM Appiication

Check CRI Application Permizzionz

Check User Account Permmizeions - Cpen () €0

Check Connection fo Accounting Appiication @

Chech Accounting Application Permizsionz (Diepends an closure of Check GRM Application Pemizzionz)
Coonfer With Metwark Admin - Gpen () €

Added to Check Direct Connection to Server lower level incident

Cannot Connect to Admin Senver - Cpen () €9

Gheck Direct Connection to Senver - Open () €
Confer With Network Admin - Open (Current) ()
Check Connection to GRM Appication

Check CRM Appiication Permizzionz
Check Uzer Account Permizaions - Open () €@

Check Connection fo Accounting Apglication i

Chech Accounting Appiication Pemizsions (Depends on closure of Check CRIM Application Fermizeionz)

If the added existing incident contains lower level incidents, the structure is also added.
Closing Incidents in a Hierarchy Template Structure

Closing the Top Level Incident

If you close the top level incident in a hierarchy template structure, incidents in all levels underneath it must also
close and incidents will not be created from template placeholders. In the example below:

Cannot Connect to Admin Server - Open (Cument) i)
Check Direct Connection to Senver - Open () €
Check Gonnection to CRA Appiication @
Check GRM Application Permizzionz
Chech User Account Permizsionz - Open (L) €
Check Connection to Accounting Appiication

Check Accounting A pplication Permizezionsz (Depends on closure of Check CRAM Application Pemizzionz) @
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In the Cannot Connect to Administration Server incident, the following dialog appears when you enter a resolution,
select a closed status, and save the incident:

Close Related Incident(s)

The incidents in the hierarchy below this incident will be closed. The following resclution text will be
used; change if needed before didking QK.

- D-C-BJ7 U EgBEE HO-o-
ERa= [ E b

Connection restored to Administration server,

=B -

You can change the resolution that will be applied to the open lower level incidents before closure. If you select
Cancel in this dialog, the top level incident will remain open.

=}

i
L]
.
‘

Tahaom .. Si.. = Norm

il
i
i

If you select OK, the hierarchy is as follows:

Camnot Connect to Administration Server - Closed [Current] .
Check Direct Connection fo Sener- Clozed . ﬂ'

Check Uszer Account Femizzions - Clozed . ﬂl

A configuration option may be set to automatically close the top level incident in a hierarchy if all lower level
incidents in the hierarchy are closed. The following text will be included in the resolution field:; “Automatically closed
after closure of all work items in the hierarchy".

Closing Lower Level Incidents

When a lower level incident in a hierarchy template structure is closed, incidents are created from templates that
were dependent on closure of that incident. In the following example, after the Check User Account Permissions
incident is closed, the Check CRM Application Permissions incident is created.

Cannot Conmect to Admin Server - Open (Cument) ()
Check Direct Connection fo Senver - Cpen (20 €
Check Connection to CRM Appiication
Check CRN Application Pemmizzions
Chech User Account Pemmizzionz - Cpen () €

Check Connection to Accounting Appication @

Chech Accounting Apelication Permizsions (Depends on closure of Check CRM Apoiication Permizzionz) @

* After Check User Account Permissions incident is closed

Cannot Connect to Admin Server - Open (Current] ()
Check Direct Connection fo Sener - Open (:) 1]
Check Connection fo CRM Application .
Check CRM Application Permizzions - Open lf:,'l i}
Check Uzer Account Permizzions - Clozed . 1]
Check Connection fo Accounting Application .

Check Accounting Application Permizeions (Depends on closure of Check CRA A pplication Permizeions - Cpen) .
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When the Check CRM Application Permissions incident is closed, an incident will be created from the Check
Connection to CRM Application template. An incident will also be created from the Check Accounting Application
Permissions template because the incident on which it was dependent is closed.

Cannot Connect to Admin Sarver - Open (Gumrent) ()
Chech Direct Connection to Server - Cpen (L) €9
Check Connection to CRM Apglization - Cpen (J) €%
Gheck CRM Application Permizaions - Giozed @) (i ]
Check User Account Pemizzions - Clozed ) €

Check Connection to Accounting Appiication

Gheck Accounting Application Pemizsions - Open {Depends on closure of Check GRM Appiication Permizzions - Glozed) () €

When the Check Accounting Application Permissions incident is closed, the Check Connection to Accounting
Application incident is created.

Cannot Connect to Admin Server - Open [Cumrent) ()
Check Direct Connection fo Senver - Cpen () €
Check Connection to CRM Apolication - Cpen () €
zzionz - Clozed i 1]
- Clozed 1 ]

Check Connection to Accounting Appiication - Open () €#

Chech CRA Application Permr

Chech Uzer Account Pemn

Check Accounting A pglication Permizsions - Clozed @) €

When the Check Direct Connection to Server, Check Connection to CRM Application, and Check Connection to
Accounting Application incidents are closed, the Cannot Connect to Administration Server incident can be closed.

Cannot Connect to Admin Server - Open [Cument) ()
Gheck Direct Connection to Server - Clozed i) 6
Gheck Connection to GRM Application - Glozed i €3
Gheck CRM Appiication Permizsions - Glozed ) €
Check User Account Permizsions - Ciozed @ €3
Check Connection te Accounting Apoiication - Clozed @ &

Check Accounting Application Pemizzions - Clozed ) €

If configured for the hierarchy template, the top level work item will be automatically closed if all lower level work
items in the hierarchy are closed. The following text will be included in the resolution field: “Automatically closed
after closure of all work items in the hierarchy”.

Deleting Lower Level Incidents in a Hierarchy Template Structure

If you delete an incident in a lower level of a hierarchy template structure, you have the option of deleting the
incident’s lower level incidents. Incidents will be created from template placeholders above it if dependencies are
met. In the following example:

Cannot Connect to Admin Server - Open (Cument) i)
Check Direct Connection to Server - Open () €
Check Connection to CRM Appication
Check CRM Application Permizsions - Open (2) €
Check Uzer Account Permizaions - Ciozed i €
Check Connection to Accounting A ppiication @@

Check Accounting Appiication Permizzionz {Depends on clozure of Check CRN Application Pemmizzionz - Open) i
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If you delete the Check CRM Application Permissions incident, the following appears:

Would you like to delete all of the incidents in the hierarchy under the incident
number DTMD1AS164AT

Select Yes to delete sll of the incidents under this incident in the hierarchy.

Select Mo to preserve the hierarchical structure for the existing incidents. Incidents
will not be ocreated for the remaining dependencies.

es Mo

+ If you select No (you wish to retain its lower level incidents), the lower level incidents will go up a level. The
structure will appear as follows; note that the Check User Account Permissions incident is now below the Check

Connection to CRM Application incident.

Cannot Connect to Admin Server - Open (Cument) ()
Check Direct Connection to Senver - Open () 6
Chech Gonnection to GR Application - Open () €

Check Uszer Account Pemizzionz - Clozed @ 6
Check Connection fo Accounting Application

Gheck Accounfing Application Pemmizsions - Open () €

+ Ifyou select Yes (you wish to delete its lower level incidents), the lower level incidents will be deleted. The
structure will appear as follows.

Cannot Connect to Admin Server - Open [Cumrent) ()
Check Direct Connection to Senver - Cpen () ¥
Check Connection fo CRA Appiication - Open (2 €#
Check Connection to Accounting Appiication i

Chech Accounting A pplication Pemmizaionz - Open () 1]

In both cases, an incident was created from the Check Connection to CRM Application template placeholder, which
was above the deleted incident.

Removing and Deleting a Top Level Incident in a Hierarchy Template Structure

You can remove a top level incident in a hierarchy from a larger hierarchy structure. In the following example:

Created via New
Incident —— Continue WWor ages - Open (Curren
Corti d Met k Ot ] ic ] (:)

Related Incident —HBuilding 1 Connection Down - Open (L) €%

Created via New | Canrat Cornrect to Adwmin Sener - Ooer I:l 1]

Incident | Related Cheok Direct Coanection o Senver- Cper () €
Inc!dent and then Check Correction do CRNT Application .

Incident |

Templates | Use Check CGRW Agplication Pemizsions .
Hierarchy Template Check User Accoumt Pemissions - Coex (L) €

Check Correction do Accourting Agolication .
Check Accounting Application Pemnissions (Depends or alosume of Check CRM Application Pemizsions) .

) —Building 2 Connection Down - Open (:] 1
Created via New )
| Incident | Router Disabled - Open (:) 1
Related Incident Repair Cable Terminator- Open () €%

In the top level incident in the incident created from a hierarchy template, the Cannot Connect to Administration
Server incident, you can select Incident | Actions | Hierarchy | Remove Incident and Dependent Hierarchy to remove
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it from the larger hierarchy structure. The Cannot Connect to Administration Server incident and its lower levels will
become a standalone structure as shown below:

Cannoef Commect fo Adatin Server - Ogen (Cumeri) f.:?l
Check Direct Cormection o Sener- Cpen (:) 1]
Check Conmection to GRS Aaplication .
Cheoh SR Aoplicabion Pemiissions .
Check User Accownt Pemiissions - Ooer Q 1]
Cheol Conmection to Aecowniing Aoolication .
Chech Accourding Aoplication Pemissions (Deperds or closwe of Chech CGRV Agolicalion Pemrissions) .

The rest of the structure would appear as follows:

Continued Metwork Outages - Open (Current) '1.:)
Building 1 Connection Lown - Open Q 1]
Building 2 Connection Lown - Dpen 'l:::' i ]

Router Disabled - Open (:) 1]

Repair Cable Terminator- Open (L)

When you delete a top level incident in a hierarchy template, you'll have the option of retaining its lower level
incidents. In the example below:

Continued Network Outages - Open (Current) (:)
Building 1 Connection Down - Open (:?l 1]
— Gammot Commect to Adain Senner- Ooer (:) 1]
Cheoh Diect Conreclion to Senver- Ooen (:) 1]
Checl Cormeciion o CRW Aoalication .
Cheoh CRL Aaplicadion Pemizsions .
hierarchy Chech Umer Accownt Pemiissions - Coen (:) 1]
template Cheok Conneclion to Accounting Apalication .
— Chech Accounting Agolication Pemrissions Depgends on closure of Check GRS Apalication Pemizsions) .
Building 2 Connection Down - Open (:?l 1]

Fouter Dizabled - Open O 1]
Repair Cable Terminator- Open (L) €%

If you delete the Cannot Connect to Administration Server incident, the following prompt appears:

Would you like to delete all of the incidents in the hierarchy under the incident
number D7MEI 448977

Select Yes to delete all of the incidents under this incident in the hierarchy.

Select Mo to preserve the hierarchical structure for the existing incidents. Incidents
will not be ocreated for the remaining dependencies.

fes Mo
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If you select No, the structure would appear as follows.

Continued Netwaork Outages - Open (Current) I:l
Building 1 Connection Down - Open (:) 1]
Ched: Direct Connection to Senver- Open O 1]
Ched User Account Permissions - Open i:l 1]
Building 2 Connection Lown - Open Q 1]
Router Drisabled - Open E:‘J 1]

Repair Cable Terminatar- Open ':'
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