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—& Configuring iSupport® Incident Functionality

Use iSupport’s Incident Management functionality to track issues and accomplish quick restoration of service;
iSupport includes numerous features for efficiently recording and resolving incidents. An example of the Incident
screen is shown below.
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Slow performance on employee laptop.
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Configuration Overview

Basic Configuration

« Set basic Incident options in Feature Basics. See “Setting Incident Basics Configuration Options” on page 4 for
more information.

« Setup categories, which are custom values that you create for describing incidents, knowledge entries, problems,
and changes. (Note that the same category set is used with all of those features.) A category combination is
required in order to save an incident. Categories are involved in many features throughout iSupport, including
reporting, knowledge searching, displaying related work items, scripts, and more. See the online help for more
information.

Creating Incident Records

* You can manually create Incident records via the Incident screen. See the online help for more information.

« Customers can submit an email that will create an incident via email processing. See the online help for more
information.

+ Customers can submit incidents via a mySupport portal. See the online help for more information.
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If the automatic incident creation feature is enabled for chat, you can accept a mySupport customer chat
request. See the online help for more information.

You can use the Create Incident link in the Twitter Monitor and Facebook Monitor components on the Desktop.
See “Facebook Applications” on page 110.

You can schedule a single occurrence change or a recurring set of incidents to be created at a future date/time.
See the online help for more information.

Customizing iSupport Defaults

Support includes a default Incident screen layout with a comprehensive set of fields for tracking Change data,
but you can redesign it to include fields and tabs that are specific to your company. You can create different
layouts to assign to support representative groups, customer groups, categories, incident templates, and
hierarchy templates. See “Configuring Screen Layouts” on page 34.

You can create custom status labels for the Incident status levels of Open, Closed, Suspended, Scheduled, and
Reopened. See “Defining Custom Status Labels” on page 29.

If there are fields you need that are not included in iSupport by default, you can create custom fields. See
“Configuring Custom Fields” on page 19.

You can include a field for entering or automatically generating a custom number. See “Defining Custom Status
Labels” on page 29.

You can define custom impact and urgency values that map to priority levels. Enable impact/urgency mapping via
the Feature Basics screen. See “Defining and Mapping Impact and Urgency Values” on page 31.

You can enable your customers to submit and view Incident records on mySupport portals, and you can
customize the submission and display screen layouts. See the online help for more information.

Define Work History types to create custom entries for support representatives to select to describe the work
performed on a work item. See “Configuring Work History Options” on page 6.

Sending Notifications

You can use Incident rules to send Desktop and email notifications when specified conditions based on Incident
record fields or events are met; for example, you can configure a rule to send a notification when the priority of
an Incident record is modified. See “Configuring Rules and Rule Groups for Incidents” on page 46. You can use or
copy and modify iSupport's default notifications, or you can create new custom notifications. See “Customizing
and Viewing Event Notification Content” on page 62. You can include data from Incident records and designate
any applicable recipients. See the online help for more information.

You can send correspondence email from the Incident screen. Correspondence can include data from Incident
records; correspondence templates can be utilized, and an Others to Notify list can be used for keeping those
not directly involved in the loop. See the online help for more information.

You can create a headline or add a discussion post to a selected feed from the Incident screen. See the online
help for more information.

Interacting With Customers

You can send a survey request to be completed by customers using mySupport. See the online help for more
information.

You can enable a single selection feedback survey with a question with two response choice image links in an
incident notification. See “Creating Feedback Questions” on page 9 for more information.

You can enable integration With BeyondTrust (a third-party application) for remote desktop connection and
chatting; contact iSupport Technical Support for more information.

You can enable Citrix GoToAssist remote support access (a third-party application). See the online help for more
information.
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You can configure integration with Google Calendar, Google Meet, Microsoft Outlook, Zoom, and Microsoft 365
Teams to display an option in the Incident screen for initiating a meeting. See “Configuring Calendar and Meeting
Integrations” on page 102 for more information.

Using Workflow Features

You can route via name, skill, group, and location, all with or without load balancing, in the Incident screen.
Enable routing methods via Feature Basics. See “Enabling Routing Methods” on page 10 for more information.

You can use Incident rules to automatically route Incident records via round robin or load balancing. See
“Configuring Rules and Rule Groups for Incidents” on page 46.

You can automatically change field values on Incident records via Incident rules. See “Configuring Rules and Rule
Groups for Incidents” on page 46.

You can create templates to populate fields for common and reoccurring changes; see “Configuring Auto-Close
and Auto-Fill Incident Templates” on page 67. You can also create hierarchy templates for tasks that have
multiple activities; see “Configuring Incident Hierarchy Templates” on page 74. Both types of templates can be
applied manually via the Incident screen or via Incident rules.

You can require an Incident record to be approved before most functions can be performed. Approval cycles are
initiated via Incident rules. See “Configuring Approval Cycles” on page 93.

You can enable followup date and an acknowledgment features via Feature Basics. See “Setting Incident Basics
Configuration Options” on page 4 for more information.

You can create related incidents for an Incident record; when you close the original incident, all related incidents
can be closed automatically. See the online help for more information.

You can associate new and existing Asset records. See the online help for more information.

If you have the Service Desk Edition, you can associate new and existing Problem, Change, and Purchase records.
You can enable associated incidents to be closed when a Problem or Change record is closed. See the online help
for more information.

You can enable a prompt in the Incident screen to automatically create a knowledge entry from a closed an
incident; enable this feature via Feature Basics. See “Setting Incident Basics Configuration Options” on page 4 for
more information.

You can perform ad hoc scans on non-Windows SNMP-enabled devices in the Incident screen, and associate
scans with an incident. See the online help for more information.

You can configure webhooks to post Incident data to a web application via Incident rules. See “Configuring
Webhooks"” on page 116.

You can configure signing agreement text for inclusion in the Sign dialog in the Incident screen. Signing
agreements can be associated with customer and support representative groups, categories, and incident and
change templates. Note that this feature is not available in mySupport. See “Configuring Signing Agreements” on
page 100.

Managing Incident Records

You can use the Action menu in the View component on the Desktop to perform actions such as opening multiple
items. See the online help for more information.

You can use Service Contract functionality to track and restrict changes associated with customers, companies,
and assets. See “Setting Service Contract Feature Basics Options” on page 16.

You can archive incidents for database efficiency. See the online help for more information.

You can configure roles/permissions for support reps and rep groups using Incident functionality via the Support
Representatives screen. See the online help for more information.

If you need to overwrite fields on a saved incident, see “Using the Data Override Feature for Incidents, Problems,
and Changes” on page 101.
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Setting Incident Basics Configuration Options

Use the Incident Basics screen to set options for work history (see page 6), hierarchies (see page 9), feedback (see
page 9), routing (see page 10), and agents (see page 15).

Completing the Basics Tab

Use the fields on the Basics tab to set miscellaneous configuration options.

Enable Features Basics Wark History Higrarchies Feedback Routing Agents
Azzet Management i i

Default Incident Assignee Author
Change
Management Select Assipnes: Stuart Copeland - Administrators |4 || &
Configuration )
Management Enable Impact Urgency Mapping u Mo
Incident Default Mapping Impact:  Individual User 4 | #
Management Urgency: Minor

Priority: Low

Knowledge
Management

Default Status Open E| +* 7
Cpportunity
Management Default Correspondence Template Contact Informatior E| L s
Problem

o Prompt for Customer Before Creating Yes Mo

Management :

an Incident
Purchasing . .

Prompt to Wiew Open Incidents Upon Yes Mo

. Customer Selection
Service Contract

Management
Prompt to Select Asset for New Incident Mo

S5ame Customer Action

Use Short Description Yes m
Allow Approvers to Edit During Mo

Approval Cycle

Prompt to Create Knowledge Base Mo

Entry on Incident Close

Survey

Default Incident Assignee - Select Author to assign newly-created incidents to the person who created the incident;
select Other to designate a support representative to be assigned newly-created incidents. Use the + Create New
and # View/Edit options to access the Support Representative Profile screen.

Enable Impact Urgency Mapping - Select Yes to enable prioritization to encompass urgency (based on the amount
of time a resolution is needed) and impact (usually the number of users affected). Use the Impact and Urgency
screen to define impact and urgency values that map to priority levels; Use the + Create New and # View/Edit
options to access the Impact and Urgency Mapping screen.

In the Incident, Problem, and Change screens, the defined values will be available in the Impact and Urgency fields
for selection. The specified mapped priority will appear as default but all priority levels will available if permissions
are configured for the support representative to change the priority.

Default Mapping - Click this link to select the Impact, Urgency, and Priority to display by default in the Impact,
Urgency, and Priority fields in the Incident screen.
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Default Priority - This field appears if No is selected in the Enable Impact and Urgency Mapping field. Select the
priority (Low, Medium, High, or Emergency) to assign to newly-created incidents.

Default Status - Select the status to assign to newly-created incidents. All open incident statuses will be available for
selection. Use the + Create New and # View/Edit options to access the Custom Status Labels screen.

Default Correspondence Template - Select the correspondence template that will apply by default when a support
representative initiates a correspondence via the Incident entry screen. Correspondence templates that are active
and enabled for the Incident module will be available for this feature. Use the + Create New and # View/Edit
options to access the Correspondence Template screen.

Prompt for Customer Before Creating an Incident - Select Yes to display a customer selection dialog when an
incident is initially created.

Prompt to View Open Incidents Upon Customer Selection - Select Yes to display the following prompt if open
incidents exist for a customer selected in the Incident screen: "Open incidents were found for this customer. Would
you like to view them now?"

Prompt to Select Asset for New Incident Same Customer Action - Select Yes to, when New | Incident is selected in
the Incident screen, display the assets associated with the company and customer for selection. (The Show All option
will be included as well.)

Use Short Description - Select Yes to include a Short Description field in the Incident screen.
Required on Save - Select Yes to require an entry in the Short Description field before a record can be saved.

Allow Approvers to Edit During Approval Cycle - Select Yes to enable support representatives designated as
approvers (or those with Approval Override) to have access to all functionality except Status in records in an approval
cycle. You can configure the Pending Incident Updated notification (or any other notification) to be sent when the
Edited During Approvals event occurs.

Prompt to Create Knowledge Base Entry On Incident Close - Select Yes to enable a prompt for creating a
knowledge entry to display every time an incident is closed.
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Configuring Work History Options

Use the Work History tab to set options for the Work History and Save dialogs in the Change screen.

Desktop [ Configuration [ Core Settings [ Basics

Enable Features Basics Wark History Hierarchies Feedhack Routing Agents
et Management Enable Wark Type on Work History Dialogs Yes Qi
Change Managament
Default Work Type None ¥+ | #
Configurabion Management
Enable Waork Start and Stop Dates on Work History Yes Qi
Incident Manzgement > Dialogs
Knowledge Management ]
fa= e Prompt for Work History and Time Worked on Yes Qi
Opportunity Mansgement Incident Save
Prohlem Managemsent Require Time Worked in Work History for Incdent Yes R
ety Require Comment in Work History for Incident Yes [
Service Contrack Management )
Automatically Place Call Scripts in Work History Yes Qi
Survey
Include Customer Work History Field Yes Qi
Include Work History Motes in Customer Work Da Nt Include
History Dialog Automatically Include

® Include With Support Rep, Review

Allow Work History to be Added to Closed Incidents Yes Wi

Include Followup Date Field Yoo ]
Followup Interval Type Calander Days QETELEEAREES
Followrup Interval 2 days
Custom Text for iSupport Default Followup Pleasz review the following.
Motification

+ Followup Hotification Mapping

Assignee (via email) iSupport Default ¥ || 4 | #

Enable Incident Acknowledgment Yes Qi

Enable Work Type on Work History Dialogs - Select Yes to include a Work Type field in the Work History dialog in
the Incident screen.

Default Work Type - If the Work Type field is enabled, select the work type to appear by default in that field. Use
the *+ Create New and # View/Edit options to access the Work Types entry screen; see “Configuring Work History
Types” on page 33.
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Enable Work Start and Stop Dates on Work History Dialogs - Select Yes to include Work Start and Work Stop fields
in the Work History and Incident Save dialogs in the Incident screen.

@ Add Work History Note ESETS
Work Type: Billable El
Work Start: B O 972015 11:40 AN o
Work Stop: W O 972019 12:45 PM <
Time Worked: 1 Hr{s) | & Min{s}

Work History Comment:

Ran diagnostic tests, applied cperating system patches

The Work Start field defaults to the date and time the support representative loaded the work item. The Work Stop
field defaults to the current time, but there will be at least a one minute gap between the Start and Stop times. For
example, if a new incident is opened at 1:00 PM, the support representative works with the customer for 30 minutes,
and then clicks the Add Work history option or saves and displays the Save dialog, the Work Start would be set to
1:00 PM and the Work Stop would be set to 1:30 PM. This Time Worked field would show the 30 minutes of time
worked reflected by the gap.

Support representatives can type directly in the Work Start and Work Stop fields or use the ® calendar and © clock
options to select the date and time; the difference will populate automatically. The = refresh option will set the date
and time to the current date and time (but the Work Stop date and time will adjust to be at least one minute past the
Work Start date and time).

Prompt for Work History and Time Worked on Incident Save - Select Yes to display the Save dialog every time a
support representative saves an incident.

Incident Save
Status: Time Worked:

Croen El Hr{s) | | 20 hings)

‘Work History Comment:

Vestigatea oo & Non Sermngs.

Apply to Service Contract:

K Cance

Require Time Worked in Work History for Incident - Select Yes to require an entry in the Time Worked field in the
Incident Save dialog before the record can be saved in the Incident screen.

Require Comment in Work History for Incident - Select Yes to require an entry in the Work History Comment field
in the Incident Save dialog before the record can be saved in the Incident screen.
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Automatically Place Call Scripts in Work History - Select Yes to, when a call script is used, automatically include
the entire call script in the Work History field. This will also make the call script editable when it appears. Call scripts
are entered and associated with categories in the Category entry screen. If you select No in this field, the call script
will not be editable.

Include Customer Work History Field - Select Yes to include a field on the Incident screen that includes work
history notes for display when customers view their incidents on the mySupport portal. Depending on the options
selected in the Include Work History Notes in Customer Work History Dialog field, the field can include the contents
of the Work History field (either with or without review by the support representative).

Include Work History Notes in Customer Work History Dialog - This field appears if including the Customer
Work History field. Select:

+ Do Not Include to prevent Work History field entries from automatically populating the Customer Work
History dialog in the Incident screen.

+ Automatically Include to fill the Customer Work History field with the contents of the Work History field,
without review by a support representative. (The Customer Work History dialog will not appear in the Incident
screen.)

+ Include With Support Rep. Review to fill the Customer Work History field with the contents of the Work History
field and enable the support representative to edit it before including it in the Customer Work History field.

Allow Work History to be Added to Closed Incidents - Select Yes to enable support representatives to update the
Work History field in incidents with a Closed status.

Include Followup Date Field - Select Yes to include a Followup Date field in the Incident screen for a followup
reminder email to be sent to the assignee of an incident. After completing this and the followup date configuration
fields, enable the Followup agent on the Agents tab.

Followup Interval Type - If including a followup date on the Incident screen, select the basis for the default
followup date interval: calendar days (which include weekends) or business days (which excludes weekends).

Followup Interval - If including a followup date on the Incident screen, enter the number of days (after the
incident open date) to be used in the calculation of the date to display by default in the Followup field. When the
followup date is reached, a followup reminder email will be sent to the assignee of the incident. Once the email
is sent, the date is recalculated based on the number of days entered in this field.

Custom Text for iSupport Default Followup Notification - If including a followup date on the Details tab in the
Incident screen, a reminder email will be sent to the support representative on the followup day. Enter text to be
included as the first line in the body of the default email text. (Note that this text will not be included in any
custom notifications.) The email will also contain a document link and the caller's name and company; this
information will still be included if this field is left blank. If the iSupport Default notification is used, a newsletter-
style email will be sent; if a custom natification is used, a notification will be sent for each incident.

Followup Notification Mapping - Select the notification to be sent to the assignee of the incident with a current
followup date. You can select the default notification or a predefined custom notification; select Create New
Custom Notification to access the Custom Notifications screen to create one.

Enable Incident Acknowledgment - Select Yes to display an alert bar for new assignees to acknowledge incidents
that have been:

+ Created or saved from the mySupport portal or email.

* Routed manually or automatically via a rule.

« Created via direct entry with an assignee different from the current support representative.
+ Created via direct entry with either an incident or hierarchy template.

When the assignee opens the incident, an alert bar will appear at the top of the screen that states: "This incident was
routed to you. Click to acknowledge that you have received this ticket." When the support representative clicks the
Acknowledge button, an entry will be recorded in the Audit History. You can use the Incident Rules screen to enable a
notification to be sent when an incident is acknowledged.
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Configuring Options for Incident Hierarchies

Use the Hierarchies tab to set options for incidents created by hierarchy templates.

Basics Work History Hierarchies Feedback Fiouting Agents

Inherit Custom Field Valuss u No

on Hierarchies

Hierarchy Finished Color -
Hierarchy In Prograss Color -
Hierarchy Future Color H-

Inherit Custom Field Values on Hierarchies - Select Yes to, when custom fields are associated with a category or
incident, pass the values in those fields to incidents created by hierarchy templates. See “Configuring Custom Fields”
on page 19 for information on configuring custom fields; see “Configuring Incident Hierarchy Templates” on page 74
for information on configuring incident hierarchy templates.

Hierarchy Finished/In Progress/Future Color - Select the colors for the dot icons and portions of the graphicin the
Related Hierarchy field that represent the percentage of work that has been completed, is in progress, and is pending
due to dependencies.

In Progress
B Future
0% 20% 240 % 50% 20% 100%

Cannct connect to the network. - Closed @) €

Customer cannct acocess email application. - Open l:::l 1]

Customer cannot access accounting application. - Open [Cument) (::l

Creating Feedback Questions

The Incident Feedback feature enables you to create one or more questions, each with two response choice image
links, for inclusion at the bottom of an incident notification, based on a configured rule. When a customer receives
the email and clicks one of the responses, the feedback question and response will be included in the Feedback field
on the incident. An example is shown below.

Did you contact us because you could not resolve your issue through our knowledge base? \X x

Configured Feedback Submitted text will appear to the user on a page on the mySupport portal; if more than one
mySupport portal is configured, the default mySupport portal URL will be used.

Note that only one feedback response can be set per work item; if more than one feedback request is sent related to
a single work item, only the last feedback entered will display in the feedback question and response fields. Audit
history will reflect all provided feedback questions and responses.

In the rule that will send the notification including the feedback question, enable inclusion of the feedback and select
the question and notification. Note that this feature is intended for HTML-type mail delivery. Feedback audit history
is included in the Configuration Audit Tracking screen.
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Enable Incident Feedback for Customers - Select Yes to enable the Incident Feedback feature. Use the Create
button to create an incident feedback question.

Dasktop / Configuration | Core Settings | Basics |

Enable Features Basics  Work History Higrzarchies Feedback Routing Agents
Aszet Management
Enable Incident Feedback for N
Change Management Customers
Configuration Managament B
Feedback Search... x
Incident Manapement >
Knwledge Manzgement
Create  Delete
Opportunity Managemsant
Mame T 2ction
Problerm Manapement Q-
Mat Resalved Via Did you contact us becauss you could not resohve your issue through our
Purchasing Knowledge Bass krowiledge baze?

Enter the name, text of the question, response choices and images, and message to appear after a selection is
entered.

Decktop [ Configuration f Core Settings | Basics

Hame Mot Resoived Wiz Knowledge Bass

Question Did you contact ws because you could not resobve your isswe throwgh our knowledge base?

Choice One NES

Choice One Image o Clear Choosa

Chigice Two Ma

Choice Two Image X Clesr Eheaze

Feedback Submitted Message ¥ o -0 5 U RS ¥ -
BEE=== =. T, B I = IS “Opanlans” - 3 - Normal -

Thanks for letting us knaw!

Name - Enter the name to assign to the question.
Question - Enter the question text to be included in an incident notification (configured via the Rule screen).

Choice One/Image - Enter the text for the first response choice and select the image to appear after the question
text in the notification.

Choice Two/Image - Enter the text for the second response choice and select the image to appear after the first
feedback choice image in the notification.

Note that the images will only be used in the outbound notification. The feedback choice text will appear as hover
text for the image in the notification and if selected will be used as the response in the Feedback field on the
incident.

Feedback Submitted Message - Enter the text to appear on a mySupport portal page when the user clicks on a
feedback choice image on an incident notification.

Enabling Routing Methods

You can enable routing by name, skill, group, and location, all with or without load balancing. To set up routing:

+ Onthe Routing tab, select the routing methods and enter skill levels and routing weights.
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« If using location-based routing, set up locations in the Core Settings | Support Representatives | Locations
screen.

« If using skill-based routing, set up categories in the Options and Tools | Customize | Categories screen and
designate skills for support representatives in the Category screen or Support Representatives | Skills screen.

« If applicable, set up notifications in the Options and Tools | Automate | Rules screen.

+ Set routing availability options for support representatives via the Core Settings | Support Representatives
screen.

Note that routing availability can be controlled via:
+ Scheduling and other options on the Routing Availability tab in the Support Representative Profile screen.

« If enabled, the Availability (In/Out) option on the Profile menu that appears after clicking a support
representative’s avatar/name on the Desktop.

~_ rm

0 Availablility [ In

3+ Preferences

[# Logout

+ The Rep Manager Desktop component.

Use the Routing tab in the Basics screen to specify the type of routing to be used, the skill level labels, and load-
balanced routing weights. If you enable more than one routing method, the support representative can choose the
method when the work item route is initiated.

Raouting

Use Group Based Routing HNo

Group Based Routing Method ¥ Standard Load Balancing Riound Robin
Use Location Based Routing L[]

Location Based Routing Method ¥ Standard Load Balancing Round Robin
Use Name Based Routing HNo

Name Based Routing Method Standard ¥ Load Balancing Round Robin
Use 5Skill Based Routing HNo

Skill Based Routing Method Standard Load Balancing ¥ Round Rebin
Use Location By 5kill Based Routing No

Location By Skill Based Routing Standard Load Balancing ™ Round Robin

Method

All routing methods can also include load balancing, which involves weights based on incident priority.
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« For group, location, or name based routing with load balancing, the available support representative for the
method with the lightest overall workload will be selected. (For example, if using group-based routing, the
available support representative within the selected group with the lightest overall workload will be selected.)

+  For skill-based routing with load balancing, after the categorization level is selected, a support representative is
selected based on the workload of the support representatives who have the exact match of the selected
categorization in their Support Representative record.

If a support representative has worked with an incident and the incident is reassigned, he/she will be bypassed
until all available support representatives with the skill or in the group or location (depending on the method
selected) have worked with the incident. If all support representatives have the same weight for their incidents, a
random choice is selected for the assignee.

Note that rules can route incidents via load-balancing or the round robin method.

Use Group Based Routing - Select Yes to enable incidents to be routed to available support representatives that are
set up in groups. In the Incident screen the support representative will select a group and then an assignee from a list
of all available support representatives in that group. Use the Group screen to set up groups and the Support
Representative screen to assign support representatives to groups. A support representative can be a member of
more than one group.

Group Based Routing Method - This field appears if using group based routing. Select:

« Standard - enables the support representative to select a group and then an assignee from a list of all available
support representatives in that group. Groups are designated for support representatives in their Support
Representative record.

+ Load Balancing - allows the system to select a support representative based on current open incident statistics,
including weights based on incident priority. The available support representative within the selected group with
the lightest overall workload will be selected.

« Round Robin - the support representative in the group who was assigned an incident on the oldest date and time
is selected.

Use Location Based Routing - Select Yes to enable location based routing, which enables the support
representative to select a location and then an assignee from a list of all available support representatives in that
location. Locations are specified for support representatives in their Support Representative record or in the Location
configuration screen. You can associate support representative locations with customer groups for location-based
routing of tickets submitted via the mySupport portal and email.

Location Based Routing Method - This field appears if using location based routing. Select:

« Standard - allows the support representative to select from a list of all available support representatives listed by
the location entered in support representative profiles.

+ Load Balancing - routes incidents based on current open incident statistics, including weights based on incident
priority. The available support representative within the selected location with the lightest overall workload will
be selected.

+ Round Robin - the support representative in a selected location who was assigned an incident on the oldest date
and time is selected.

Use Name Based Routing - Select Yes to enable name based routing, which enables the support representative to
select an assignee from a list of all available support representatives regardless of group.

Name Based Routing Method - This field appears if using name based routing. Select:
+ Standard - allows the support representative to select from a list of all available support representatives.

+ Load Balancing - routes incidents based on current open incident statistics, including weights based on incident
priority. The available support representative with the lightest overall workload will be selected.

* Round Robin - the support representative who was assigned an incident on the oldest date and time is selected.

Use Skill Based Routing - Select Yes to enable skill based routing, which uses the incident categorization to select
qualified support representatives. After a support representative classifies the incident and selects skill-based
routing, the category levels selected for the incident will appear; the support representative will select the level of
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categorization that exactly matches the categorization for which support representative skills should be searched.
The support representative(s) that have those skills configured in their profile will appear for selection.

Skill levels are associated with category combinations in the Support Representative screen.
Skill Based Routing Method - This field appears if using skill based routing. Select:

« Standard - allows the support representative to select the level of categorization that exactly matches the
categorization for which support representative skills should be searched. Support representatives with that
categorization in their Support Representative record would be displayed for assignment.

+ Load Balancing - selects assignees based on the incident categorization and current open incident statistics,
which include weights based on incident priority. The support representative selects the level of categorization
for which support representative skills should be searched, and a support representative is selected based on
the workload of the support representatives who have the exact match of the selected categorization in their
Support Representative record.

« Round Robin - allows the support representative to select the level of categorization for which support
representative skills should be searched; support representatives who have the exact match of the selected
categorization in their Support Representative record are considered. The support representative who was
assigned an incident on the oldest date and time is selected.

Routing begins with skill based routing level one, and then advances to the next skill based level. If multiple support
representatives have the same skill level, the load balanced routing weights are used.

Use Location By Skill Based Routing - Select Yes to enable location by skill based routing, which routes to support
representatives with matching skills at a certain support representative location. You can use location by skill based
routing with:

*  mySupport-submitted tickets. The location selected by the mySupport customer takes precedence, then the
support representative location associated with the customer’s primary group, then the location associated with
the company’s primary group. If none are found, the default location (specified in the mySupport Portals
Configuration screen) is used.

«  Email-submitted tickets. The customer’s profile will be searched for a primary group and associated support
representative location. If there is no associated location, the customer’'s company record is searched for a
primary group and associated location. If none are found, the location in the Default Location field on the Email
Processing Basics tab will be used.

Once a location is determined, all support representatives in that location will be searched for matching skills.
Location By Skill Based Routing Method - This field appears if using location by skill based routing. Select:

« Standard - allows the support representative to select a location and the level of categorization that exactly
matches the categorization for which support representative skills should be searched.

+ Load Balancing - routes incidents based on current open incident statistics, including weights based on incident
priority. The support representative in the selected location and category level with matching skills and the
lightest workload is selected.

* Round Robin - allows the support representative to select a location and the level of categorization that exactly
matches the categorization for which support representative skills should be searched. The support
representatives in the selected location with matching skills are considered; the support representative who was
assigned an incident on the oldest date and time is selected.

Skill-Based Routing Levels

Enter the labels (for example, Novice) to display for skill levels one through four.

Skill Based Routing Levels

Level One Novacs Level Two Intermedizts

Level Three Advanced Level Four Expeart
iSupport Software
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Load Balanced Routing Weights

Load balanced routing involves weights based on incident priority. As discussed in the following example, a support
representative’s workload is calculated by multiplying the number of incidents at a certain priority level by the weight
assigned to that priority level.

Load Balanced Routing Weights
Emergency 20 High it Medium 10

Lows 5 Suspended i

For example, one support representative has two incidents at emergency priority. A second support representative
may have one incident at medium priority and two at low priority. If the emergency incident weight is 20, the medium
incident weight is 10 and low incident weight is 5, the support representative's workloads will be calculated as
follows:

+  First support representative = Two incidents at emergency priority (2 X 20 = 40).
+ Second support representative = One incident at medium priority and two at low priority (1 X 10) + (2 X 5) = 20.

Even though the second support representative has three incidents and the first has two, the second support
representative's workload is less.

Use the fields in the Load Balanced Routing Weights section to enter weights for priority levels and incidents with a
suspended status. To weight all incidents the same regardless of their priority, enter a value of 1 for all five incident
weight fields.

Note that rules can route incidents, problems, and changes via load-balancing and round robin.

Routing Comment Options

The Routing Comment dialog can be configured to appear in the Incident screen for the support representative to
enter a note to be included in the notification email sent to the new assignee. (The note will be on the first line of the
email.)

Enter a comment for the routing recipient:

Please troubleshoot Steve's workstation.

Note that the Route Comment prompt will not appear if no notifications are enabled for the routing event.

Show Routing Comments Dialag es W
Record Routing Comments in Work History L(=0 Mo
Require Routing Comments Yes QL]
Prompt for Routing Comments When New Assignee is the Yes Wl
Same as the Router

Show Routing Comments Dialog - Select Yes to display the Routing Comments dialog when an incident is routed.

Record Routing Comments in Work History - Select Yes to, when a routing comment is entered, automatically
include the comment in the Work History field.

Prompt for Routing Comments When New Assignee is the Same as the Router - Select Yes to display the
prompt for routing comments if the new assignee is the same as the representative initiating the route.

Require Routing Comments - Select Yes to require a support representative to enter routing comments after
routing an incident.
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Enabling Incident Agents

Use the Agents tab to schedule the Incident Followup and Ticket Scheduling agents. You can click the Run Now
button to execute an agent immediately.

Enable Features Bazics Weork History Hierarchies Feedback Routing Agents
Azzet Management FD"DWUP Agent
Change

The Followup agent sends notifications to assignees of incidents with a status other
than Closed and an expired followup date.

Configuration
Enable Mo
Management

Incident Time Agent Should Run 11:00 PM E|
Management Each Day

Management

Knowledzge Ticket Scheduling Agent

Management

This agent searches all scheduled tickets and changes the status from scheduled to an
Cpportunity open status.
Management

Problem

Followup Agent/Time the Followup Agent Should Run Each Day - Select Yes to enable the Followup agent that
checks all incident followup dates. The agent sends email reminders to the incident assignees for each incident with
an expired followup date and a status other than a Closed status. After selecting Yes, use the Time Agent Should Run
Each Day field to select the time the agent should run.

Ticket Scheduling Agent Interval - Select the number of minutes in the interval for the Ticket Scheduling agent to
check all scheduled tickets for start dates/times and, if the specified date/time is reached, changes the status from
Scheduled to an open status. Ticket generation times are also checked and tickets are created if the specified time is
reached.
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Setting Service Contract Feature Basics Options

The Service Contract Basics screen enables you to enable use of service contracts with incidents and changes,
courtesy work items, Service Contract entry screen defaults, and notifications.

Completing the Basics Tab

Use the Basics tab to enable use of service contracts with incidents and changes, courtesy work items, and Service
Contract entry screen defaults.

Enable Features Basics Motification Events Agents

Asset Management Use With Incidents

Change Management
Use With Changes u No

Configuration

Management Allew Courtesy Work ltems

Incident Management

Default Create Status Active v + g
Knowledge
Management Default End of Duration Status Expired W + 7
Opportunity
Management Default Correspondence Template Service Contract Corre W + e

Problem Management

Purchasing

Service Contract

Management

Use With Incidents - Select Yes to enable Service Contract functionality in the Incident entry screen.
Use With Changes - Select Yes to enable Service Contract functionality in the Change entry screen.

Allow Courtesy Work Items - A courtesy work item is an incident or change that does not count against the service
contract in effect for a customer, company, or asset; it is created for an incident or change if the Mark This a Courtesy
Work Item checkbox is enabled in the Select Service Contract dialog that appears after a customer is selected.

Select Yes to include the Mark This a Courtesy Work Item checkbox in the dialog that appears for selecting a service
contract in the Incident and/or Change screens.

Default Create Status - Select the status level to display by default when a service contract is created. Use the Create
+ Newand # View/Edit options to access the Custom Status Labels screen; see “Defining Custom Status Labels”
on page 29 for more information.

Default End of Duration Status - Select the Expired status level to assign to the contract by default when the date in
the Duration End field is reached. Use the * Create New and # View/Edit options to access the Custom Status
Labels screen; see “Defining Custom Status Labels” on page 29 for more information.

Default Correspondence Template - Select the correspondence template that will apply by default when a support
representative initiates a correspondence via the Service Contract entry screen. Correspondence templates that are
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active and enabled for the Service Contract module will be available for this feature. Use the *+ Create New and #
View/Edit options to access the Correspondence Template screen.

Setting Up Notifications for Service Contract Events

You can configure notifications to be sent when service contract events occur such as record creation, a change to
the duration of the contract, an incident or change is counted against the contract, a support representative makes a
change in the Status field, or an expiration reminder is sent.

The notifications on this screen are used as defaults for the Notification Event field in the Service Contract entry
screen. Use the fields below to enable specified notifications to be sent to specified recipients for Service Contract
events. You can select the default notification or a predefined custom notification; use the + Create New and #
View/Edit options to access the Custom Notifications screen. Note that these settings will be used if nothing is
selected in the Notification Event section in the Service Contract entry screen and no template is selected.
Notifications are sent according to the schedule of the Service Contract agent; see “Enabling the Service Contract
Agent” on page 18.

Basics Maotification Events Agents

¥ |nitial Save

Author iSupport Default v = ra
Customer or Company’s Primary iSupport Default W + s
Contact

Internal Contacts iSupport Default v + s
External Contacts No Motification g + rg

» Duration Change

b Contract Decremented

} Status Change

» Expiration Reminder

Initial Save - Select the recipients and notifications to be sent when a service contract is initially saved.

Duration Change - Select the recipients and notifications to be sent when an entry is changed in the Duration fields
for a service contract and the record is saved.

Contract Decremented - Select the recipients and notifications to be sent when an incident or change is counted
against a service contract.
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Status Change - Select the recipients and notifications to be sent when an entry is made in the Status field for a
service contract and the record is saved.

Expiration Reminder - Select the recipients and notifications to be sent when a contract is about to expire.

Enabling the Service Contract Agent

In the Service Contract Agent Interval field, select the number of minutes in the interval for the Service Contract
agent to check all service contracts for counts and/or end dates/times; if the specified total count and/or end date/
time is reached, the status changes to an Expired status. You can select Daily to run the agent every day at a specified
start time.

Basics Motification Events

P
o

ent=

Service Contract Agent

This agent evaluates service contracts and sets them to expired if necessary.

Interval 5 minutes W W
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Configuring Custom Fields

To define fields for entering information specific to your company, go to Options and Tools | Customize | Custom
Fields. An unlimited number of text, keyword, hyperlink, date, selection, and date/time fields can be defined. You can
do the following with custom fields:

* Require custom fields to be completed before a work item is saved and/or closed

« Configure display based on defined conditions, and pull from a data source

* Map to a SQL data source and populate and synchronize options for list-type custom fields
+ Userules to set a custom field value

+ Configure custom fields to appear when an associated asset type, CMDB type, cost center, or category is
selected; you can control display of these additionally defined fields in screen layouts. Note that all custom fields
that have met any conditional display conditions will be created upon mySupport work item submission
regardless of whether they are included on a mySupport submission layout.

Desktop | Configuration | Options and Tooks | Customize /| Incdent Custom Fields

my Support Access Labal Sarver 05
Conditional Display
Opkions Tooltip Sarver Operating System y
Required on Save Qan m
Required on Close an m
Available to Reps m off
Encrypt QOn m
Type Check Bax v
Data Source Maone i+
Options o Windows
Mac z ©
Orther
Max Columns 2

Row - Enter the row number for the position of the field. Row one will be the first field, row two will be located under
the first field, and so on.

Label - Enter the label for the custom field.
Tooltip - Enter the text to display when a user hovers over the field with the cursor.

Required on Save - Select On to require the field to be completed before the record can be saved. Note: If an
inbound email rule uses an auto-close incident template and a required custom field does not have a default value,
the required custom field will not have a value in the closed incident.

Required on Close - Select On to require the field to be completed before a Closed status can be selected in a work
item.

Available to Reps - Select Off to prevent support representatives from editing the field. (However, rules can change
field values.)
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Encrypt - If your business has a specific mandate regarding column level encryption and you are already using
'database at rest' encryption, send a request to iSupport’s Technical Support department for a feature unlock code.

Type - Select the format of the field. Note that for list-type fields (Checkbox, Multiple Selection List Box, Radio Button,
Single Selection Drop-Down, and Type Ahead) you can map to a SQL data source and populate and synchronize
options for a field; see “Pulling From a Data Source” on page 24 for more information.

A Check Box field enables multiple selections; use the Max Columns field to enter the number of check boxes to
appear before a scroll bar is used.

A Currency field displays a dollar sign next to the field and allows entry of the numbers 0 through 9, a decimal
point, and two values after the decimal point. The dollar sign symbol that precedes a currency custom field is
controlled by the server's default language, but you can override it via a setting in the web.config file (located in
the directories in which the Desktop, mySupport portal, and Survey functionality are installed). The following tag
in the web.config file defines globalization settings: <globalization requestEncoding="utf-8"
responseEncoding="utf-8"/>

You can add a culture/language name setting to this tag to override the currency symbol; in the example below,
culture="en-GB" was added to change the dollar sign symbol to the English (United Kingdom) pound symbol.
<globalization requestEncoding="utf-8" responseEncoding="utf-8" culture="en-GB"/>

Note that the settings in the web.config file should be updated only as directed (via this guide or iSupport
Technical Support); failure to do so may result in data loss or corruption. See http://msdn2.microsoft.com/en-us/
library/system.globalization.cultureinfo.aspx for more information on defined culture settings.

A Date field enables entry or selection of a date in MM/DD/YY format; a Date Time field enables entry or
selection of a date (MM/DD/YY) and time. To disable manual entry in Date and Date Time fields and require the
user to select from the calendar popup, select Yes in the Disable Manual Entry of Date Time Custom Fields field
on the Advanced tab in the Custom Fields list screen.

A Hyperlink field enables you to specify default text and a URL to appear in the field; the user can change those
entries. You can also leave the field blank and allow the user to enter the default text and URL.

A Label Only field does not display a value option; you can use it as a section header to group custom fields.

A Multiple Selection List Box field enables the user to select multiple entries in a list. Use the Max Rows field to
enter the number of selections to appear before a scroll bar is used.

A Number Only field enables entry of the numbers 0 through 9 and a decimal point.

A Radio Button field enables only one selection; use the Max Columns field to enter the number of radio
buttons to appear before a scroll bar is used.

A Single Selection Drop-Down field enables selection of one item in a list.
A Text Area field enables text characters to be entered in a resizable field.
A Text field enables text to be entered in a one-line field.

A Type Ahead field initiates a search of matching options after a few characters are typed. This custom field type
is only used for fields that are linked with a data source.
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Examples are shown below.

Check Box # Option 1 # Option 2 Option 3 Date Field B 03082019
Fadio Button O =2 Mo | don't know Date/Time Field | @ | 03/07/2019 3:27:00
Text Area single Option 1 r
Selection Drop-
Down
P f'.'1u|ti|_'l|.E . Option 1
Text Field gefﬂ'ﬂn List  option 2
o Option 3
Currency Cnly $ 123 . : , . -
Hyperlink iSupport's Web Site - Edit
Mumber Cnly 123

Options - This field displays when creating a radio button, checkbox, multiple selection list box, or single selection
drop-down. Enter or paste items into this field; separate each value with a comma or return and select ¥ Commit
Items when finished. Select items to specify defaults and drag items to change the order. Options can be populated
by and synchronized with a SQL data source; see “Pulling From a Data Source” on page 24 for more information.

Default Value - Enter a value to appear as an option in the custom field by default.
« Todisplay the current date, enter @today

« Todisplay the date a specified number of days after the current date, enter @today+n (where n is the number of
days to add after today's date)

+ Todisplay the date a specified number of days before the current date, enter @today-n (where n is the number
of days to subtract from today’s date)

Max Columns/Max Rows - For Check Box and Radio Button type fields, enter the maximum number of columns to
display (the fields will wrap to multiple rows); for a Multiple Selection List Box type field, enter the maximum number
of rows to display (causing a scroll bar to appear).

To delete a custom field, select the row number and then select the Delete link. To delete multiple custom fields,
select the fields and select the Delete link. To edit a custom field, select the label link.

Validation - This field appears for Date, Date/Time, Currency, Text Area, and Text custom fields. Select On to enable
date, date/time, currency, text area, and text custom fields to be validated upon entry (for example, the calendar
picker will only make available valid dates for selection). Enter the parameters that the field will be validated

iSupport Software
Page 21



against; the parameters will vary depending on the type of field.

- a ,
mySupport Access Label Instzll Date
Conditional Display
Cptions Tooltip Select a date bebwesn one and five -
days after today. o
Required on Save On E
Required on Close On E
Available to Reps u off
Encrypt O E
Type Cate Field v
Default Value EToday+2 [iid
Validation u oF
Date Validation Type Between (Incusive of Valid Startanc ¥
Moke: 0 = today, positive values for futura
dates, negative values for past dates.
Valid Start 1 Days
Valid End 5 Diays

+ Date: The calendar picker will only make available valid dates for selection by the user. Use the Date Validation
Type field to specify the basis for validation and then enter the number of days before or after the current date
on which to make available dates. Use zero as the current date, positive values for future dates, and negative
values for past dates.

Select Start in the Date Validation Type field to ensure that the available dates for selection will be on or after the
specified number of days from the current date. Examples:

+ If you enter -2 in the Valid Start field, the dates available for selection will start two days before the current
date.

+ Ifyou enter 0 in the Valid Start field, the dates available for selection will start on the current date.

« Ifyou enter 1 in the Valid Start field, the dates available for selection will start one day after the current date.

Select End in the Date Validation Type field to ensure that the available dates for selection will be on or before
the specified number of days from the current date. Examples:

« Ifyou enter -2 in the Valid End field, the dates available for selection will end two days before the current date.
+ Ifyou enter 0 in the Valid End field, the dates available for selection will end on the current date.

+ Ifyou enter 1 in the Valid End field, the dates available for selection will end one day after the current date.

Select Between (Inclusive of Valid Start and Valid End) to ensure that the available dates for selection will be a
range: starting on or after a specified number of days from the current date, and ending on or before a specified
number of days from the current date. (Your entry in the Valid Start field must be less than or equal to the
number of days in the Valid End field.) Examples:

« If you enter -2 in the Valid Start field and 2 in the Valid End field, the dates available for selection will start two
days before the current date and end two days after the current date.
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« If you enter 1 in the Valid Start field and 3 in the Valid End field, the dates available for selection will start one
day after the current date and end three days after the current date.

Date Time: The information above applies to this field; use the Validation Start Time and Validation End Time
fields to select available times on the available days for selection.

Currency: Enter a minimum amount in the Min Amount field, a maximum amount in the Max Amount field, or a
minimum and maximum in both fields to specify a range. (Your entry in the Min Amount field must be less than
or equal to the number in the Max Amount field.)

Number Only: Enter a minimum amount in the Min Amount field and a maximum amount in the Max Amount
field; the number the user enters must between the two numbers. (Your entry in the Min Amount field must be
less than or equal to the number in the Max Amount field.)

Text Area/Text: Enter a minimum number of characters in the Min Length field or a maximum number of
characters in the Max Length field. Enter numbers in both fields to specify a range. (Your entry in the Min Length
field must be less than or equal to the number in the Max Length field.)

mySupport Access Options

Available to mySupport - Select On to enable the field to appear on a mySupport portal.

Editable On New Incidents - This field appears if Hyperlink is selected in the Type field on the Basics tab. Select On
to enable the Edit link for Hyperlink-type custom fields on mySupport. Note: On is the default value; when off, the
default text and URL are validated and the Edit link is hidden in mySupport.

Editable On Existing Incidents/Changes - Select On to enable the custom field to be edited by customers with the
mySupport Custom Fields Editor permission. Note that you can use the Allow Edit field in the Configure Field dialog
for custom fields on mySupport display layouts to disable/enable an individual Customer Profile custom field to be
edited by customers with the mySupport Custom Fields Editor permission.

Select mySupport Portals with Access - If the mySupport Access field is enabled, select the predefined mySupport
portal interfaces on which the custom field can appear. Note: If custom fields are associated with more than one
level of a selected category set, the fields for all levels will display.

Desktop f Configuration / Dptions and Tooks [ Customize [ Incdent Custom Fields

Basics Available to mySupport n T
Editable on Mew Incidents n o
E:::‘:::;_al Display Editable on Existing Incidents n o
Select mySupport portals with access Wt s comjuser/
itk /) i com

Setting Advanced Options

Disable Manual Entry of Date Time Custom Fields - Select Yes to require that users only select from the calendar
popup for Date and Date Time custom fields.
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Conditional Display Options

Enable Conditional Display - Select On to enable the Conditional Display Options fields for configuring conditions
on which to base display of the custom field.

Desktop [/ Configuration [ Oplions and Tools / Customize [ Incddent Custom Felds

Basics Enable Conditional Display m Off

mySupport Access Match A&ny ¥ b o B

Conditional Display Oplions >

Use the Match <All/Any> field to specify whether you want every <field> is <value> search condition to be met, or any
configured condition to be met. Use the * Add Condition and = Remove Condition options to display and remove
a <field> is <value> search condition. Select the * Add Condition option if you wish to include another condition. You
can use the == Add Condition Group option to put a set of search conditions to be evaluated together in a group.

Pulling From a Data Source

You can map to a SQL data source and populate and synchronize options for list-type custom fields. Use the Data
Sources tab in the Custom Fields screen to create a custom field data source definition, enter a connection string and
SQL query, and specify the synchronization interval.

Hame Aszzet Types
Problem
Connecticn String server=.; database=cSupport; Trusted_Connection=True
Change
5QL Query select Type from ASSET_TYPES
Customer
Company
Azzet Retrieve ltems
Purchase
ltems Cell Phone -
T Copier
Service Contract Desktop
Laptop
Configuration Item Office Supplies
Printer
Knowledge Entry Server
Tablet
_ . Training
Upportunity "."'."i:l-;ETS- -
Advanced
Active Yas Ho
Synchronization Interval 15 minute

Name - Enter a name for the SQL Server source definition. This name will appear in the list that can be selected in
the Data Source field in the Custom Field Definition dialog (if a list-type format is selected in the Type field).

Connection String - Enter the connection string for accessing the source database.

SQL Query - Enter the SQL query string for accessing the field options in the SQL database. Select the Retrieve Iltems
button to populate the Items field using this string.
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Active - Select Yes to enable synchronization and update the Options list for a custom field with the information in
the SQL source database.

Synchronization Interval - Select the number of minutes in the interval for the synchronization to be performed.

Using the Data Source for a Custom Field

After saving, the custom field data source definition will be available for selection in the Custom Field Definition
dialog. The Options field will be populated and will not be editable after synchronization.

Desktop f Configuration § Options and Tools [ Customize [ Incident Custom Fields

= 4 :
mySupport Aocess Label Affected Ttem
Conditional Display X
Opbians Toaltip P
Required on Save On m
Required on Close an m
Available to Reps m off
Encrypt an m
Type Multiple Selackion List Box ¥
Data Source Azzet Types Y|+ | 2
Options Zell Phons
Copier
Dreskiop -
Laptop
Ciffice Suppliss
IMax Rows 2
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Defining Custom Numbers

You can include a field on the Incident, Problem, Change, Service Contract, and Purchase Request screens for
entering a custom number, or an automatically generated number consisting of a prefix, suffix, and sequence that
you configure. The number can be up to 15 characters.

The Custom Number configuration fields appear after selecting Yes in the Include Custom <record type> Number
field. There are two methods for configuring custom numbers: a manually entered option or an automatically
generated option.

Configuring a Manually Entered Number

The Manually Entered option displays a field for entering a custom number. Select Yes in the Required on Save field
to require entry in this field before the work item can be saved. Select Yes in the Mark Read Only Once Saved field to
prohibit entry in the field after the work item is saved.

Include Custom Incident Number u Mo

Custom Number Label 1D (14 characters maximum) L]

Method Automatically Generated m
Required on Save u Off

Mark Read Only Once Saved On ﬂ

Configuring an Automatically Generated Number

The Automatically Generated option creates numbers automatically based on prefix, suffix, and sequence settings
that you configure. You can either use a static (fixed) custom prefix and suffix, restricted via a start and end number
if desired. Prefixes and suffixes can be static (fixed) or dynamic; however, if you have a dynamic prefix you must have
a static suffix. The number cannot exceed 15 characters; the box above the Use Prefix field contains a current
character count and example of your entries.

Current Character Count 12 out of 15
Prefix 3
Suffix 3
Sequence Number 6

Custom Number Example LEL1LOL

Configuring the Prefix

In the Prefix Options section, select the Use Prefix checkbox to configure characters that will precede the custom
number. Then select the prefix type: static (fixed) or dynamic (a day, month, and/or year combination).
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« If using a Static prefix type, enter the characters (letters, numbers, or symbols) in the Prefix field.

Use Prefix Off

Prefix Options

LBEL

Prefix Type

Prefix

« If using a Dynamic prefix type, select the day, month, and year combination in the Prefix field. You can optionally
enter a character (such as a hyphen) in the Prefix Separator field. Note that the year will change when the first

work item is created after 12:00pm on December 31.

Prefix Options

ddmmmyy (08Mari1g)

Prefix Type

Prefix
mmmyy (Mar1g)

[ ] N b las sl
yyyy (2015)

Prefix Separator

(Optional, 1

character maximum) 'ﬂ'

Configuring the Sequence

Use the fields in the Sequence Details section, to configure the sequence number between any configured prefix and

any configured suffix.

« Enter the number to start the sequence in the Start Sequence At field.

* Your selection in the Prefix field will determine the Restart Sequence field. If you select yyyy and you wish to
restart the sequence when the first work item is created after 12:00pm on December 31, select Yes in the Restart

Sequence Yearly field.

+ If you wish to restart the sequence after the sequence number reaches a specified maximum (for example, after
the sequence number reaches 1000), enter the maximum number in the Restart Sequence After field. If not

specified, sequence will restart at maximum allowed (999999999).

Sequence Details
Start Sequence At

Restart Sequence Yearly:

Configuring the Suffix

Select On in the Use Suffix field to configure characters that will be placed after the custom number. If using a

Dynamic prefix type, you'll need to use a static suffix.
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+ If using a Dynamic suffix type, select the day, month, and year combination in the Suffix field. You can optionally
enter a character (such as a hyphen) in the Suffix Separator field. Note that the year will change when the first
work item is created after 12:00pm on December 31.

Suffix Options
Suffix Type Static m
Suffix ddmmmyy ((8Mar1g)
& mmmyy (Mar1g)
yyyy (2019)
Suffix Separator - (Optional, 1 character maximum) &

« If using a Static suffix type, enter the characters (letters, numbers, or symbols) in the Suffix field.

Suffix Options

suffix Type m Dynamic

Suffix LOL
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Defining Custom Status Labels

Use the Options and Tools | Customize | Custom Status Labels screen to create custom labels for iSupport's work
item status levels. These labels will be included in views and reports, and will appear for selection in work item
screens; however, you can restrict access via the Template and Support Representative Group configuration screens.
Use the Order of Precedence link in the Custom Status Labels screen to set which will prevail if both a template and
a support representative group have a restricted status.

You can also create labels that will appear to customers using mySupport.

If you have the Incident Management Edition, you can define labels for the following work item types:
+ Incident: Open, Closed, Suspended, Scheduled, Reopened
+ Service Contract: Active, Inactive, Suspended, and Expired.

If you have the Service Desk Edition, you can define labels for the following of work item types:
+ Change: Open, Closed, Suspended

+ Problem: Open, Closed

+ Purchasing: Open, Closed

Note: For all except Company and Configuration Item, there must be at least one status label of each type. For
incidents, there must be only one Reopened and Scheduled type.

Desktop [ Configuration / Options and Tooks [ Customize [ Custom Status Labels

Statuses s=are
Changs Craatz Delzt= Ordar of Precedence
Company Labal mySupport Label Type Posiion T Defauls List
BTy O r 4 Open Open Open i Yes
O r Closed Closed Closed 2 Yes
i O ra Suspended Open Suspended 3 Mo
Furenzse O & Reopensd Open Reopensd 4 Yes
service Contract o 7 Scheculed cchechied Scheduled | 5 Vs
O ra Lipdate Added Ipdated Open & Mo
O 4 In Process In Process Open 7 Ves
O ra Customer Submitted  Customer Submitted  Open ] Yes
O ra Dieclined Declined Open g Mo

Label - Enter the name for the status.

mySupport Label - Enter the status label to appear on the mySupport portal. Enable the status label via the <work
item type> Display tab in the Core Settings | mySupport | Portals | Options configuration screen.

Type - Select the basis for the custom status label: Open, Suspended, Reopened, or Closed. Note: Since there can
only be one Reopened status label, it will not be available for new status labels.

Position - Select the number of the position for the status to display in the Status field dropdown list. (Row one will
be the first status, row two will be the second status, and so on.)

Default List (incidents/changes) - Enable to include the status as an available option in the default list that will
appear in the Status field when a support representative creates a new incident or change. If not enabled, the status
will only display if configured for a template that has been applied, set as the default status (on Incident or Change
Basics for an email account or mySupport Portal Options), or a rule configured with the Change Status Label action is
met. Note that status label display can also be controlled via the Restrict Statuses/Statuses to Display fields on the
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Advanced tab in the Incident and Change Templates screen and on the Work Item Ul tab in the Rep Group
configuration screen (applies only to each support representative’s primary group).
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Defining and Mapping Impact and Urgency Values

Impact and urgency functionality is enabled for incidents in the Incident Management Feature Basics screen, and is
permanently enabled for Problem and Change Management. Prioritization encompasses urgency (based on the
amount of time a resolution is needed) and impact (usually the number of users affected); use the Impact and
Urgency configuration screen to define impact and urgency values that map to priority levels. These values are used
by Incident, Problem, and Change functionality.

In the Incident, Problem, and Change screens, the defined values will be available in the Impact and Urgency fields
for selection. The specified mapped priority will appear as default but all priority levels will available if permissions
are configured for the support representative to change the priority.

Adding Impact Values

Use the Impact tab to define values for the effect of an Incident, Problem, or Change on business processes. Click the
Add link on the Impact tab to add a value; select # Edit to make a change.

Add Celate
Urgency » Impact Position =
Mappings 3 # Individual User 1
# Department 2
# Division 3
# |  Company 4

Adding Urgency Values

Use the Urgency tab to define values for the measure of how long it will be until an incident, problem, or change has
a significant impact on the business. Click the Add link to add a value; select # Edit to make a change.

Impact » Add Delete
Mappings by # | | Minor 1
# | | Major 2
# | | Critica 3
iSupport Software
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Defining Mappings

Use the Mappings tab to associate impact, urgency, and priority values and to specify the defaults to appear when
the associated values are selected in the Incident, Problem, and Change screens. Click the Add link to add a value;
select # Edit to make a change.

Deskitop § Configuration [ Options and Tooks / Customize [ Impact and Urgency

Impact i Defete | Show Pending Deletion
Urgency C Impact = Urgency  Priarity Froblem Default  Change Default
Mappings > C # | Company Critical High C
r Same . 'n 'm
# Cormpany Day High
C Mak C C
& Department Urgent Loww
C # | Department  High High C C
C F Diivision Critical Emergency | C
C # | Division High High C C
) |#| | Division ot Low C C
Urgent
B Individuszl Same " ~ =
# User Dy High
= Individusl . . ' 'm
# User High High
~ Individusl Mok ~
’ User Urgenk Lo
T Denobes Pending Deletion.

You can use the Show Pending Deletion link to display records that have been deleted by an iSupport user but are
retained in the system because of references to other records (incidents, correspondence, etc.) The Database
Maintenance agent ultimately removes these records. When the Show Pending Deletion link is selected, records that
are pending deletion will display with a cross symbol.
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Configuring Work History Types

Use the Options and Tools | Customize | Work History Types screen to create custom entries for support
representatives to select to describe the work performed on a work item. As shown in the example below, these
entries will display as options in the Work Type field in the Work History and Save dialogs in the Incident, Problem,
Change, and Purchasing screens. The Work Type field is enabled for incidents, knowledge entries, problems, and
changes in the Feature Basics screen.

@ Add Work History Note L] B )
s
s

Work Type: Billable

Work Start: B D 972016 11:40 AM
Work Stop: @ O 972015 12:45 PM
N

Time Worked: 1 Hrfs) | & Min{s)

Work History Comment:

Ran diagnostic tests, applied operating system patches

Use the Name field to enter work history types. In the Position field, select the number of the position for the status
to display in the Status field dropdown list. (Row one will be the first status, row two will be the second status, and so
on.)

Desktop ¢/ Configuration !/ Options and Tools !/ Customize / Work History Types

Work History Types S x
Create Delete
Mame Paosition &
Bl =] o 5 i
|:| Fa Travel 1
|:| F Work 2
0| - Billable 3
|| Menkillable rl
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Configuring Screen Layouts

iSupport includes default layouts for the entry screens used by support representatives, the display and submit
screens used by customers on the mySupport portal, and for the mobile HTML5 interface. Use the Layouts screens to
modify these layouts and/or create new ones with fields and tabs that are specific to your company.

Layouts

. 0

Layouts Maobile Layouts and mySupport Layouts

Create new or modify iSuppart’s Settings Modify and create the default
default layouts for work item lzyouts for customers to uss in
EC."EEF_:E accessed via the Deskiop when support representatives displaying and EU?"ntI:irg work
with fields and tabs applicable to access iSupport via a smart phone tems on mySupport
yOur company. ar tablet

Configure the fields that will appear

Note that only layouts configured via the Global Settings | Mobile Settings screen will apply to the mobile HTML5
interface. Also, mySupport Customer layouts will appear when the customer selects the View Complete Profile
button in the Account Settings screen on a mySupport portal.

You could create layouts based on different types of users, different types of work, etc.

Desktop | Configuration | Options and Tooks [ Customize [ Layouts | Layouts

Lﬂ'}"OU ts Search... x
feset Create Copy Delate Ordar of Precedence
Change
Wame & Diefault
Compary Default
Configuration Ikam Facilities

Human Resources
Custorer

Information Technology Diefault
Incident b

Frinter [ssue
Knowledge Entry

Sales

Prablam

Purchase

You can assign different layouts to different asset and configuration item types (SD Edition), and you can assign
different incident, problem, and change layouts to support representative groups, customer groups, categories. For
incidents and changes, you can assign different layouts to templates and hierarchy templates. More than one layout
may be applicable to incidents, changes, and assets; for example, if a layout is associated with the logged in rep's
primary group as well as with the selected category for an incident. Use the Order of Precedence link on the those
list screens to specify which layout to use when more than one reference is applicable.
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The Layout screen is shown below.
Desktop | Configuration | Options and Tools [ Customize [ Layouts | Incident Layouts L J
Layout Colors Custom Menu Acticns
Hame Human Resources

Tutorial Submitting HR. Issues LI R

Default fes m

Customer Details

Title Cushtomer * & (Display Mamea)
® & {Phone)

Display Avatar m Righz | Mo = 2 (Email Address)
# (Incident Counts)

Display Microsoft® ez m

Skype/LyncE Status

Add @ field -

Main Layout

) Details
=i Basics

Pravious Aszzignee

Group * 2 Number ¥ 2 Created Date
Group Type % o Status % @ Cosed Date
Category *

! ® 2 Priority ¥ % Assignee
Rule Growp

Top Level Description

Shart Descoiption

Top Lewel Short Descrip Tabs
Modified Date

Orientation Top T
Modified By

Related Hierarchy

Feedhack ! * £ * —p * T *
Details ,{’f History Custom Fields =, Others to Notify
rySupport Submission |_| L = —l g T
1:;. List ltems = - b X 4 H 4
- Custom Felds Assats — Associated Work Ikems "; " attachments M Misc.
th- Associated Work Item Con
Text Details
Icon Choose

® & Description

Use the Tutorial field to associate a tutorial that will display the first time the support representative accesses a
screen with the layout. A tutorial consists of a series of steps, each with an 800x600 image and tags that a user can
select to display an additional screen of content. Use the + Create New and # View/Edit options to access the
Tutorials screen to create a tutorial or view/modify the selected tutorial; see the online help for more information. In
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that screen you can associate a tutorial with entry screen layouts, configuration screens, Rep Desktop dashboards,
and mySupport dashboards.

Select Yes in the Default field to display the layout if none is associated with current support representative group,
customer group, category, incident template, or hierarchy template.

For Rep Client layouts, you can use the Preview button at the bottom of the Layout screen after adding required
fields to the form to display your layout. You'll need to select a record to use for displaying field data.

Configuring Customer Details

Rep Incident and Change Screens

The Customer Details section will appear in the Rep Incident and Change Layout configuration screens as shown
below.

Customer Details

Title Customer

Display Avatar m Righit Ho

Display Microsoft® Skype/Lync® Status Yes ﬂ

& (Display Mame)
& (Comnpany)

& (Location)

& (Department)
& (Phone)

& (Email Address)

000000

& (Customer IO}

Ll
(=1
[~
=1

Use the Title field to customize the text to appear to the left of the search icon in the customer section; "Customer"
will appear by default.

To include the customer’s avatar (uploaded via the Customer Profile screen or the mySupport portal), select Left or
Right in the Display Avatar field. Use the Add a Field dropdown to select the fields to appear in the upper left
Customer area at the top of the Incident screen. After adding a field, select Configure Field to enable or disable
the field label, enter the field label, and select the field label width (which is a percentage of the column in which the
field is included).

Display Label E Mo

Label Mame

Label Width 25% ¥

0K Cancel
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Note that the Ticket Counts field will include Open, Closed, Suspended, and Reopened links in the Customer section
of the Incident screen as shown in the example below.

alhEyi Mew  View | Configuration  Google |=T Sl v~ view Tour
He=ve =it | ghFontSize -  [Add History [FOverride Dats BfjTemplates - P
F&.Sa\re and Exit i Delete EC:H..nters - _Lr.ﬂ\dl:l Aszat i-'__-R:-ute - A Hieranchy - E‘E
I Save and Logout i=Categorize [f]Customer - g7lAd Hoc Approval
File Display Actions
Customer Q Mumber MBUD256881 e
e Henry

N Alder &
‘ i ) Status Open hd Created
ancouver,
'h. W Priarity Medium w7 Closed

Accountin
555-555- 1?212 Followup =
ha@gwi.com Date

Ticket Counts

12/1/2023 L Category Q

Use the Display Microsoft® Skype/Lync® Status field to include an icon that will display the Microsoft Skype/Lync
status of a selected customer in the Incident and Change screens and enable the support representative to access
Microsoft Skype/Lync functions. In order for the icon to appear, Microsoft Skype or Lync 2013 or later must be
installed on your system, the support representative viewing the incident must be using Internet Explorer 10 or 11,
and iSupport must be in the intranet or added to trusted sites.

mySupport Incident and Change Screens

There are two methods to include fields for customer information on mySupport portals:

« The Customer field under the Basics section; this includes an information option next to the customer’'s name
which will display a popup dialog as in the following example:

Customer:  Steve Johnson €8

u

Lieve johnson *

Emaik: sj@gwicom Location: Headguarters
Phone:  360-397-1004 Department: Administration

Growp: Kimery Customer Group Compamy: LEL Services

51}

Groups Acoounting
Adminisrators
Adooe Users

Executive Memt Team
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* Individual fields under the Customer Fields section

Customer Avatar: e Customer Group: Customer Advisory
4 Board
Customer First Name: Steve Customer Groups: Adobe Users
Customer Advisory
Customer Last Mame: Johnson Board
Help Desk
Customer Email: sj@ewi.com
Customer Administration
Department:
Customer Phone: 360-397-1004
) Customer Company: LBL Services
Customer Location: Headquarters

Note that the Customer Group field will display the customer’s primary group, and the Customer Groups field
will display all of the groups in which the customer is a member.

mySupport Customer Profile Custom Field Edit Access

You can use the Allow Edit field on the Configure Field dialog for custom fields on mySupport display layouts to
disable/enable an individual Customer Profile custom field to be edited by customers with the mySupport Custom
Fields Editor permission.

Desktop [ Configuration / Options and Tooks [ Customize [ Layouts [ Customer mySupport Layouts:

Hamea Customer Profile mySupport Layout
Tutarial None
_ Details
4" Basics
4 List tems
=l Custom Fields % i Last Name % i Email
Department Cods % & First Name % & Phone
Current Project x ?Training Taken
M
Label Width 25% W
l Allows Edit Yag m
oK Cancel
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Adding Fields and Tabs

To configure the Details section in the upper right section of the resulting screen, drag fields from the selector on the
left to the middle of the Details area on the Layout screen. Required fields are designated with an asterisk in the
selector on the left.

Main Layout
) Details
=t Basics
Group
Group Type % @ Mumber % @ Created Date
Sategony ” x @ Status % % Oosed Date
Muodified Date
# % Priority % % Rule Group
Midified By
* 2 Assignee % 2 Related Hierarchy
Author
il List lems
+}- Custom Fields
+}- Associated Work ltem Counts

You can drag a field to the lower part of the Details section to create a subsection for a field.

Main Layout

) Details
=~ Basics
Previous Assignes
Group ¥ 2 Mumber ® 2 Created Date
Sroup Type ¥ % Status ® &% Cosed Date
Top Level Description
® % Prionty ¥ % Rule Group
Short Description
¥ % Cat ¥ £ Assi
Top Level Short Description e -
Modified Date
Modified By
Author # % Relabted Hierarchy
Fesdback

Global custom fields can be defined in the Custom Fields screen for the type of work item screen for which you're
creating a layout, and additional custom fields can be defined for a category, asset type, or Cl type. To include custom
fields on a layout, you can:

+ Drag the applicable global custom fields under the Custom Fields section individually:

Main Layout
) Details
- Basics
- List ltems
|- Custom Fields % @ Number % & Created Date
Age Group % o Status % @ Closed Date
Server 05
® 2 Priority ¥ 2 Rule Group
Site Visit Required
® o L i
e Category Related Hierarchy
Site ¥ £ Assignee
+- Associated Work lem Counts
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« Drag the Custom Fields field under the List Items section and then select * Configure Field to display the
Configure Field dialog and select the types of custom fields to include: global custom fields, additionally defined
custom fields, or both. See “Configuring Fields” on page 41.

Main Layout
) Details
t}- Basics
= List ltems
Custom Fields = &% Mumber x & Created Date
Baternial Links X &Status x % Closed Date
+}- Custom Fields
i ® & Priority ¥ % Rule Group
+- Associated Work ltem Counts
# 2t Category % % Related Hierarchy
¥ % Assignee

A [Separator] field is included for mySupport layouts; it will be blank after you drag it to the Details section or a tab.
You can enter a label for it or leave it blank, and it can be used multiple times for adding blank areas to your layout. A
Save Button option is included in Submit layouts; if you include it in your layout, the default Save button will still be
retained at the top of the Submit screen.

Tabs can display in a row above fields or to the left of fields on the lower half of the resulting screen. To add a tab,
select the Add a Tab button and then select on the new tab (named "Tab" by default). Use the Text field to enter the
label for the tab. Select the Choose link in the Icon field to select a default or custom image to appear to the left of
any text entered as a label. (If no text is entered, only the selected icon will appear.)

Tabs

Orlentatlon Top E|
Add a Tab
_———————

|==zue
< Defauls + MNew Tab
Text Issue - -
Icon Chl:l:s.e/ - -
.,: “ : . . :,Bx:
Description = =
Resolutlon
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To add fields to the tab, drag fields from the selector on the left side of the Layout screen to the middle of the section
below the Icon field.

Details
Basics
List Items
o Tabs
Attachments
_ Orientation Top v
External Links
Configuration Items
Cithers to Motify
Associated Work Iermns
Custom Fields Histony
Text Histi
lcon Choose
History

Note: The Description field is optional on mySupport incident submit layouts. The following text will be included in
the Description field after submission: "Description field not included in <layout name> mySupport incident submit
layout." If the layout is associated with a template, the description configured in the template, if any, will be used.

Configuring Fields

After adding a field, select # Configure Field to enable or disable the field label, enter the field label, and select the
field label width (which is a percentage of the column in which the field is included). Note that the label width will not
be applicable on list fields that display a label above the field.

Global custom fields can be defined in the Custom Fields screen for the type of work item screen for which you're
creating a layout, and additional custom fields can be defined for a category, asset type, change type, Cl type, and
cost center. When you drag the Custom Fields field under the List Items section to include all of the custom fields at
once, you can control which types of custom fields to include on layouts: global custom fields, additionally defined
custom fields (defined for a category, asset type, Cl type, change type, or cost center), or both. Note that all custom
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fields that have met any conditional display conditions will be created upon mySupport work item submission
regardless of whether they are included on a mySupport submission layout.

Deskiop { Configuration / Options and Tools [ Customize [ Layouts | Asset Layouts

Layaout Cushom Menu Actions
Hame Widget
Tutorial Maone
Default es m
e Details
R Display Label Yes WU
+ Optional Type fields
+ Maintenance fields ¥ # Custom Fields Label Custom Fislds
- Warranty fields
E Label Width 25%% v
+ Count Tracking fields: Fhel b
- List “.EI'I'IS Tabs Custom Fields Global | Additional
Histary
Service Contrads Orientation OK Cancel
Sroups [

For work item layouts, you can display an asset grid for the Asset field via the Configure Field icon:

Details
- atiumbe
% i Status -
Display Label ves W
% & Priority
Labvel JTe
% & Followup Date
Label Width 25% '
Asset Grid Fields Marre
Type
Teg Number
Serial Numiber
Open Work Ttenes
':l Werranly Expiration
Mlanufaciuner
Moded
=oc Work 1
Count Enabled Asset Counk Userd
Grid Fields Mass
Type
Tagy Numiber
Serial Number
Uit Label
Uit Cost A
OK Cancel
% i Assets
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mySupport Layouts

+ Select Yes in the Override Label field to enter a field label that is different from the default. Note that this label
will override any text that may be entered via the Resource Editor. See the online help for more information on
the Resource Editor.

Display Label Yes Qi
Override Label E ]
Label Case
Label Width 25% ¥
0K Cancel

+ If configuring the Category field:

Override Label Yes
Label Width 58 L4
Prompt Yes o
Shows Search No
Require Search Text for Yes QU
Results
0K Cancel

+ Select Yes in the Prompt field to initially display the Category Select dialog when the Incident or Change
Submit screen appears.

+ Select Yes in the Show Search field to include a search field in the Category Select dialog.

Category Select
prin x -

Error
Hardware | Primter | Copier/Laser | Error

» & Hardware
* % Human Resources Request

» LT

+ Select Yes in the Require Search Text for Results field to prevent display of the results until the user has
started typing.
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« Ifincluding the Assets list field, select Yes in the Show Comments field to control display of the Comments field
that may be included (depending on the asset type).

contgurericd ]

Display Label E o
Override Label Wes m
Label Width 5% v
Show Comments Yes fis
Ok Cancel

Configuring Priority-Based Background Colors

Use the Colors tab to configure the priority-based background colors for the upper portion of the Incident, Problem,
and Change screens. You can choose from the color picker or input an HTML color code.

Layout Colors Custom Menu Actions
Low Priority Color —
Medium Priority Color -

High Priority Color

Emergency Priority Color
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Configuring Custom Menu Actions

Use the Custom Menu Actions tab in the Layout screen to create a new tab, and link via an icon to a URL. Note that
this tab and option will not appear in the work item screen until after the work item is saved because the URL will be
generated with the work item ID appended to it.

Layout Colors Custom Menu Actions
Tab Name: Google
Text: Google
URL: hittpe/fwewt. E0OElE.COM
lcom:  Chooss

Example:

Incident | Mew  View Configuration

]
Google
Google
Customer Q, Numbar K2LE5E2235
Steve Johnson &
LELSoft Status o B
Headguarters pen
Administration
360-387-1004 Priarity Emergancy ¥
cai@ gwi.com
Asszignee Stuart Copeland Impact Company ¥
Ticket Counts
(122 Open 10 Suspended Urganey High v
1 Closed 1 Reopened
Followup i | 211172020 x
Date
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Configuring Rules and Rule Groups for Incidents

Overview

Use the Incident Rules screen to create rules that will perform actions when specified conditions based on Incident
record fields or events are met. This functionality can be used to automatically:

+ Change values in the Assignee, Category, Customer, Impact, Urgency, Status, Followup Date, and Priority fields,
as well as in any custom fields. An email server account and template can also be set for an incident.

+ Create a related incident and apply an incident template or hierarchy template
+ Send notifications via email, Desktop, or SMS

* Route via load balancing or the round robin method

+ Initiate an approval cycle

«  Execute a webhook for posting Incident data to a web application

In order for a rule to be evaluated, it must be included in a rule group. When an incident is saved, the matching rule
group is first determined. Then, all rules in that matching rule group are evaluated. If a rule's conditions are met, its
actions are performed.

Rule groups are applied to incidents through customers, companies, category combinations, and incident and
hierarchy templates. (If a customer profile does not have an associated rule group, the rule group associated with the
customer's company will be used for the customer.) You can specify the order of precedence if multiple rule groups
apply, and the rule group designated as default will be used if none are applicable. Note that rules in the associated
rule group will not execute while an incident is pending approval.

A default incident rule group will be included in iSupport on installation or upgrade. Upgrades will convert previously
configured Service Level Agreement functionality into rules and rule groups. You can use the Incident Rule Groups
screen to create new rule groups and assign them to customers, companies, category combinations, and incident
and hierarchy templates. (You can also assign rule groups via those entry screens.) See “Creating Rule Groups” on
page 59 for more information.

Rule Types

+ On Incident Save rules do not incorporate time frames; when an incident is saved, rules in the associated rule
group are evaluated and if true, their actions are performed.

Mame Metify If Customer Work History s Added

Configure Conditions

Rule type is T Incident Save B e
Hours of Operation: Default Hours of Operation E| == ra
Match A B of the following conditions: g e

Event B ] B Customer Work History Added to Incident B o s

Configure Actions

\.:;:—'._-B Customer B With |  Default Notification B Customer Wark History Added - Cust B e + 7 = -
Miodify B Aszzignes (viz email) B With | Default Motification B Customer Work History Added - Rep B e + 7 = -
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+ Time-Based and Time-Based: Cumulative rules incorporate time frames with conditions; when conditions are
true upon incident save, the date and time that the interval time frame would be reached is recorded and
monitored by the Time-Based Rule agent. This agent runs every minute.

Decktop | Configuration | Options and Tooks / Automate | Incident Rules
Mame Emargency Priority Notification

fuleGroves  Configure Conditions

Rule type is Time-Based Y @
Hours of Operation: Default Hours of Oparation LA
Match | Al ¥ of the following conditions: + | -

Priority ¥ Is r Emergency ¥ $| =

Configure Time Frame Intervals and Actions

Intarvals Time Wirwtes/Hours/Day(s)

800 Haurs r

Mokify - Email ¥ | Assignee (via alt email) ¥ With | Default Notificstion T Emergency Pricrity Waming-Rep ¥ | @ ||+ | # & =3

If the conditions required to meet the rule do not change before the interval time frame is reached, the agent
performs the actions specified. If conditions change prior to the recorded date and time:

« Time-Based rules will clear all pending actions and if conditions are met again the time frame will restart.

« Time-Based: Cumulative rules will suspend all pending actions and if conditions are met again the time
frame will include previous amounts of time in which conditions were met.

If a rule contains conditions with the Customer Work History Added, Work History Added to Incident, or
Acknowledged events, the rule will be triggered immediately when the event occurs (even if the incident hasn't
been saved). Any other changes in the incident will not be saved until you save the incident.

+ If a date or date/time custom field is created for incidents or the Followup feature is enabled in Feature Basics,
Time-Based: Important Dates rules enable you to specify a number of days before or after the value in a
specified date field. This type of rule will be evaluated when the defined number of days before or after the value
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in the specified date field occurs. Actions will be performed if the rule's conditions are met at the time the Time-
Based Rule agent runs.

Mame Followwup Emeargency Routs

Rule Groups Cnnfigure Conditions
Rule type is Time-Based: Important Ciates ¥ 2
Howrs of Operation: Nones ¥ + rd
Match | Al ¥ | of the following conditions
Priority T Is T Emergency ¥ - -

Configure Time Frame Interval and Actions

1.00 Day(s) Before ¥ Followup Date ¥

Rioute viz Load Balandng v By Group ¥ | To | Administrators v +

If you are configuring Time-Based and Time-Based: Cumulative rules, ensure that the Time-Based Rules agent is
enabled via the button in the Rules list screen.

Edit Agent Settings

This agent searches all configured time-based rules, monitors time frames, and performs
configured actions if conditions in the rules are met.

Enable Yes Mo

Note: If you change a condition, time interval, or time value in an existing time-based rule and interval timers are in
process for any records associated with it, the timers will be reset.

Creating Rules

Rule creation involves entering a name for the rule, selecting the type of rule, selecting one or more conditions and
time frame intervals if applicable, and then selecting one or more actions to perform if those conditions are met. The
type of rule will determine the fields that appear. All rules include conditions and actions; see the following sections
“Configuring Conditions” on page 49 and “Configuring Actions” on page 50 for more information. See “Creating Time
Frame Intervals for Time-Based Rules” on page 55 for information on configuring interval time frames and actions to
perform with each set of intervals.

A configured Hours of Operation definition of 24 hours a day/seven days a week or selected date and time ranges

can be used for the effective time frame for a time-based rule and for an on-save rule with a condition that includes
"Within Business Hours". The default Hours of Operation definition assigned to a rule group will apply if no definition
is selected for one of its rules. If a definition is selected for both a rule and its rule group, the definition assigned to a
rule will take precedence.
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Configuring Conditions

Use the first Match <All/Any> of the Following Conditions field to specify whether you want every configured
condition in this rule to be met, or any configured condition in this rule to be met.

Match | al v | of the following conditions: e | e

Any

Use the * Add Condition and = Remove Condition options to display and remove a set of condition dropdown
fields (a list of fields, a list of comparison methods, and a list of values applicable to the selected field) to evaluate
upon incident save. In the Select a Target dropdown, select what to evaluate: an incident field or event, whether it is
within business hours, or whether the incident is pending acknowledgment.

Metch | Al ¥ | of the following conditions Rl

— Salect & Target -- ¥ Is ¥ ¥ JF O R

— Salert a Tamget —

Companmy

Custom Field

Customer

Customer Department +
Customer Group

Customer Location

Email - Auto-Submitted

|
Emzil - Body
Email - CC
Email - From
Email - Subject
Email - To
Emnail Account

cvent

Impact

Modified By
rmySuppost Options
Priority

Rep Group

Rep Group Type
Short Description
Source

Source miySupport Portal
Twiilio Integration
Urgency

Within Business Houwrs

In the next dropdown, select the comparison method.

Match | A E| of the following conditions:

Ewent E| Is E| Incident Initialy Saved E

Is Not

Note that:

+ Contains returns a true result if the value is included in the field but other characters are included in a field as
well; the value can be embedded in a word.

+ Isreturns atrue result if the value is the only set of characters included in a field.
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Finally, select the value to be used with the comparison method.

Match Al

Event

Configure Actions

- Szlect an Adbion Type —

b

I=

% | of the following conditions:

L4 Customer Work History Added to Incident W
Cushomer Work History Added to Incident

Incident Acknowledged

Incident Closed

Incident Correspondence Sent

Incident Created via Emai

Incident Initially Saved by Customer

Incident Initially Saved by Rep

Incident Recpened

Incident Routed

Incident Updated via Email

Incident Updated via mySupport

Incident Updated via mySupport Chat
Scheduled Incident Converted to Open
Scheduled Incident Converted ko Open Warning
Scheduled Incident Generated (Mot Yet Open)
Work History Added to Incident

Note: If a rule contains conditions with the Customer Work History Added, Work History Added to Incident, or
Acknowledged events, the rule will be triggered immediately when the event occurs (even if the incident hasn't been
saved). Conditions for all of the rules in the rule group will be evaluated and actions will be performed if conditions
are met. Any other changes in the incident will not be saved until the support representative saves the incident.

Select * Add Condition if you wish to include another condition. You can use the *** Add Condition Group option to
put a set of conditions to be evaluated together in a group.

Configuring Actions

Use the Actions section to select the actions to perform when the conditions are met. After creating the first action
you can use the * Add Action option to create another action. Use the = Remove Action option to remove any

action lines.

You can:

Change T

Crezte Rzfated
Execute Slack Webhaok

ute Webhook
Initizte Approvals
Moty - Desktop
Motify - Email
Moty - SMS

Ssigree

« Change a field by selecting Change, the field to change, and the value to change it to.

Change T

Custom Field
Customer

Email Account
Followup Date
Impact

Incident Status
Incident Template
Driarity

Twiilio Integration
Urgency

To | Adas, Tony T +
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Execute a configured webhook for posting Incident data to a web application. See “Configuring Webhooks” on
page 116 for more information.

Configure Actions

Execute Webhook E| Incident Webhook E| +

Create an incident and apply an incident template or hierarchy template by selecting Create, Incident From
Template, the template to apply. In the As Related Work Item field, select Yes to create the work item as related to
work items created from the selected template, or No to create the work item as separate from work items
created from the selected template.

Configure Actions

Crestz= % || Incident From Template | To| Cannot Connect to Admin Server (Hierarchy) s | A= Related Work Ttem | s *l=-

[

Check Connection to Accounting Application (Hierarchy)
Facilities I=
Forgotten P
Incident Cra

sted Via Chat

You can select the default or a custom notification. If possible the notification options will include one of
iSupport's default notifications that match the condition or recipient.

The Include Feedback field appears if the Incident Feedback feature is enabled and configured (via the Incident
Basics screen) and Customer is selected as the notification recipient. This feature includes a question with two
response choice image links at the bottom of an incident notification; when a customer receives the email and
clicks one of the responses, configured submission text will appear on a page on the mySupport portal, and the
feedback question and response will be included in the Feedback field on the incident. (Note that this feature is
intended for HTML-type mail delivery.) Select Yes in the Include Feedback field to include the configured question
and responses at the bottom of the notification sent by the rule.

Send a notification via desktop notification, email, or SMS.

+ Desktop notification: To display an entry in the ﬁ Notification list on the Desktop, select Notify - Desktop,
one or more recipients, and the text to appear in the Desktop Notification dropdown and/or popup.

Configure Actions

Motify - Desktop El +
— Select Recipients — E| — Select Support Reps — E| — Salect Support Groups — E| MNew Assignment

Approvers X White, Bamy X Trainers X

Assignee x

Options on the Desktop Notifications tab in Preferences (accessed by clicking the avatar/login) determine
whether or not an entry will appear as a popup or list entry. An example of a desktop notification popup is
shown below:
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An example of the dropdown is shown below.

e Alert (1)

Excessive Emergency Incidents o
30 minutes ago

B2 Headline (1) x
Systern down this weskend 4
17 hours ago

A Incident (1) %

New Emergency Incident 4
SEEEDAST16A
2 hours aga

B Ssurvey (1) x

Survey Submission Received 4
How'd We Do?

2 houUrs aga

+ Email: If sending a notification via email, select Notify - Email, the recipient, and the notification to be sent.

Matify - Ema r

Aszignas [viz emall) ¥ | With | Defauls Notifietion ¥ || Approval Comments Added - Cust Y 0 |+ #
Additional Customers .

Assignes - First Rep to Notify

Assignes - Second Rep to Notify Cancal E

Assignes & OC Others To Motify
Assignzs (viz 2t email)

Author

Customer

Customer & CC Others To Motify
Customer Submitting Update via mySupport
Customer’s Approver

Email Sender

Group

Hierarchy Assignees

Hierarchy Customers

Others To Modfy

Previous Ascignee (via email)
Selected Customer

Selacted Customer Group

Selected Support Rep

Selected Support Rep (Al Email)
Selected Suppoet Rep Group

Top Level Parent Tickst's Assignes

You can select the default or a custom notification; select g% Show Notification to display the contents of a
selected notification. If possible the notification options will include one of iSupport’s default notifications
that match the condition or recipient. Use the + Create New and # View/Edit options to access the Custom
Notification screen; see “Customizing and Viewing Event Notification Content” on page 62 for more
information.

Adding Feedback
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If the Feedback feature is configured in Feature Basics, you can include response choice image links at the
bottom of an incident notification.

From: donotreply@example.com [donotreply@example.com]
Sent: Monday, July 01, 2019 12:44 PM

To: Henry Alder

Subject: [iSupport] Incident Ticket Has Been Closed

This incident ticket has been closed.

Incident Details
Ticket Mumber: D71D536A15
Date/Time Opened: 7/1/2019 12:42:59 PM

Description
Cannot print to Accounting printer.

Resolution
Printer connection restored.

Click the following link to view this incident: hitp://Example/user/Incident/View/469

Did you contact us because you could not resolve your issue through our knowledge base? \‘X x

When a customer receives the email and clicks one of the responses, configured submission text will appear
on a page on the mySupport portal, and the feedback question and response will be included in the
Feedback field on the incident. Note that this feature is intended for HTML-type mail delivery.

The Include Feedback field will appear if the Feedback feature is configured; select Yes to include the
specified prompt in the notification.

Configure Actions

Notify - Ema E| +

Customer El With Default Notification El Incident Closure - Cust El @ |+ |/ |Include Feedback: | Yes

SMS: To send an SMS notification, select Notify - SMS, the recipient, and the notification to be sent. The
contents of the SMS Text field in the custom notification will be sent; if that field is blank or if it is a default
notification, the contents of the Subject field will be used. If sending to a support representative, the message
will be sent to the following in their Support Representative record: if Twilio integration is configured, the
number in the Mobile field; if Twilio is not configured, the address in the Alt Email field; if that is unavailable,
to the address in the Email field. If sending to a customer, the message will be sent to the following in their
Customer Profile record: if Twilio integration is configured, the number in the Mobile field; if Twilio is not
configured, the SMS email from mySupport (email to text); if that is unavailable, the address in the Email field.
See “Configuring Twilio Integrations” on page 65 for more information on Twilio integration.

Configure Actions

Motify - SMS T

Ciustomer ¥ | With | Default Motification ¥ Closure-Cust ¥ || @ |4 || &
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Route the Incident record via load balancing by selecting Route via Load Balancing, the route method, and the
recipient if applicable. Load-balanced routing is enabled on the Incident Management tab in the Feature Basics

screen.

Configure Actions

ing E| By Group E| To | --Use Assignes's Group-—- E| +

By Mame

el
5]
x
-
[
i
=
]
]
[+
m
|11]
i)
]
5]
H

By Location
By Ski
By Location By Ski

Route the Incident record via round robin by selecting Route via Round Robin, the route method, and the
recipient if applicable. Round robin routing is enabled on the Incident Management tab in the Feature Basics

screen.

Configure Actions

B Mame

By Ski
By Location By Ski

Initiate approvals by selecting Initiate Approvals and clicking the Configure link. Approval cycles are enabled on
the Basics tab in the Core Settings | Global Settings screen.

Configure Actions

Initiste Approvals E| Configure +

iSupport’s Approval feature requires an incident to be approved by designated approvers before it can be closed.
The rule in effect can initiate one or more approval cycles, and approval cycles can be associated with customers,
companies, categories, and incident and hierarchy templates.

The Approvals dialog appears for you to specify the initial approval cycle, any additional cycles to apply if there is
no initial approval cycle or the initial cycle results in an approval, and the final cycle to apply. Note that any
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changes to these settings will not affect current incidents pending approval, and rules in the associated rule
group will not execute while an incident is pending approval.

Approval Actlon Conflguration

Specify the approval cycles to apply when the Rule is in effect. If any approval oycle
results in a Decline werdict, no further oycles will apply.

Inltlal Approval Cycle Maintenance Approwvals E|

Associated Approval Cycles

An approval oycle may be associated with a customer profile, category, andfor campany
profile. If there is no initial oycle (selected abowe) or a selected initial approval cycle
results in an approval, choose the oycles to apply.

Flrst assoclated cycle Cyecle associated with category E|

If the flrst assoclated cycle Is approved, Mone E|
apply this second cycle

If the second assoclated cycle Is Mone
approved, apply this third cycle

If no assoclated cycle applles, use this Mone E|
approval cycle

Final Approval Cycle Mone E|

Initial Approval Cycle - Select the predefined approval cycle to apply when the rule group is in effect for the
incident.

First Associated Cycle - Select the approval cycle to apply if there is no initial approval cycle or the cycle specified
in the Initial Approval Cycle field results in an approval.

If the First Associated Cycle is Approved, Apply This Second Cycle - This field appears if an associated cycle
was selected in the previous field. Select the approval cycle to apply if the cycle specified in the First Associated
Cycle field results in an approval.

If the Second Associated Cycle is Approved, Apply This Third Cycle - This field appears if an associated cycle
was selected in the previous field. Select the approval cycle to apply if the cycle specified in the previous field
results in an approval.

If No Associated Cycle Applies, Use This Approval Cycle - This field appears if Cycle Associated With Customer,
Cycle Associated With Category, Cycle Associated With Company, or Cycle Associated With Template was selected
in one or more of the previous three fields. Select the predefined approval cycle to apply if there are no approval
cycles associated with the customer, customer’s company, template, or categorization of the incident or change.

Final Approval Cycle - Select the predefined approval cycle to apply after all previously applied cycles resultin an
approval.

Creating Time Frame Intervals for Time-Based Rules

Time-Based and Time-Based: Cumulative Rules

With Time-Based and Time-Based: Cumulative rules, the Time Frame Interval Settings section will include Intervals,
Time, Minutes/Hours/Day(s) fields as well as a set of fields for entering an action to be performed when the condition
is met for the interval time frame. The difference between these rules is that, if conditions change prior to the
configured interval settings, Time-Based rules will clear all pending actions and the time frame will restart if
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conditions are met again; Time-Based: Cumulative rules will suspend all pending actions and if conditions are met
again the time frame will include previous amounts of time in which conditions were met.

Desktop § Configuration § Options and Tools [ Automate [ Incident Rules
Mame Emergency Priority Notification

fuleGoves  Configure Conditions

Rule type is Time-Based r | @
Hours of Dperation: Default Hours of Operation LA R
Match = All ¥ of the following conditions: | =

Pricrity T I= r Emergency ¥ | = e

Configure Time Frame Intervals and Actions

Intervals Tirne Minutes Hours/Day(s)

8.00 Haurs T + | @

Motify - Emaill ¥ | Assignee (via alt email) ¥ With | Default Notification ¥ Emergency Pricrity Wamning-Rep ¥ @ | + | # * =10

In the Configure Time Frame Intervals and Actions section, use the Intervals field to specify the number of times a
time frame should be established and monitored, and use the Time and Minutes/Hours/Day(s) field to specify the
amount and unit of time (in minutes, hours, or days) in the time frame. Note that the Day(s) option is calculated with
one day equal to 24 business hours. Use the dropdowns in the indented actions line to specify the actions to perform if
conditions are met for that interval time frame. In the example above, the incident will be monitored for eight hours
after initial save; if the priority remains at Emergency for the entire eight hours, the Emergency Priority Warning - Rep
notification will be sent to the assignee via email.

History entries related to time-based rules will include the term "exceeded" if conditions have not been met within a
defined interval, and the term "fulfilled" if a rule is invalidated or reset due to a change in rule configuration.
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Time-Based: Important Date Rules

A Time-Based: Followup Date rule will display a field for entering a number of days and a Before/After dropdown; the
specified action(s) will be performed when the defined number of days before or after the incident’s followup date

ocCcurs.
Name Faollowup Emergency Route

Rule Groups Ennfigure Conditions
Rule type is Time-Based: Important Diates ¥ a
Howrs of Operation: MNome v + e
Match | All ¥ | ofthe following conditions + | -
Priority T Is T Emergency Y 4+ - -

Configure Time Frame Interval and Actions

1.00 Day(s) Bafore ¥ Followup Date ¥

Route viz Load Balancing ¥ By Group ¥ To | Administrators T +

Note: If you change a condition, time interval, or time value in an existing time-based rule and interval timers are in
process for any records associated with it, the timers will be reset.

Configuring Multiple Time Frame Intervals

You can use the {8} Add Interval option to add another interval time frame set and actions to perform if conditions
are met for that interval time frame. The 4+ Move Down and + Move Up options will appear for changing the order
in which the interval time frames will be evaluated. In the example below, the incident will be monitored for an eight
hour time frame and if the priority remains at Emergency for the entire eight hours, the Emergency Priority Warning
- Rep notification will be sent to the assignee. The incident will then be monitored for an additional four hour time
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frame and if the priority remains at Emergency for the entire four hours, the incident will be reassigned to the
support representative Barry White.

Desktop | Configuration | Options and Tools / Automate | Incident Rules

MHame Emeargency Priority Reassignment

rue Groups Configure Conditions

Rule type is Time-Bas=d ¥ . e
Hours of Operation: MNone Y4+ |’
Match | Al ¥ | of the following conditions: L

Frigrity ¥ Is T Emergency ¥ P -

Configure Time Frame Intervals and Actions

Inbervals Time MinutesHours/Day(s)

1 200 Hours ¥ -3+
Motify - Email ¥ || Assignes (via alt email) ¥ With | Default Motification T Emergency Priority Warning-Rep ¥ || @ |+ || # | (#+ =| O
1 4.00 Hours ¥ + = 0 #

Change ¥ Azsignes ¥ | To White, Barry ¥ + = 0

Displaying a Timeline for Configured Time Frame Intervals

Use the View Timeline button at the bottom of the screen to display a dialog with a gauge chart depicting the time
frames for each interval; actions will appear when you hover over a time frame with your mouse.

Timeline Dizlog

change to Ban
will change to Adm

Hours

a 2 2 <] t} 10 12 14

W Interval 1 M Interval 2
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Printing a Rule

Click the Print button to display a summary of your entries; you can click the Print link in the dialog to send the
information to the printer.

Fule Mame:  Emergency Priority Resssignment

Target Entity: Incident

Type: Time-Basec

Cumulztive:  No

Corditions:  Match all of the following conditions:
If Pricrity &5 Emengency

Actions: Repast 1 timels) every 5,00 hours
Motification to be sent to Assignes (via emaill; Emergency Priority Warning - Rep

Repest 1 times) every 4,00 hours

Azsignes will change to Bamy Whits
Rep Group will change to Administrators

Rule Groups:

Print Close Windows

Associating Rules With Rule Groups

After creating a rule, you'll need to include it in a rule group. You can do this via the Rule Group tab in the Rules
screen, or via the Rule Group screen. On the Rule Groups tab, click the Add link. Rule groups configured via the Rule
Group screen appear; select the applicable groups and click OK. The rule group displays along with its position as

shown below:
Desktop ! Configuration / Options and Tools ¢ Automate [/ Incident Rules

o & Remous
Basics dd B

Mame « Paosition in Group

Top Level Support 1

All rules in the rule group associated with an incident are evaluated when an incident is saved; the Position field
determines the order in which actions are taken when conditions are met. If rules in a group contain duplicate
actions, the position will determine the rule that will take precedence.

Creating Rule Groups

Click the Create link in the Incident Rule Groups list screen to create a rule group that can be used as default and/or
applied to customers, companies, categories, and incident and hierarchy templates.

Customers This Is the default on m

Incldent Rule Group

Companies

Hours of Operation: 2417 E| + ra

Foboerecio:

Name - Enter a name for the rule group; this name will appear in the Incident screen when the rule group is in effect
for an incident.

This is the Default Incident Rule Group - Select this checkbox to designate the rule group as the one to apply if no
rule group is associated with the categorization, incident or hierarchy template, or customer associated with an
incident.

More than one rule group may apply to an incident; if an incident or hierarchy template selected for the incident has
arule group, it will override any other rule group that may apply. Use the Winner if Both Customer and Category Rule
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Groups are Being Used field in the Incident Basics screen to specify what is to take precedence if an incident'’s
customer and categorization both have a rule group.

Default Hours of Operation - Select the Hours of Operation definition that will apply if no definition is selected for a
time-based rule or for an on-save rule with a condition that includes "Within Business Hours" in the rule group. Use
the *+ Create New and # View/Edit options to access the Hours of Operation definition screen.

Adding Rules

Use the Add link on the On Save and Time-Based tabs to add previously configured rules to the rule group. All rules in
the rule group associated with an incident are evaluated when an incident is saved; the Position field determines the
order in which actions are taken when conditions are met. If rules in a group contain duplicate actions, the position
will determine the rule that will take precedence. You can use the Create button to create a rule and add it to the

current rule group.

Add Rules to This Rule Group

On Save Time-Based
Add Remove Create
Marne Position =

Created via Email 1

Category Approval 2

Assigning a Rule Group

Use the Add link on the Customers, Companies, Categories, Templates, and Hierarchy Templates tabs to associate
the rule group with one or more customers, companies, categories, templates, and hierarchy templates. You can also
do this via the Customer Profile, Company, Category, Incident Template, and Hierarchy Template screens.

Configuration / Options and Tools / Automate / Incident Rule Groups

Basics Aid
|:| Last Mame «  First Mame  Phone Location Company
Companies |:| Brown Al 280-297-1000 LBLSoft

1| 1]

Categories
Templates

Hierarchy Templates
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Setting the Rule Group Order of Precedence

Use the Order of Precedence button in the Rule Groups list screen to designate which should take precedence if a
rule group is associated with a template, customer, company, and/or category in effect for an incident.

Rule Groups x
Asset — —
==E Creata Copy Celete Cirder of Precedance Rules
Change
Mame & i Drefault
ncident Order of Precendencs
Email Incident - O Default
o _En“:laia
Printer Cat
Knowledge Entry Customer
Printer Issy
Croportunity _ | Company
op Lewel J i
Problem Category
Purzhase
A
Survey

Printing the Rule Group Summary

Click the Print button to display a summary of your saved entries; you can click the Print link in the dialog to send the
information to the printer.
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Customizing and Viewing Event Notification Content

Go to Options and Tools| Customize | Custom Notifications to view and customize the content of notifications for
iSupport events. All default notifications include "[iSupport]" preceding the subject text, but you can remove that text
by creating a custom notification. Event notifications are initiated in two ways:

«  ForiSupport's Asset, CMDB, Alert, Discussion Digest, and View Subscription functionality, notifications are sent
via s configured in the Options and Tools | Administer | s screen.

«  For modules with rule-based functionality (Customer, Incident, Problem, Change, Opportunity, Email, Discussion
Post, Purchasing, and Knowledge), notifications are sent via rules that will perform actions when specified
conditions are met. (The Time-based rule monitors time frames for time-based rules, however.)

In the Custom Notification screen, you can display and copy iSupport's default notifications via the Default subtab,
and create new custom notifications via the Custom subtab.

Custom Drefault
Basics Copy
]
Initial Incident Save
. e - — 3 - Subjec
Initial Incident Save by Customer Mame =uopect
Incident 18 . - - —
Incident Route Initial Save (by Support [iSupport] Mew Incident Ticket
Incident Closure Representative) - Cust Created
Email-5ubmitted Incident Creation N . _ i
Initial Save (by Support [ISupport] Mew Ticket Created for
Incident Closure Exceeded Representative) - Rep <Customer Mames

About Recipients

Recipients for default notifications can include both support representatives and customers, and the default
notification text is different for each. Support representative notifications (designated as "Rep") typically contain
customer details, the priority, the assignee, the URL to Desktop incident, and the URL to Mobile incident. Customer
default notifications (designated as "Cust") typically contain a link to the record on a mySupport portal; this link will
go to the URL specified in the mySupport Portal Configuration screen.

Duplicates will be checked in order to prevent a recipient from receiving the same notification more than once.
However, duplicate notifications to the same recipient may still occur. For example, if the incident creation
notification is configured to be sent to the Customer and CC: Others to Notify as well as the Assignee and CC: Others
to Notify, and the customer is on the Others to Notify list, the customer could receive a customer-targeted incident
creation notification as well as a support representative-targeted incident creation notification, and the link on the
support representative-targeted incident creation notification may not be accessible to the customer. Use the Others
to Notify views on the Desktop to review potential notification recipients.

Recipient email addresses are validated; if a blank address exists, no attempt will be made to send it. Automatic
notifications sent via agent will note errors in the Event Log. If an agent is run manually, errors will also display in a
dialog after the agent runs. The SMTP server will be checked for responsiveness; if it is unresponsive, an error will be
included in the log and processing will stop for that time. The notification failure threshold is 36 hours and all
attempts will be stopped after that point. If a component of a natification is missing and cannot be resolved, an error
will be included in the log and the notification will be deleted after 36 hours.
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Creating a Custom Notification

Use the Custom Notifications screen to select the delivery priority, enter subject and body text, and attach files for a
custom notification. You can include data from the associated record via the Include Field link.

Deskiop /[ Configuration / Opfions and Tools / Customize / Custom Nolifications

Mame Initial Zave {by Support Representafive) - Rep

Delivery Priority Low m High
Include Attachment{s) from On ﬂ

Incident
Subject Mew Incident Created for <Customer Mame:=
SM3S Text Mew Incident for =Customer Name>
Subject used if unspecified
Attachments Artach a file
Design Template Mone

Motification Message: Include Field

V=R - B 7 UE-&7§gQ-o-
dng=EssssrEsEE vssnssenr2 -

This <Prionty> priority incident ticket was created for <Customer Name=.

Customer Details
Mame: <Customer Name:]

Name - Enter a name for the custom notification.
Delivery Priority - Select the priority level to assign to the email: High, Normal, or Low.

Design Template - If desired, select the design template with the elements (text and images) to appear around the
body of the correspondence template and support representative signature (if applicable). You can select the Create
+ Newor # View/Edit options to access the Design Template screen; see “Configuring Design Templates” on page
64 for more information.

SMS Text - Enter the text to be sent when a rule using the Notify - SMS action is met. Note that if this field is blank or
if it is a default notification, the text in the Subject field will be used.

If sending to a support representative, the message will be sent to the following in their Support Representative
record: if Twilio integration is configured, the number in the Mobile field; if Twilio is not configured, the address in the
Alt Email field; if that is unavailable, the address in the Email field. See “Configuring Twilio Integrations” on page 65 for
more information.

If sending to a customer, the message will be sent to the following in their Customer Profile record: if Twilio
integration is configured, the number in the Mobile field; if Twilio is not configured, the SMS email from mySupport
(email to text); if that is unavailable, the address in the Email field.

Subject/Notification Message - In the Subject field, enter the subject line for the email notification.

On the Body tab, enter the body of the email notification. You can select the Notification Message link to display a
larger window for entry. Use the Include Field link to add field values from the current record. The field will be
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included in brackets, and the field data will be inserted into the email when it is generated. (If data does not exist for
a required field, nothing will be inserted; the field area will be blank.)

You can append :label:string to the <URL to x> include fields so the link displays as linked text rather than the full
URL. The <Rep URL to Read Online> and <mySupport URL to Read Online> include fields will include a link for viewing
the email on the web (typically for customers who aren't able to see an email properly rendered with linked images
via their mail client).

Select Field to Include = O

L

Current Date

Rep URL to Read Online
mySupport URL to Read Online
Incident

URL to Desktop Incident

URL to Mobile Desktop Incident
URL to mySupport Incident
Asset Detsils

Custom Fields

Custom Fields List

Age Group

Server 05

Site Visit Required

Depariment Code

Date

Include Attachment(s) from <record type> - For all modules except Asset, CMDB, Discussion Posts, Security, and
Alerts, select this checkbox to associate any attachments from the referenced work item type to the notification
when it is sent.

Attachments - Use the Attachments tab to attach a file to be sent with the notification.

Note: If data does not exist for a required field, nothing will be inserted when the email is generated. The field area
will be blank.

Configuring Design Templates

Use design templates to add common design elements such as header and footer text or images to outbound email
generated from iSupport. Use the Design Templates tab in the Core Settings | Email screen to enter a title and text
and images; the <Correspondence Body> tag indicates where the email data will be inserted when the design
template is applied.

Title Logo Footer

Body:

v an O-C- B/ Up-BL0-0 O N -
Times Mew R..= 3 = MNoma - A~

<Comespondsnce Body>

# ISUPPORT

=]
m
v

 Design [R3ASIIEINEER*N
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If a support representative sending a correspondence with the design template has a signature block, design
elements that are after the <Correspondence Body> tag will appear after it.

Subject: Contact Information Update Request

Hello,

Flease send me your updated contact infomation. Here is what we have in cur system:
Steve Johnson

sji@example. local

380-397-1004

Thank you,
Bamy White
Support Representative

3580-397-1000
bwi@example.local

J iSUPPORT

Displaying the Notification Queue

Use the Notification Queue option under Options and Tools | Administer to display all notifications that have not
been sent. You can use the checkboxes to restrict the notifications to appear in the screen, and delete any
notifications that you do not wish to be sent.

View: i Incident & Change @ Problem o Purchase ) Service Contract M Configuration ltem

Delete Selected Maotifications Clear All Naotifications

Type Ewvent Date Created = Murnber

Furchase nitial Purchase Request Save 2272019 2:32:45 PM G22F433A77
Purchase nitial Purchase Request Save 2172019 11:25:28 AM | G21036394A7
Service Contract | Initial Save 1/267201% 10:31:17 AM | GIRB351683

Configuring Twilio Integrations

iSupport integrates with Twilio for sending iSupport notifications to support representatives via SMS (Short Message
Services) messaging. Rules with the Notify - SMS action will send the contents of the SMS Text field in the specified
notification; if that field is blank or if it is a default notification, the text in the Subject field will be used.

If sending to a support representative, the message will be sent to the following in their Support Representative
record: if Twilio integration is configured, the number in the Mobile field; if Twilio is not configured, the address in the
Alt Email field; if that is unavailable, to the address in the Email field. If sending to a customer, the message will be
sent to the following in their Customer Profile record: if Twilio integration is configured, the number in the Mobile
field; if Twilio is not configured, the SMS email from mySupport (email to text); if that is unavailable, the address in
the Email field.

Rules can change the Twilio integration (phone number to which an iSupport SMS notification is sent) used for a work
item.

iSupport Software
Page 65



After signing up at Twilio.com, use the Options and Tools | Integrate | Twilio Integrations screen to set up a number
from which iSupport SMS notifications can be sent.

Desktop / Configuration / Options and Tools / Integrate / Twilio® Integrations

Use this soreen to integrate with Twilic for sending iSupport notifications via SMS [Short Message Services) messaging. Sign
up at Twilic.com. In this screen enter a name for the integration, the number for an SM5-enabled phone from which
notifications can be sent, and the values from your Twilio.com account dashboard in Account 510 and Auth Token fields.
Name Twilie1

Phone Number JOOOO0000000

Account 51D

Auth Token |

Default Yes No

Name - Enter a name for the Twilio integration.

Phone Number - Enter the number for an SMS-enabled mobile phone from which iSupport SMS notifications can be
sent.

Account SID - Enter the value for the Account SID from your Twilio.com account dashboard.
Auth Token - Enter the value for the Auth Token from your Twilio.com account dashboard.

Default - Select Yes to use this Twilio integration phone number for all work items that have not been assigned a
Twilio integration phone number via a rule.
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Configuring Auto-Close and Auto-Fill Incident Templates

Incident templates initially populate fields in Incident records; they are used for incidents that occur frequently.
There are two types: auto-close and auto-fill. An auto-fill template will populate fields and the Incident screen will
remain open; an auto-close template will, when selected, populate the fields, change the status to a Closed status,
and close the Incident screen automatically. However, the auto-close feature will be disabled if:

* The template is used on the mySupport portal.

« Any custom fields are marked as required. Instead, the support representative will be required to enter
information in all required custom fields before the incident can be closed.

* Any required fields on the incident have not been completed (customer name, categorization, and description).

If an inbound email rule uses an auto-close incident template and a required custom field does not have a default
value, the required custom field will not have a value in the closed incident.

You can assign a rule group to a template. When the template is selected in the Incident screen, the rule group
assigned to the template will replace any existing rule group that may be in effect (for the category or customer).
When the template is selected from the mySupport portal, it takes effect based on the creation date and time.

Note that if a template has a field that is blank, the corresponding field in the incident will not be overwritten with a
blank value.=

Setting Basic Options

To access the Incident Template screen, select Incident Templates and then click the New link.

Desktop f Configuration | Dptions and Took [ Automate / Templates

Basics 3 Hame Workstation Performance
Advanced Make Available to mySupport n o
Custorn Fields -
Enable Category Selection and On E
Format Require Lowest Level
Arzachments Description as Placeholder for n i
mySupport
Group Access
H ol
Signing Agreemants Make .FI.'.'HI'H!J'E to Support n
Representatives
Approval Cycle IT Approvals w |+
Categorization O Hardwzre | PC | Performance

Issue Description

Slow performance on workstation.

Name - Enter a name for the incident template. This name will display for selection in the Incident screen.

Make Available to mySupport - Select Yes to allow the template to be used on a mySupport portal. You can create a
link to the template using the mySupport Navigator screen.

Enable Category Selection and Require Lowest Level - This field appears if Yes is selected in the Make
Available to mySupport field. Select Yes to enable the category picker when the template is used on a mySupport
portal. The user will be prompted to select the lowest level category if they have not already done so.

Description as Placeholder for mySupport - Select On to remove the configured text in the Issue Description
field when the user clicks in the field in the Incident screen on mySupport.

iSupport Software
Page 67



Make Available to Support Representatives - Select Yes to include the template in the list of templates for
selection in the Incident screen. See “Restricting Access” on page 72 for information on restricting access to members
of support representative groups.

Approval Cycle - If approvals are enabled, select the approval cycle to associate with the template. The rule group in
effect for the incident can control whether approvals are required and how approval cycles are applied.

Categorization - Click the Categorization link to select a category combination describing the issue. This category
combination will populate the Categorization field in the Incident screen.

Display the Call Script for This Category Set - This field is enabled if a script is associated with the selected
category combination. Select Yes to display the script when the template is selected in the Incident screen. To view
the call script associated with the categorization, click the View Call Script link.

Short Description - This field appears if the Short Description field is enabled on the Incident Fields tab in the
Incident Basics screen. Enter the text to populate the Short Description field in the Incident screen.

Issue Description - Enter the text to populate the Description field in the Incident screen. If On is selected in the
Description as Placeholder field, the text will disappear when the user clicks in the field in the Incident screen.

Issue Resolution - Enter the text to populate the Resolution field in the Incident screen.
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Setting Advanced Template Options

Use the Advanced tab to set miscellaneous template options and enter defaults.

Basics

Group Access

Signing Agreements

Default Assignee

Default Customear

Routing Method

Route Typa

Default Status

Restrict Statuses

Statuses to Display

-+ F

John Bobson  Clear

Load Balanced ~
By Mame b
Oman v ||+ &

-

Open {mySupport Label: Open))

Closad {mySupport Label: Closed)

QA Review (mySupport Label: Open)
Reopened (mySupport Label: Open)
Scheduled (mySupport Label: Schadu’s +

Default Priority Medium ~
Include Followup Date Field n i

Default Number of Days For Followup 3 days
Append Description |/ Resolution to n o

Existing Text

Append Description From Parent n ol

Automatically Close the Incident On m

Rule Group Incident - Defzult Rule ¢ % || & | #
Desktop Incident Layout Defaw’t LI R
mySupport Display Incident Layout Display Incident w | o+
mySupport Submit Incident Layout Submit Incident v |+

Default Assignee - Select the support representative to populate the Assignee field in the Incident screen. If this field
is left blank and the template is applied, the incident source is considered:

+ Iftheincident was manually created by a rep and has not been routed, the default assignee selected in the
Incident Basics screen will be used when the template is applied.

+ Iftheincident had been routed previously, the original author of the incident will be the new assignee.
« Iftheincident was created from a child incident in a hierarchy, the author of the parent incident is used.

+ Iftheincident was created via mySupport, the default customer request owner specified for the portal options
set will be used.

+ Iftheincident was created via email processing, the email account's default assignee will be used.
Use the * Create New and # View/Edit options to access the Rep Profile screen.

Default Customer - This field will apply if a customer has not been added to an incident. Select the customer to
populate the Customer field in the Incident screen.

Routing Method - Select one of the following for assignment of incidents created by the template:
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* None to only assign to the support representative specified in the Default Assignee field.

+ Load Balanced to select an assignee based on current open incident statistics, including weights based on
priority. The available support representative with the lightest overall workload will be selected.

* Round Robin to select an assignee based on the oldest date and time.

If Load Balanced or Round Robin is selected, the Route Type field will appear; select By Name to select among all
available representatives, By Group to select among a specified group, By Location to select among those in a
specified location, By Skill to use the categorization to select qualified support representatives, and By Location By
Skill to select among those in a specified location with qualified skills. See “Enabling Routing Methods" on page 10 for
more information.

If there is no support representative available for a selected method, an incident will be assigned to the support
representative in the Default Assignee field. If none, the incident will be assigned to the support representative in the
Default Incident Assignee field on the Basics tab in the Incident Management Basics screen.

Route Type - If Load Balanced is selected as the routing method,

Default Status - If the template is not an auto-close template, select the open status level to populate the Status
field in the Incident screen. Use the *+ Create New and # View/Edit options to access the Custom Status Labels
screen.

Restrict Statuses/Statuses to Display - To designate the status labels that will be available for selection in incidents
created by the template, select Yes and then select the labels.

Default Mapping - This field appears if Impact Urgency Mapping is enabled on the Basics tab in the Incident Basics
screen. Click this link to select the Impact, Urgency, and Priority to assign to the Impact, Urgency, and Priority fields
on incidents created from the template. These mappings are configured in the Impact and Urgency screen. Use the
*+ Create New and # View/Edit options to access the Impact and Urgency screen.

Default Priority - This field appears if Impact Urgency Mapping is not enabled. Select the priority level to populate
the Priority field on the Incident screen.

Include Followup Date Field - This field appears if Select Yes to display a Followup Date field in the Incident screen;
if a followup reminder email is configured, the email will be sent to the incident assignee when the date in the field is
reached. Use the Default Number of Days for Followup field to enter the number of days (after the incident open
date) to be used in the calculation of the date to display by default in the Followup Date field.

Default Number of Days for Followup - If including a followup date on the Incident screen, enter the number of
days (after the incident open date) to be used in the calculation of the date to display by default in the Followup field.
When the followup date is reached, a followup reminder email will be sent to the assignee of the incident. Once the
email is sent, the date is recalculated based on the number of days entered in this field.

Append Short Description/Description/Resolution to Existing Text - Select Yes to add a blank line and the text
from the Short Description, Description, and/or Resolution field to existing text when the template is applied to a
saved incident.

Append Description From Parent - Select Yes to enable the description from a parent (originating) incident in a
hierarchy to be appended to the description in a child incident created from it. This will also apply to child incidents
created via rules or when the template is applied to an incident that is already part of a hierarchy. Note that if this
option is set to Yes for templates on all levels of a multi-tier hierarchy, the lowest level work items could have
descriptions built up from many other higher level work items.

The text entered in the work item's description via email or direct entry will be retained when the template’s
configured description and resolution are applied. If the Append Description/Resolution to Existing Text option is
also enabled for a template, an incident description would include the text from the template, the text entered via
the email, rep, or mySupport customer, and the description from the parent (originating) incident.

This setting will be ignored if the template is applied to an incident that has no parent level incident (it's not part of a
hierarchy).

Automatically Close the Incident - Select Yes to enable the auto-close option for the template. When the template
is selected for an incident, the incident status will change to Closed and the incident window will close.
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If you do not enable this option, the template will be labeled "Auto-Fill" in the template selection dialog in the
Incident screen. If you enable this feature, "Auto-Close" will appear next to the template name.

Note: The auto-close feature will be disabled if:
+ The template is used on the mySupport portal.

« Any custom fields are required. Instead, the support representative will be required to enter information in all
required custom fields before the incident can be closed.

* Any required fields on the incident have not been completed (customer name, categorization, and description).

Default Closed Status - If automatically closing the incident, select the Closed status to populate the Status field in
the incident. Use the + Create New and # View/Edit options to access the Custom Status Labels screen.

When an Incident is Auto-Closed, Record Time Worked - If automatically closing the incident, select Yes to record
a specified amount of time in the Time Worked field on the incident.

Time Value - If automatically closing the incident and recording the time worked, enter the amount of time to
record.

Rule Group - If applicable, select the rule group to apply when the template is selected in the Incident screen. The
rule group assigned to the template will replace any existing rule groups that may be in effect (for the category or
customer). Use the * Create New and #° View/Edit options to access the Incident Rule Group screen; see
“Configuring Rules and Rule Groups for Incidents” on page 46 for more information.

Desktop Incident Layout - Select the layout containing the fields and tabs that will display when the template is
selected for an incident via the Incident screen or a rule. You can use the + Create New and # View/Edit options to
access the Incident Layouts configuration screen. Layouts can also be associated with a category, customer group,
support rep group, or incident hierarchy template; the Order of Precedence field in the Incident Layouts screen
determines which layout to use when more than one reference is applicable (for example, if the logged in rep's
primary group has a layout as does the selected category). For categories, the layout found with the lowest level will
be used; if a layout is not found at the lowest level the next level up will be checked, and so on up to the top level. If
no layout is associated at the top level, the default layout specified in the Layouts screen will be used.

mySupport Display Incident Layout - Select the mySupport incident display layout (configured via the mySupport
Layouts screen) to apply when incidents created by the template are displayed on a mySupport portal. You can use
the *+ Create New and # View/Edit options to access the mySupport Layouts configuration screen.

mySupport Submit Incident Layout - Select the mySupport incident submit layout (configured via the mySupport
Layouts screen) to apply when the template is used on a mySupport portal. You can use the + Create New and #
View/Edit options to access the mySupport Layouts configuration screen.

Configuring Custom Fields

The Custom Fields tab contains custom fields configured via the Custom Fields screen; select the values to populate
custom fields by default in incidents created by the template.

Deskiop | Configuration [ Options and Tools [ Automate [ Templates

e Server O5:
Acvanoed
Site Visit Required: Yes '™ Mo
Custom Felds ¥
Farmak Department Code: 500
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Formatting the mySupport Incident Template Submit Screen

If Yes is selected in the Make Available to mySupport field on the Advanced tab, use the Format tab to add formatted
text and images to appear at the top (header) and bottom (footer) of the mySupport Submit screen.

my5Support Header

Basics
Please kst all of the applications running on your systern.

Advanced
Custom Fields

Attachments

my5Support Footer

It may take up to two hours to get back to you.

Attaching Files

Use the Attachments tab to attach any files to the template.

Restricting Access

Use the Group Access tab to restrict display of the template to members of support representative groups. Click the
Add link to display the following dialog for selecting the groups. After you add one or more groups and save, the
template will display only to members of the selected groups.

Restrictzd o the followi :
Basics £ following groups:

A RErnowe
Name « Diescription

Adrministrators Administrators group crested during application insta
Marme W Contains b . -

Group Access > Saarch Shioww All

Signin'; 'I'I'.I;-EEH-E_E- Search wilhin resulls

Amachments

Facilities {Managzment)
Group Only Routing

Hardwara Repair
{Support)

Human Resources {HR)

IT {IT)
Network (IT)

Cuality Control (IT)

B Name - Description
Adrministrators Administrators group created during
(Managament) application install

Managers from Facilibies department

Employees that have the skills to repair
hardwarz

Employees in the Human Resources
department

Information Technology group
Support for network-related issues

Testers

:dl.l-ul m
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Associating Signing Agreements

Use a signing agreement to display details in the Sign dialog in the Incident and Change work item screens. Signing
agreements can be associated with customer and support representative groups, categories, and incident and
change templates. If an incident or change involves more than one associated signing agreement (group, category, or
template), all will be included in the Sign dialog in a dropdown for selection. (Note that “Blank” is also included for
displaying no text above the signing line.)

On the Signing Agreements tab, select the agreements to appear for selection in the dropdown when the incident or
change involves the associated template. Use the plus sign icon to create an agreement via the Signing Agreements
configuration screen.

Select Signing Agreements:  +

Basics
Admin Rep Group
Advenoed Customer Graup

Sagning Agreement 1
Custom Fiedds =0

ZSigning Agresment 2
Format Templatz Agrezmant
Amachmeants

Group Acosss

Signing Agreaments

Deleting Templates

You cannot delete a template that has been used to create incidents until the associated incidents have been closed
and archived or deleted and removed via the Database Maintenance agent. You can create a view with the Template
Name attribute in the Incidents data source to display the name of templates used to create incidents.
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Configuring Incident Hierarchy Templates

Like incident templates, incident hierarchy templates initially populate fields in Incident records. Use hierarchy
templates to track and manage issues, incidents, and service requests that have multiple activities; you can use a
template as an incident model that predefines steps to handle a process. Existing incident functionality such as
escalation, routing, and followup dates apply to incidents created from hierarchy templates. Note that if a template
has a field that is blank, the corresponding field in the incident will not be overwritten with a blank value.

Hierarchy templates are especially useful for accountability purposes if there is more than one person involved; for
example, you could create a hierarchy template for checking an application connection with someone in IT as the
default assignee, and create a template for checking permissions with someone in Accounting as the default

assignee.

Templates

Changs Back A Ml Exiling Insart Tngerl Exzsting Edit Dealete

a- Check Connection to Accounting Application
Change Hierarchy = - —
: :  Check Accounting Application Permissions
Correspondancs

Incident

Incident Hierarchy >

In the example above, when the Check Connection to Accounting Application template is selected in the Incident
screen, an incident is created from the Check Connection to Accounting Application template as well as the Check
Accounting Application Permissions template.

Notifications regarding hierarchy events can be configured via incident rules; for example, you can send a
notification to the assignee of the top (root) level incident or to the assignees of lower level incidents.
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Creating a Top Level Template

Complete the following fields on the Basics tab in the Hierarchy Templates screen.

Hame Check Connection to Accounting Application

Advanced Make Available to mySupport m o
Custom Fields . B -
Enable Category Selection and Require Lowest an
Formak Level
Attachrments Description as Placeholder for mySupport an m
Hroup ARCESS Make Available to Support Representatives E ar
Approval Cycle Application Access Approvals W4 2
Categorization O Applications | CRM | Access Request
Short Description Accounting App Connechion

Issue Description

Check Connection Accounting Application

Issue Resolution

Name - Enter a name for the hierarchy template. This name will display for selection in the Incident screen.

Make Available to mySupport - This field is only available on a top-level hierarchy template. Select Yes to allow the
template to be used on the mySupport portal. You can create a link to the template using the mySupport Navigator
screen.

Enable Category Selection and Require Lowest Level - This field appears if Yes is selected in the Make
Available to mySupport field. Select Yes to enable the category picker when the template is used on a mySupport
portal. The user will be prompted to select the lowest level category if they have not already done so.

Description as Placeholder for mySupport - Select On to remove the configured text in the Issue Description
field when the user clicks in the field in the Incident screen on mySupport.

Make Available to Support Representatives - This field is only available on a top-level hierarchy template. Select
Yes to include the template in the list of templates for selection in the Incident screen. See “Restricting Access” on
page 80 for information on restricting access to members of support representative groups.

Approval Cycle - If approvals are enabled, select the approval cycle to associate with the template. The rule group in
effect for the incident can control whether approvals are required and how approval cycles are applied.

Categorization - Click the Categorization link to select a category combination describing the issue. This category
combination will populate the Categorization field in the Incident screen.

Display the Call Script for This Category Set - This field is enabled if a script is associated with the selected
category combination. Select Yes to display the script when the template is selected in the Incident screen. To
view the call script associated with the categorization, click the View Call Script link.

Short Description - This field appears if the Short Description field is enabled on the Incident Fields tab in the
Incident Basics screen. Enter the text to populate the Short Description field in the Incident screen.
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Issue Description - Enter the issue description to populate the Description field in the Incident screen.
Issue Resolution - Enter the issue resolution to populate the Resolution field in the Incident screen.

Use the Advanced tab on the Hierarchy Template screen to set miscellaneous template options and enter defaults
for the assignee and priority fields.

Deskiop / Configuration [ Oplions and Tools [ Automate [ Templates

Basics Default Assignee + [
Advanced >

Routing Method Lozd Balancad L'
Custom Fields

Route Type By Location i
Format

Default Location Morthwest ~
Attzchments
Group Access Default Status Open e + 4

Restrict Statuses m o

Statuses to Display Open {mySupport Label: Open)

Closad (mySupport Labal: Closed)

QA Review {mySupport Label: Open)
Reopenad (mySupport Label: Cpan)
Scheduled (mySupport Label: Schedul:

Default Priority Medium Al
Default Humber of Days For Followwup r days
Append Short m o
Description] Description/ Resolution to
Existing Text
Append Description From Parent m o
Auta Close Parent m o

Auto Close Parent Status Closed a4
Rule Group Incident - Dafault Rule ¢ || + | #
Desktop Incident Layout Default v |+ | #
mySupport Display Inddent Layout Display Incident v o+
mySupport Submit Incident Layout Submit Incident | N

Default Assignee - Select the support representative to populate the Assignee field in the Incident screen. Use the
*+ Create New and # View/Edit options to access the Rep Profile screen.

Routing Method - Select one of the following for assignment of incidents created by the template:
« None to only assign to the support representative specified in the Default Assignee field.

+ Load Balanced to select an assignee based on current open incident statistics, including weights based on
priority. The available support representative with the lightest overall workload will be selected.

+ Round Robin to select an assignee based on the oldest date and time.
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If Load Balanced or Round Robin is selected, the Route Type field will appear; select By Name to select among all
available representatives, By Group to select among a specified group, By Location to select among those in a
specified location, By Skill to use the categorization to select qualified support representatives, and By Location By
Skill to select among those in a specified location with qualified skills. See “Enabling Routing Methods” on page 10 for
more information.

If there is no support representative available for a selected method, an incident will be assigned to the support
representative in the Default Assignee field. If none, the incident will be assigned to the support representative in the
Default Incident Assignee field on the Basics tab in the Incident Management Basics screen.

Default Status - Select the status level to populate the Status field in the Incident screen. Use the + Create New
and # View/Edit options to access the Custom Status Labels screen.

Restrict Statuses/Statuses to Display - To designate the status labels that will be available for selection in incidents
created by the template, select On and then select the labels. Note: Use the Order of Precedence link in the Custom
Status Labels screen to set which will prevail if both a template and a support representative group have a restricted
status.

Default Mapping - This field appears if Impact Urgency Mapping is enabled on the Basics tab in the Incident Basics
screen. Click this link to select the Impact, Urgency, and Priority to assign to the Impact, Urgency, and Priority fields

on incidents created from the template. Use the * Create New and # View/Edit options to access the Impact and
Urgency screen.

Default Priority - This field appears if Impact Urgency Mapping is not enabled in the Incident Basics screen. Select
the priority level to populate the Priority field on the Incident screen.

Default Number of Days for Followup - If including a followup date on the Incident screen, enter the number of
days (after the incident open date) to be used in the calculation of the date to display by default in the Followup field.
When the followup date is reached, a followup reminder email will be sent to the assignee of the incident. Once the
email is sent, the date is recalculated based on the number of days entered in this field.

Append Short Description/Description/Resolution to Existing Text - Select On to add a blank line and the text
from the Short Description, Description, and/or Resolution field to existing text when the template is applied to a
saved incident.

Append Description From Parent - Select On to enable the description from a parent (originating) incident in a
hierarchy to be appended to the description in a child incident created from it. This will also apply to child incidents
created via rules or when the template is applied to an incident that is already part of a hierarchy. Note that if this
option is set to Yes for templates on all levels of a multi-tier hierarchy, the lowest level work items could have
descriptions built up from many other higher level work items.

The text entered in the work item's description via email or direct entry will be retained when the template’s
configured description and resolution are applied. If the Append Description/Resolution to Existing Text option is
also enabled for a template, an incident description would include the text from the template, the text entered via
the email, rep, or mySupport customer, and the description from the parent (originating) incident.

This setting will be ignored if the template is applied to an incident that has no parent level incident (it's not part of a
hierarchy).

Auto Close Parent - Select Yes to automatically close the top level work item if all lower level work items in the
hierarchy are closed. The following text will be included in the resolution field: “Automatically closed after closure of
all work items in the hierarchy”.

Auto Close Parent Status - If automatically closing a top level work item when all lower level work items in the
hierarchy are closed, select or create a Closed status label to assign to the top level incident that is automatically
closed. Use the + Create New and # View/Edit options to access the Custom Status Labels screen.

Rule Group - If applicable, select the rule group to apply when the template is selected in the Incident screen. The
rule group assigned to the template will replace any existing rule groups that may be in effect (for the category or
customer). Use the * Create New and # View/Edit options to access the Incident Rule Group screen; see
“Configuring Rules and Rule Groups for Incidents” on page 46 for more information.

Desktop Incident Layout - Select the layout containing the fields and tabs that will display when the hierarchy
template is selected for an incident via the Incident screen or a rule. You can use the + Create New and # View/
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Edit options to access the Incident Layouts configuration screen. Layouts can also be associated with a category,
customer group, support rep group, or incident template; the Order of Precedence field in the Incident Layouts
screen determines which layout to use when more than one reference is applicable (for example, if the logged in
rep's primary group has a layout as does the selected category). For categories, the layout found with the lowest level
will be used; if a layout is not found at the lowest level the next level up will be checked, and so on up to the top level.
If no layout is associated at the top level, the default layout specified in the Layouts screen will be used.

mySupport Display Incident Layout - Select the mySupport incident display layout (configured via the mySupport
Layouts screen) to apply when incidents created by the template are displayed on a mySupport portal.

mySupport Submit Incident Layout - Select the mySupport incident submit layout (configured via the mySupport
Layouts screen) to apply when the template is used on a mySupport portal.

Configuring Custom Fields

The third tab contains custom fields configured via the Custom Fields screen; select the values to populate custom
fields by default in incidents created by the template.

Basics Department Code: | 100

Advanced

Formatting the mySupport Incident Hierarchy Template Submit Screen

The Format tab will appear if Make Available to mySupport is selected on the Advanced tab. Use the Format tab to
add formatted text and images to appear at the top (header) and bottom (footer) of the mySupport Incident
Hierarchy Template Submit screen.

Deskiop | Configuration [ Oplions and Tools [ Automate [ Templates

) mySupport Header
Basics
Please complete all of the fields below.
Advanced
Custom Fields
Attachmants
mySupport Footer
Group Access It may take up to two weeks to complete this task.
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The text will appear as shown in the example below.

Please complete all of the fields below:.

Nurmber: MAJCZARAZE Opened 101972022 11:19:59 AM
Customer: Steve ohnson @ Category: Applications
CRM
Access Reguest
Details
Cuitormn Fialds
Department Code C100
Description
B/ 1|U|§

Chedk Connection Accounting Applicadon

Attachments:

Ta attach a file, drag and drap the file or click Select File to choose ane.

It may take up to two weeks to complete this task.

Attaching Files

Use the Attachments tab to attach any files to the template.
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Restricting Access

Use the Group Access tab to restrict display of the template to members of support representative groups. Click the
Add link to display the following dialog for selecting the groups. After you add one or more groups and save, the
template will display only to members of the selected groups.

) Restricted to the following groups:
Basics D
Hule RErioveE
Achvanoed
!:'l Name = Diescription
Custom Fislds

_ Administrators Administrators group crested during application insta

E — )

Format

Amachments

Fadilities {Management)
[ Group Only Routing

Hardwara Repair

Managers from Facilities department

Employees that have the skills to repair

Hlarme b Containsg b <
Signing Agresments Searct i
B Name - Description -
Adrministrators Administrators group created during
{Management) application install

{Support) hardwars
[ Human Resources (HR) Employees in the Human Resources
deparbrmient
1 IT(IT) Information Technology group
L Network (IT) Support for network-related issues
T Quality Control (IT) Testers
-

:d"LEI ﬂ -

Creating a Lower Level Template

After you create and save a template, the following links appear in the View Hierarchy Templates screen:

Decktop f Configuration [ Oplions and Tools [ Automate [ Templates

Templates

Back Add Add Exiting Tnsart Inserl Existing Edit Dealete

Change
Change Hizrarchy

Correspondence

Incident

To create a template that will be one level below an existing template, select the existing template and click the Add
link.
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The Hierarchy Template screen appears. On a lower-level template, the Basics tab does not contain the Make
Available to mySupport and Make Available to Support Representatives fields because only top-level templates are
available for selection in the mySupport portal and Incident screens. (However, the layouts will apply to incidents
created by the template.)

Desktop [ Configuration [ Oplions and Tools [ Automate [ Templates
Hame Check Accounting Application Permissions

Adhvanced Approval Cycle Application Access Approvals w4+ #
Customn Fields Categorization Applications | CRM | Acoess Raquest
Attachmants

Issue Description

Check Accounting Application Permissions

Issue Resolution

When you add a lower level template to a top-level template, the lower level template is indented in the View
Hierarchy Templates screen.

Desktop [ Configuration [ Oplions and Tools [ Autormate [ Templates

Templates

Change Back A Add Existing Irsart Insert Existing Edit Delete

al- Check Connection to Accounting Application
Change Hierarchy — . m—

Correspondence

Incident

Inddent Hierardhy >

After using a hierarchy template in the Incident screen, use either the Related Hierarchy field (if configured) or the
4t View Related option (which displays a dialog as shown below) to display the incidents created by the template
hierarchy. A € Click for Details option appears next to each open and closed incident for displaying incident details.

W Finished
In Progress
B Future

e Pl L] 40%: L L] = L) L]

Check Connection to Accounting Application - Open [Cumant) (:j
Chech Accounting Application Permizzions - Open D (1]

When a third level template is added to the hierarchy, a dependency is created. An incident will not be automatically
created from the middle-level template until the incident created from the template below it is closed. In the example
below, when the Check Connection to Accounting Application template is selected in the Incident screen, it is applied
to the current incident and an incident is created with the Check User Account Permissions template. An incident will
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be created with the Check Accounting Application Permissions template when the Check User Account Permissions
incident is closed.

Templates

- Back Hud Add Exislang [nsert Irserl Existing Edit Delata
Lhange : .

1 Check Conmection to Accounting Application
Change Hierarchy . T .
- Lo =~ Check Accounting Application Permissions

Correspondence -~ Check User Account Permissions

Incident

This is shown in the Incident screen when you view the hierarchy.

In Progress

= Futurs

0t 20% 40%: 0% B0 100%
Check Connection to Accounting Application - Open (Current) (:)
Check Accounting Application Pemizzions .
Check User Account Permizsions - Open ()

In iSupport, template components that have not created incidents due to dependencies are called placeholders.

Dependencies are created as you add more levels. In the example below, an incident created from the Check
Accounting Application Permissions template must be closed before an incident will be created from the Check
Connection to Accounting Application template.

= Cannot Connect to Administration Server

i* Check Direct Connection to Server

- -

‘L* = dEpEI‘Ij'E'I'It on Check Connection to CRM Application

= U et T =~ Check CRM Application Permissions

created from i
lower lewvel I Check User Account Permissions
template t l= Check Connection to Accounting Application

heck Accounting Application Permissions

This is shown in the Incident screen when you view the hierarchy.

In Progress
B Future . .
It that t 0% 20% 40% 60% 80% 100% Items in blue with a
ems that are no status are the
:D_O:Ejfacec:: or bllui [~ Cannot Connect to Admin Server - Open [Cumrent) D descriptions of
INKS are template P
Check Direct Connection to Senver - Open O 1] incidents that have
placeholders for - been created
which incidents have Check Connection fo CRM Application ' because they have
not been created |
Check CAM Application Pemmizzionz no closure
(because of closure .
d denci o dependencies. To
|Oevfl):|?|eevne(|:loers- g:her Check Uszer Account Femmizzions - Open (L) €8 view an incident,
o Check Connection to Accounting Application click on a link.
incidents).
Check Accounting Application Pemizzions - Open I:::I 1]

In addition to the dependency that exists when a template is directly below (a lower level template to) another
template in a hierarchy, you can define a separate dependency. In the following example, the Check Accounting
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Application Permissions template is defined to be dependent on closure of an incident created from the Check CRM
Application Permissions template.

1" Cannot Connect to Admin Server
Check Direct Connection to Server
__. Check Connection to CRM Application
1" Check CRM Application Permissions
Check User Account Permissions
=" Check Connection to Accounting Application

Check Accounting Application Permissions (Depends on closure of Check CRM Application Permissions)

The defined dependency is shown in the Incident screen when you view the hierarchy.

Cannot Connect to Admin Server - Open (Current) ()
Check Direct Connection to Server - Cpen O @
Check Connection to CRM Application
Check CRM Application Permissions @
Check User Account Permissions - Open @ i
Check Connection to Accounting Application
Check Accounting Application Permissions (Depends on closure of Check CRM Application Permissions)

For information on defining the separate dependency, see “Adding Other Dependencies” on page 84.

Example - Building a Workflow Hierarchy

You can use the Add, Add Existing, Insert, and Insert Existing options on the right-click menu to create a large
hierarchy as shown in the example below. It is useful to chart your template structure using a white board to ensure
that it is logical and complete.

I' Cannot Connect to Admin Server
Check Direct Connection to Server
:'. Check Connection to CRM Application
I Check CRM Application Permissions
Check User Account Permissions

J" Check Connection to Accounting Application

Check Accounting eselicadion Damalecioc,
Add
Add Existing
Inzert
Insert Existing
Edit
Celata

You would use the following steps to create the workflow:

1 Usethe New link to create and save the Cannot Connect to Admin Server template.
2 Select the Cannot Connect to Admin Server template and click the Add link.

3 Create and save the Check Direct Connection to Server template.
4

Select the Cannot Connect to Admin Server template and click the Add link. Create and save the Check
Connection to CRM Application template.

Select the Check Connection to CRM Application template and click the Add link.
Create and save the Check CRM Application Permissions template.
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7 Select the Check CRM Application Permissions template and click the Add link.
Create and save the Check User Account Permissions template.

Select the Cannot Connect to Admin Server template and click the Add link. Create and save the Check
Connection to Accounting Application template.

10 Select the Check Connection to Accounting Application template and click the Add link.

11 Create and save the Check Accounting Application Permissions template.

Adding Other Dependencies

In addition to the dependency created when you add or insert a template, you can define a dependency on a
template that is not on a level directly below the specified template. In the following example, a dependency can be
defined for the Check Accounting Application Permissions template so that an incident will not be created from it
until an incident created from the Check CRM Application Permissions template is closed.

' Cannot Connect to Admin Server
Check Direct Connection to Server
__J Check Connection to CRM Application
=" Check CRM Application Permissions
Check User Account Permissions

=I" Check Connection to Accounting Application

Check Accounting Application Permissions (Depends on closure of Check CRM Application Permissions)

To define this type of dependency, you would first select the template (Check Accounting Application Permissions in
this example) and click the Edit link. In the Hierarchy Template screen, click the Depends on Closure of Incidents
Created From link on the Advanced tab. Select the template from which an incident must be closed before an
incident will be created from current template. Continuing with the example, you would select the Check CRM
Application Permissions template.

Deskiop / Configuration / Options and Tools / Automate / Templates o

Basics Default Assignee Stuart Copeland - Support |4 || & || %
Achvanced
Routing Method Load Balanced v
Custom Fields
Route Type By Mams v
Attachments
Default Status Open r + s
Restrict Statuses On ﬂ
Default Pricrity Medium T
Rule Group Incident - Default Rule G + r
Desktop Incident Layout Default - + r
my Support Display Incident Layout Display |ncident v + ra
mySupport Submit Incident Layout Submit Incident v + ra
Depends on Closure of Incidents Created Check CRM Application Permissions
From
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The defined dependency is shown in the Incident screen when you view the hierarchy.

Cannot Connect to Admin Server - Open (Current) ()
Check Direct Connection to Server - Cpen O @
Check Connection to CRM Application

Check CRM Application Permissions @
Check User Account Permissions - Open @ i

Check Connection to Accounting Application @

Check Accounting Application Permissions (Depends on closure of Check CRM Application Permissions)

Note: When you use the Edit link to change a template, the change will not be reflected in any other hierarchies that
use the template. Incidents already created from the template are not affected; however, future incidents created
from the template will reflect the change.

Adding Existing Templates

When you use the Add Existing link to add an existing template to a hierarchy, a copy of the existing template is
placed a level under the selected template and changes can be made if necessary. If the template that is copied
includes lower level templates, those templates are also copied.

Inserting Templates Into a Hierarchy

Once you have created a workflow hierarchy, you can use the Insert and Insert Existing links to insert a copy of a
template into it. The inserted template will be placed above (as a parent to) the selected template, pushing the
selected template down a level. If the template to be inserted includes lower level templates, those templates are
also copied.

In the example below, if you were to select the Check Direct Connection to Server template, click the Insert link, and
create and save a different template (Confer With Sys Admin in the example below), the template hierarchy would
look like the following.

Before

Cannot Connect to Admin Senfer|

Check Direct Connection to Senver
Check Connection to CRM Application
Check CRM Apclication Permissions
Check User Account Permissions
Check Connection to Accounting Application

Check Accounting Application Permissions (Depends on closure of Check (RM Application Permissions)

After selecting the Check Direct Connection to Server template and inserting
the Confer With Sys Admin template, the Check Direct Connection to Server
Y template becomes a level lower than the inserted template.

I Cannot Connect to Admin Server

I Confer With Sys Admin
Check Direct Connection to Server
. I Check Connection to CRM Application
I Check CRM Application Permissions
Check User Account Permissions
I* Check Connection to Accounting Application

Check Accounting Application Permissions (Depends on closure of Check (RM Application Permissions)
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Deleting Templates in a Hierarchy

If you need to delete a template that has lower level templates, you can choose to delete the lower level templates or
move them under the upper level of the template to be deleted. In the example below, if you select the Confer With
Sys Admin template and click the Delete link or press the Delete key, the following prompt will appear after a
verification prompt:

Dack Add Add Exisling Imsert Irsarl Exisling Edil Delata

Would you also like ko deleks all of the related tsmplabes undar the selected tamplat=?

Cancel No

I Canneot Connect to Admin Server

1 |Confer With Sys Admin

Check Direct Connection to Server

:‘. Check Connection to CRM Application
1" Check CRM Application Permissions
Check User Account Permissions

-l Check Connection to Accounting Application

Check Accounting Application Permissions (Depends on closure of Check CRM Application Permissions)

If you answer No, the lower level template (Check Direct Connection to Server in the example below) will move up
one level in the hierarchy, becoming a lower level of the Cannot Connect to Admin Server template.

1" Cannot Connect to Admin Server
Check Direct Connection to Server
_'u Check Connection to CRM Application
1+ Check CRM Application Permissions
Check User Account Permissions

1" Check Connection to Accounting Application

Check Accounting Application Permissions (Depends on closure of Check CRM Application Permissions)

If you delete a top level template, the next level of templates below it will each become top-level templates. Any
templates below those will retain their lower level templates.

If you delete a template with no lower level templates, the template will be deleted after a confirmation message.
You cannot delete a template that has been used to create incidents until the associated incidents have been closed
and archived or deleted and removed via the Database Maintenance agent. You can create a view with the Template
Name attribute in the Incidents data source to display the name of templates used to create incidents.

Note: There is no limit to the number of templates in a hierarchy.

Using Hierarchy Templates in the Incident Screen

To use a hierarchy template in the Incident screen, select Incident | Templates | [ Use Hierarchy Template.

Cannot Connect to Admin Server

SourceSafe Chedk In Emor

Only top-level templates appear for selection in the Incident screen and mySupport portal (if configured to be
available to support representatives and customers).
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When a hierarchy template is selected for an incident, the template structure is copied to the incident. The top-level template
is applied to the incident and incidents are created for any templates without lower-level templates or other dependencies.
If a template contains a dependency, an incident is not created from it until the dependent incidents are closed.

Template Hierarchy

I' Cannot Connect to Admin Server
Check Direct Connection to Server
_'u Check Connection to CRM Application
1" Check CRM Application Permissions
Check User Account Permissions

- Check Connection to Accounting Application

Check Accounting Application Permissions [Depends on closure of Check CRM Application Permissions)

When Template is Selected in Incident Screen

Applied when Cannot Connect to Admin Created when Cannot Connect to Admin
Server template selected Server template selected

I—-Ca nnot Connect to Admin Server - Open (Current) ()
Check Direct Connection to Server - Open @ i ]
Check Connection to CRM Application @

Check CRM Application Permissions @

Check User Account Permissions - Cpen 0 —

Check Connection to Accounting Application @

Check Accounting A,ﬂ,ﬂ-‘flcarfan Permissions (Depends on closure of Check CRM Application Permissions) @

Not created because dependent on closure of Check CRM Application Permissions incident

Note: If a top level incident is a scheduled incident, any lower level incidents will not be created (and the Related
Hierarchy link will be inactive) until the top level incident has an Open status.
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Adding Incidents to a Template Hierarchy

To add an incident or an incident and its hierarchy to an incident in a hierarchy template structure, you can select
New | Incident | [Z;| Related Incident or use the Add options under Incident | m':’D Hierarchy to add an existing
incident.

Added to Cannot Connect to Administration Server top level incident

Cannot Connect to Admin 5erver - Gpen (Cument) ()
Chech Direct Connection to Senver - Open ()
Chech Connection fo CRA A poiication @

Chechk CRM Appiication Permizzionz

Check Uzer Account Permizsions - Open (2 6

Ghech Connection fo Accounting A ppication @

Check Accounting Appiication Pemizsions (Depends on clozure of Check CRI Appiication Pemizzionz) @
Confer With Metwork Sdmin - Open () €

Added to Check Direct Connection to Server lower level incident

Chnnot Connect to Admin Sener- Open () £
Chech Direct Connection te Senver - Cpen (2) 1)
——Confer With Metwork Admin - Open (Curent) ()

Chech Gonnection to GRM Appication
Chech CRM Apoiication Permizzionz @
Chech User Account Permizsions - Open () ﬂ'
Check Connection to Accounting Application (Depends on clozure of Check CRAM Appdication Pemizzionz) @

Check Accounting Appdication Permizeionz - Open I.'::l 1]

If the added existing incident contains lower level incidents, the structure is also added.
Closing Incidents in a Hierarchy Template Structure

Closing a Top Level Incident in a Hierarchy Template

If you close the top level incident in a hierarchy template structure, incidents in all levels underneath it must also
close and incidents will not be created from template placeholders. In the example below:

Cannot Connect to Admin Server - Open (Current) ()
Check Direct Connection to Senver - Open () £
Check Connection fo CRN Application .
Check CRM Application Parmizzionz @
Check User Account Permizsions - Open () €}

Check Connection to Accounting Appiication @

Check Accounting Apolication Permizsionz (Depends on closure of Chech CRN A pplication Permizzionz)

In the Cannot Connect to Administration Server incident, the following dialog appears when you enter a resolution,
select a closed status, and save the incident:

Close Related Incident{s)

The incidents in the hierarchy below this incident will be closed. The following resclution text will be
; change if needed before dicking Ok,

- Y-*-B /7 U gEE HOQ o

Connection restored to Administration server.

E
¥
E
Iy
(1]
il
1]

P
= =

= Tzhomaarzl..= Si. = Nomma - A -
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You can change the resolution that will be applied to the open lower level incidents before closure. If you select
Cancel in this dialog, the top level incident will remain open.

After you select OK, the hierarchy is as follows:

Cannot Connect to Administration Server - Closed [Curmrent) {:}
Check Direct Cornection to Server - Clozed D ﬂ'

Check User Account Pemizzions - Closed {:} 1]

A configuration option can be set (on the Advanced tab in the Hierarchy Template screen) for a top level template to
automatically close the top level incident in a hierarchy if all lower level incidents in the hierarchy are closed. The
following text will be included in the resolution field: “Automatically closed after closure of all work items in the
hierarchy".

Closing Lower Level Incidents in a Hierarchy

When a lower level incident in a hierarchy template structure is closed, incidents are created from templates that
were dependent on closure of that incident. In the following example, after the Check User Account Permissions
incident is closed, the Check CRM Application Permissions incident is created.

Cannot Connect to Admin Server - Open {Cument) ()
Check Direct Gonnection to Senver- Open () €
Check Gonnection to CRIM A pplication i
Check GIRM Application Memizsionz @
Gheck User Account Pemmizaions - Open () (1]
Check Gonnection fo Accounfing Application .

Check Accounting Application Pemizzionz (Depends on clozure of Gheck CRN A pplication Pemmizzionz) @

.'l. After Check User Account Permissions incident is closed

Cannet Conmect to Admin Server - Gpen (Gums=nt) O
Ciech Direct Gonnection to Senver - Open () €
Check Zonnection to CRAM Appiication .
Check CR\ Application Permmizeiors - Cpen (:) 1]
Chesk User Account Pemissicns - Clozed ) €
Liiech Lonnection to Accourting Apoicaton i

Chack Accounting Application Pamvzgsionz [Dapands on closuw of Check TR Application Permizsions - Open) -

When the Check CRM Application Permissions incident is closed, an incident will be created from the Check
Connection to CRM Application template. An incident will also be created from the Check Accounting Application
Permissions template because the incident on which it was dependent is closed.

Cannot Connect to Admin Server - Open (Cument) ()
Check Direct Connection to Server - Open 1) €
Check Connection te CRM Apglication - Open ()

= - Giozed @ 6

Check User Account Permizsions - Clozed i) €

Check CRM Application Pemiz

Check Connection to Accounting Appiication @

Chech Accounting Application Permizsions - Open (Depends on closure of Check CRM Application Permizsions - Clozed) () €
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When the Check Accounting Application Permissions incident is closed, the Check Connection to Accounting
Application incident is created.

Cannot Connect to Admin Server - Open (Cument] ()
Check Direct Connection fo Senver - Open () €
Check Connection to CRM Apglication - Open (2) €
Check CRA Application Permizzionz - Clozed i i}
Check User Account Pemmizsions - Closed i) €
Check Connection to Accounting Application - Cpen () €

Check Accounting Apglication Permizzions - Clozed i) 6

When the Check Direct Connection to Server, Check Connection to CRM Application, and Check Connection to
Accounting Application incidents are closed, the Cannot Connect to Admin Server incident w be closed.

Cannot Connect to Admin Server - Open (Cumrent) ()
Check Direct Gonnection to Senver - Giozed ) 6
Check Gonnection to GRM Appiication - Giozed @) €
Check CRNM Application Permizsions - Ciozed @) €
Chech User Account Pemmizsions - Clozed ) €
Chech Connection to Accounting Application - Clozed ) €
Chech Accounting Application Permizaions - Clozed @ €

Deleting Lower Level Incidents Hierarchy Template Structure

If you delete an incident in a lower level of a hierarchy template structure, you have the option of deleting the
incident’s lower level incidents. Incidents will be created from template placeholders above it if dependencies are
met. In the following example:

Cannot Connect to Admin Server - Open [Current) ()
Check Direct Connection fo Senver - Open () €
Check Connection fo GRM Appiication @
Gheck CRW Application Pemizzionz - Open () €
Check Lizer Account Permizsions - Clozed i) €8
Check Connection to Accounting Appiication

Check Accounting Application Permizzions (Depends on ciosure of Check CRM A pplication Permizzionz - Open) i

If you delete the Check CRM Application Permissions incident, the following appears:

Would you like to delete all of the incidents in the hierarchy under the incident
number D7YMD1A51647

Select Yes to delete all of the incidents under this incident in the higrarchy.

Select Mo to preserve the hierarchical structure for the existing incidents. Incidents
will not be ocreated for the remaining dependencies.

es Mo

+ Ifyou select No (you wish to retain its lower level incidents), the lower level incidents will go up a level. The
structure will appear as follows; note that the Check User Account Permissions incident is now below the Check
Connection to CRM Application incident.

Cannot Connect to Admin Server - Open (Cument] ()
Check Direct Connection to Senver - Cpen () )
Check Connection to GRA Appiication - Open () €

Chech User Account Permizaions - Glozed i) €
Chech Connection to Accounting Appication

Check Accounting Appiication Permizsionz - Open () €)
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+ Ifyou select Yes (you wish to delete its lower level incidents), the lower level incidents will be deleted. The
structure will appear as follows.

Cannot Connect to Admin Server - Open (Cument) ()
Check Direct Connection to Server- Open (20 €}
Chech Connection to CRM Appiication - Cpen () €
Check Connection to Accounting Appiication @

Check Accounting Appiication Permizaions - Qpen (2) 1]

In both cases, an incident was created from the Check Connection to CRM Application template placeholder, which
was above the deleted incident.

You can remove a top level incident in a hierarchy structure. In the following example:

Created via New |
Incident | Related

Cortinued Metwork Outages - Open (Current) [:)

Incident

Created via New |
Incident | Related
Incident and then

Building 1 Connection Lown - Open i:) 1
——tammot Correct to Adeie Sener- Cdoer i:l 1 ]
Check Direct Carmrection to Serwer- Coen i:l 1]
Check Connmection to GRW Aoalication .

Incident |
Templates | Use
Hierarchy
Template

Created via New |
Incident | Related—
Incident

Check CRNW Applicatior Pemissions .
Checl User Account Pemizsions - Coper 'I:) i
Chech Conmection to Accounting Aoalication .

Check Accowuntirg Apalication Pemiissions (Depends on closume of Ghecl GRW Applicalior Pemizsions) .
Building 2 Connection Down - Open I:) 1
Router Disabled - Open i:J 1]

Fepair Cable Terminator- Open ':'

In the top level incident in the incident created from a hierarchy template, the Cannot Connect to Admin Server
incident, you can select Incident | Hierarchy | Remove Incident and Dependent Hierarchy to remove it from the
larger hierarchy structure. The Cannot Connect to Administration Server incident and its lower levels will become a
standalone structure as shown below:

Carref Commect fo Adnrin Server - Ogen (Gurert) i:)
Check Déect Cormection o Senrer- Cper i:) 1]
Chech Commechion to SR Aoplication .

Cheeh Conmechion fo Accounbing Aoplication .

Chech GRS Aoplication Pemiissions .
Check User Accownt Pemiizssions - Cpenr i:) L1

Check Accownting Apaplication Pemizsions [Depends or closue of Check GRW Application Pemiissions) .

The rest of the structure would appear as follows:

Cortinued Metwork Outages - Open (Current) E:,J
Building 1 Connection Lown - Open i:) 1]
Building 2 Connection Down - Open i:] o

Fauter Disabled - Open E:,J 1]

Repair Cable Terminater- Open ':'
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Deleting a Top-Level Incident in a Hierarchy Template Structure

When you delete a top level incident in a hierarchy template, you'll have the option of retaining its lower level
incidents. In the example below:

Continued Metwork Outages - Open (Current) (:)
Building 1 Cannection Dawn - Open (:) 1]

Carmot Corment o Admin Sener- Coer I:l 1]
Cheol Diect Commection do Senner - Coer (:J 1]
Checl Cormection to SR Apalication .

hierarchy | Cheol R Aoolication Pemissions .

template o

Cheol User dooowrt Pemissions - Coer (:) 1]

Checl Cormection o Aecounting Aoolicabion .

Cheol Accounting Aoalicabion Pemissions Deperds on closue of Cheek CRW Aoolication Pemissions) .

Building 2 Connection Dovwn - Open i.:) 1]

Fouter Disabled - Open '-':;' 1]

Fepair Cable Terminator- Open ':::' 1 ]

If you delete the Cannot Connect to Administration Server incident, the following prompt appears:

Would vou like to delete all of the incidents in the hierarchy under the incident
number DTME3448877

Select Yes to delete all of the incidents under this incident in the hisrarchy

Select Mo to preserve the higrarchical structure for the existing incidents. Incidents
will not be ocreated for the remaining dependencies.

fes Mo

If you select No, the structure would appear as follows.

Cortinued Network Outages - Open (Current) (:)
Building 1 Connection Drown - Open (:) a6
Chedk Direct Connection to Server- Open O 1]
Chedk User Account Permissions - Open I:) &
Building 2 Connection Crown - Open (:) 1]
Fuouter Disabled - Open 'f:?l 1]

Repair Cable Terminator- Open () €

When an incident structure contains both a dynamic hierarchy (created via the New | Incident | Related Incident and
Incident | Templates | Use Hierarchy Template functions) and a hierarchy template structure, actions of the incidents
in the dynamic hierarchy do not affect the incidents in the hierarchy template structure above it.
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Configuring Approval Cycles

The Approval feature requires work items to be approved by designated approvers before most functions can be
performed. (You can, however, enable modifications via a setting in the Incident, Change, and Purchasing Basics

screens.)
Desktop | Configuration [ Oplions and Tools [ Automate [ Approval Cydes

Approval Cycles Search.., x
Create Copy Delste Agent Show Pending Deletion
Mame T Allow Ad Hoc Use Drescripbion
Application Access Approvals fas
Facilities Approvals fas
HR. Approval Mo
IT Approvals Tes
Maintenance Approvals Yas Mairtenance Approvals
Metwork Security Category Approvals Tes
Ower $500 Approvals Yes Approval cycle for purchase requests over 5500

T Denctes Pending Deletion

You can use the Show Pending Deletion link to display records that have been deleted by an iSupport user but are
retained in the system because of references to other records (incidents, correspondence, etc.) The Database

Maintenance agent ultimately removes these records. When the Show Pending Deletion link is selected, records that
are pending deletion will display with a cross symbol.

Approvers can be support representatives or customers, and delegates can be set. See “Specifying Approvers” on
page 97 for more information.

Approval cycles are applied to incidents, changes, and purchase requests as follows:

« The customer, company, selected category (for incidents and changes), or template has an associated approval
cycle.

« Arule that initiates an approval cycle is in effect for an incident, change, or purchase that meets configured
conditions. Multiple cycles can be specified for a rule group but only one cycle can be active at a time, and
approval functionality is not affected by the business hours configured for a rule group. If a canceled or
completed cycle needs to be run again, the rule it is linked to will need a condition that can be set on the work
item or the support representative can initiate an ad hoc approval. If the cycle associated with a category is
specified, the lowest level category is checked and if no cycle is associated, the next (higher) level is checked, and
so on up the category hierarchy.

+ Anad hoc approval cycle is selected by the assignee via the £ Ad Hoc Approval option. Note that an active ad
hoc approval cycle for an incident or change will not be cancelled when the effective rule group changes; any
approvals that are defined by the new effective rule group will initiate after the ad hoc cycle is approved.

PO Approvals
Printer Maintenance Reguest®

Change Approvers: m

Unsaved changes on the incident will be discarded.

* Asspciated with category, customer and/or company
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The status of the work item will change throughout the process as configured for the initial status, final approval,
final decline, and cancellation. Notifications can be sent for approval events and verdicts.

Specifying a Verdict

When an approval cycle is in effect, an alert bar will appear with an action dropdown for specifying a verdict and/or
comments for the next approver(s) in the current approval cycle or support representatives with approval override.

This ticket is pending your approval. Select an Action El

Select an Action

Dedline
Customer Comment Cnly Azsignee  Bamy White €
3675303 [g Cancel Approvals
Steve Johnson NUumber CCBCZ21E07 Created 12112012 11:11:07 AM
sji@example. com
LBLSoft, Inc. Status Suspended Followup | 12/14/2012
380-397-1004 -
Accounting Manager Erigrite L ]| Centract SJWork ltems €

The following will appear if a support representative is not the current approver but has approval override;

This incident is pending approval. To provide approval ocvemride: Select an Acdtion E| for Bamy White

The alert bar will only include a message stating "This <work item type> is pending approval" for support
representatives who do not have approval override or are not the next approvers for the current cycle.

The following can be selected:

+ Approve - Ifitis a concurrent cycle, the approval cycle will stop if the number of Approve verdicts specified for
the cycle is reached. All approvers must specify an approval for a serial cycle.

+ Decline - A Decline verdict requires an entry in the Comments field. In a serial cycle, the cycle reaches final
decline if one of the approvers sets a verdict of Decline. In a concurrent cycle, the approval cycle will stop if the
number of Decline verdicts specified for the cycle is reached. If any approval cycle results in a Decline verdict, no
further cycles will apply.

« Comments Only - When a Comments Only verdict is specified, the comments will be included in notifications
sent to designated recipients.

« Cancel Approvals - A Cancel Approvals verdict requires an entry in the Comments field, and the comment will be
included in the Approval Audit History entry. If the Cancellation Status configured for the approval cycle is a
Closed status, the comment is appended to the text in the Resolution field (for incidents), Results field (for
changes), or Comments field (for purchase requests). An approval cycle can be cancelled by the customer or any
support representative with Edit permission (whether or not they are an approver or have approval override).

A reminder notification can be configured to be sent a specified number of hours after the initial approval request is
sent; it can be configured to be sent repeatedly until a verdict is specified.

If the status is changed to Closed via data override, the cycle will be cancelled and notifications will not be sent. Note
that if an incident or change is reopened, approvals do not automatically restart.

If a rule group-required cycle is completed or canceled, the £ Initiate Ad Hoc Approval option will be available for
initiating another approval cycle.
Configuration Overview

Do the following to configure approvals:

« Enable approval functionality via the Global Settings screen.
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Configure approval cycles via the Options and Tools | Automate | Approval Cycles screen. You can designate
approvers, assign default status levels, and create customized notifications for approval events.

Approval cycles are automatically initiated via rules in the rule group that is in effect for a work item. Use the
Rules and Rule Groups screens to configure the rules that will trigger either an initial approval cycle or a cycle

associated with a category, customer, template, or company.

Configure additional approver options:

Enable support representatives to override an approval. Use the Support Representative Profile screen to
enable a support representative to specify a verdict if not designated as an approver for the cycle in effect.

In the Support Representative Profile and Customer Profile screens, you can select an approver delegate who
can specify a verdict in place of the approver(s) designated for an approval cycle.

Use the Allow Approvers to Edit During Approval Cycle field in the Incident, Change, and Purchasing Feature
Basics configuration screen to enable support representatives designated as approvers (or those with
Approval Override) to have access to all functionality except Status in records in an approval cycle. Use the
Recipient Notification Mappings field to select the recipients and notifications to be sent to others in the cycle
that have previously approved the record.

If using the customer’s approver for a cycle, designate approvers via the Customer Profile screen.

If applicable, associate approval cycles with categories (for incidents and changes), customers, companies, and
templates.

If customers will be approving, add the Approval button to the applicable display page via the mySupport |
mySupport Options screen.

Creating an Approval Cycle

Use the Approval Cycle screen to configure approval cycles consisting of serial or concurrent approvers, notifications,
and statuses to assign while the cycle is in effect, final approval/decline, and cancellation. The same approval cycles

are used with incidents, changes, and purchase requests; however, you can designate statuses and notifications that
are specific to each type of work item.

. C sao i s T -
Default Statuses > Description Review by Tier Il reps
Approvers >
Incident Notification Events 3

Avallable for Ad Hoc Use u Off
Change Motification Events  »

Concurrent

Purchasze Motification Events ¥ Type of Approval

Name - Enter a name for the approval cycle.

Description - Enter a description of the approval cycle.

Available for Ad Hoc Use - Select Yes to enable the approval cycle to be available in the Incident, Change, and
Purchase Request screens for support representatives to initiate on saved records.

Type of Approval - Select:

Serial to enable approvers to specify a verdict one at a time in a designated order. All approvers must approve
the incident or change (if enabled), and the cycle will stop if an approver specifies a Decline verdict.

Concurrent to enable all approvers to specify a verdict at the same time. The cycle will complete after the number
of Approve verdicts is equal to the number in the Number of Verdicts Required for Final Approval field. The cycle
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will stop after the number of Decline verdicts is equal to the amount specified in the Number of Verdicts
Required For field.

Number of Verdicts Required for/Final Approval/Final Decline - This field appears if Concurrent is selected in the
Type of Approval field.

+ Inthe Final Approval field, select the number of Approve verdicts needed to complete the cycle.

* Inthe Final Decline field, select the number of Decline verdicts needed to stop the cycle.

Default Statuses

Use the Default Statuses tab to assign a status to each stage of the approval cycle.

Incident Approval Statuses

Basics
Default Statuses ¥ Initial Status Cpen E| += 7
Approvers . .
Final Approwal Status Dispatached L ra
Incident Motification
Events Final Decline Status Closed E| =+ rd
Change Motificatio
.sr'=_. retE=En Cancellation Status Suspended E| e ra
Events
Purchase MNotification Change Approval Statuses
Events
Initial Status Fending Approval E| L ra
Final Approval Status Approved E| + e
Final Decline Status Dedlined B = 7
Cancellation Status Suspended E| = rd

Purchasing Approval Statuses

Initial Status Pending Approval E| L ra
Final Approval Status Open E| += 7
Final Decline Status Open E| + rd
Cancellation Status Closed E| + s

Default Approval Incident/Change/Purchase Statuses - Select the status to assign at each stage of the approval
cycle. Use the + Create New and # View/Edit options to access the applicable Custom Status Label screen.

+ Inthe Initial Status field, select the status to assign when an incident with the rule group is initially saved.
+ Inthe Final Approval Status field, select the status to assign when:
+ For a serial cycle, all approvers have specified an Approve verdict.

« For a concurrent cycle, the number of Approve verdicts is equal to the number in the Number of Verdicts
Required for Final Approval field.

+ Inthe Final Decline Status field, select the status to assign when:

+ For a serial cycle, an approver specifies a Decline verdict.
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« For a concurrent cycle, the number of Decline verdicts is equal to the number in the Number of Verdicts
Required for Final Decline field.

« Inthe Cancellation Status field, select the status to assign when a support representative with Incident Edit
permission or customer assigned to an incident specifies a Cancel Approvals verdict.

Specifying Approvers

Use the Approvers tab to specify the approvers for the approval cycle. Note that a support representative can change
the approvers if an ad hoc approval cycle is initiated.

A customer can be assigned an approver (support representative or another customer) in their Customer Profile
record; if using Active Directory integration as a customer data source and a record in Active Directory has a value in
the Manager field, the AD manager will be populated in that field. An approver delegate can be set for a customer in
their Customer Profile record; if enabled in the mySupport Portal Options screen, a customer can designate their
own approver delegate via the mySupport Portal Account Settings screen.

Approver delegates can specify a verdict on work items pending approval for the specific customer or support
representative to which they are a delegate.

If a support representative is designated as an approver, any lower level permissions are overridden (for example, if
the representative does not have permission to edit but is designated as an approver, a verdict can still be
submitted). Approver override can be enabled for a support representative in their profile; this allows them to
specify a verdict on any work item pending approval that they can access. Another support representative can be
designated as a delegate for a support representative via their profile, and a support representative can designate
their own delegate via the Preferences screen on the Desktop.

In the Use Customer’s Approver field on the Approvers tab in the Approval Cycle configuration screen, select Yes if
you wish to use the approver specified in the Approver field in the Customer Profile screen. If it is a serial cycle, use
the Customer Approver Approval Order field to specify the position of the customer’s approver in the order for the
cycle. Use the Default Approver field to specify an approver to use if the Approver field is blank in the Customer
Profile screen. Click the Add link to select support representative or customer approvers. Be sure to click the Add
button at the bottom of the screen when finished. The selected approvers appear in a list; if it is a serial cycle, you
can change the order in which approvers will specify a verdict by clicking the approver’s name to display a numeric
dropdown field in the Order column.

Basics 5 Use Customer's Approver ﬂ Mo

Default Statuses ? Customer's Approver Approval Order

Approvers >
Default Approver: Mary Smith

[N

Incident Notification Events ¥

Add Remove

Change Motification Events  »
[] Order a Mame Type

Purchase Motification Events 2
O Connor Flynn Support Representative
] 3 Mina 5imone Support Representative
] 4 Barry White Support Representative

Configuring Approval Notifications

Use the Notifications tab to configure notifications to be sent for all approval events. For each event and recipient
you can select iSupport’s default notification, a predefined custom notification, or you can select Create New Custom
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Notification to access the Custom Notifications screen to create one or view default notification text. Notification
recipients can include both support representatives and customers, and the default text is different for each.

Basics v Approval Initiated

Default Stabuses
= Approval Requested

Approvers
Incident Notificsti Customer Approver Support Default v [+ | #
Events >
Customer Approver Delegate Mo Motification W4
Change Motification
Events .
Support Representative Approver Mo Motification v |+ #
Purchass Nokificabion (via Email)
Events
Support Representative Approver Mo Maotification LAl
(via Alt Email)
Support Representative Approver Suppert Default w4 |
Delegate

+ Approval Requested Reminder

+ Approval Request Approved

v Approval Request Declined

+ Final Approval

¢ Final Decline

+ Approval Comments Added

v Approvals Cancelled

Approval Initiated - Select the recipients and notifications to be sent when the <Incident/Change/Purchase> is saved
with an associated approval cycle.

Approval Requested - Select the recipients and notifications to be sent when the applicable work item requires
approval. You can select Customer Approver, Support Rep Approver (via email), and/or Support Rep Approver (via
alternate email).

If a concurrent cycle is in effect, the notification will be sent to all designated approvers in the cycle. For example, if
both Customer Approver and Support Rep Approver are selected, the notification will be sent to all of the customer
approvers and support representative approvers for the cycle.

If a serial cycle is in effect, the notification will be sent to the next approver in the cycle.

Approval Reminder - This section appears when the Approval Requested Reminder Event is selected. Select Yes to
enable a reminder notification to be sent on an interval basis if the approvers have not submitted a verdict after the
approval request is sent.

Approval Requested Reminder - This section appears when the Approval Requested event is selected. Select Yes to
enable a reminder notification to be sent if the approvers have not submitted a verdict after the approval request is
sent.
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Use the Send Reminder <x> Hour(s) After Approval Request Sent field to specify the number of hours after the
approval request is sent in which to send the reminder notification. Use the Maximum Number of Reminders field to
enter the maximum number of times in which the notification should be sent.

Select the recipients and notifications to be sent a reminder notification on an interval basis if the approvers have
not submitted a verdict after the approval request is sent.

Notifications are sent on the schedule of the Approval Reminder agent on the Agents tab; be sure to enable and set
the interval for this agent.

Request Approved - Select the recipients and notifications to be sent when an approver or support representative
with approval override submits a verdict of Approved.

Request Declined - Select the recipients and notifications to be sent when an approver or support representative
with approval override submits a verdict of Declined.

Final Approval - Select the recipients and notifications to be sent when an approver or support representative with
Approval Override submits a verdict of Approved and:

« Ifaconcurrent cycle is in effect, the number of approval verdicts is equal to the number specified in the Number
of Verdicts Required for Final Approval field on the Basics tab.

+ Ifaserial cycle is in effect, the approver is the last in the cycle.

Final Decline - Select the recipients and notifications to be sent when an approver or support representative with
Approval Override submits a verdict of Declined:

+ Ifaconcurrent cycle is in effect, the notification is sent when the number of Decline verdicts is equal to the
number specified in the Number of Verdicts Required for Final Decline field on the Basics tab.

+ If aserial cycle is in effect, the notification is sent whenever a Decline verdict is submitted.

Comments Added - Select the recipients and notifications to be sent when an approver or support representative
with Approval Override submits a comment.

Approval Canceled - Select the recipients and notifications to be sent when the approval cycle is canceled by the
customer or a support representative with <Incident/Change/Purchase> Edit permission.

iSupport Software
Page 99



Configuring Signing Agreements

Signing agreements display details in the Sign dialog in the Incident and Change work item screens. Signing
agreements can be associated with customer and support representative groups, categories, and incident and
change templates.

Deskiop |/ Configuation | Options and Tooks | Customize f Signing Agreements

Creale Delete

[ Mame Agresment
Admin Rep Group This information is accurate for the admin rep group,
] Customer Group This information is accurate for the customer group.

o, . By signing you are attesting that all of the information in this record & complets
Signing Agreement 1 and bue

This information is accurate as of the current date, but may be subject o change

Signing Agreement 2 in the futune,

Termnplate Agreement This information is accurate o the best of my knowledge.

Use the Configuration | Options and Tools | Customize | Signing Agreement configuration screen to create a signing
agreement.

Desktop | Configuration | Options and Took [ Customize [ Signing Agreements

Hame Signing Agreement 1
Agresment By signing you are atmesting that all of the infarmation in this recard is complets
and true.

=

If an incident or change involves more than one associated signing agreement (associated with the group, category,
or template), all will be included in the Sign dialog in a dropdown for selection. Note that “Blank” is also included for
displaying no text above the signing line.

When the Sign dialog has been completed by the user, the text and signature are saved as an image in an attachment
and a notation with the name of the signature agreement is included in the History field. Note that this feature is not
available for mySupport.
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Using the Data Override Feature for Incidents, Problems, and Changes

Use the Options and Tools | Administer | Data Override feature to overwrite fields on any saved incident, problem,
or change. When a change is made using this feature, it will be logged in the Audit History field and notifications will
be suppressed. If an approval cycle is in effect and the status is changed to Closed via data override, the cycle will be
canceled and notifications will not be sent.

To access this feature, use the Override Data option on the applicable menu. It is available if the Allow Data Override
field is enabled in your Rep Profile record.

Incident Data Override

Details Azsets
Stewe Johnson
Mame:
- Number: DETF4AESAE
. | 8675309
Customer ID: o e s |:_|
Location: Headgquarters o
Priceity:
oy Medium |;|
Department: | Adminitration
. LBLSoft, Inc. Categorization: Hardwars
Campany: Network
Conmection
Phane: 350-357-1004
Emazil: sji@example.com
Issue History

Short Description:

Chat Request Question : My laptop just crashed and I nesd to take it out

Drescription:

Customer cannot connect to the network; permissions changed dus to department transfer,

Resolutian:

Upgraded permissions and Steve can now connect to the network.

m Save and Close Go To Incident
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Configuring Calendar and Meeting Integrations

You can configure integration with Google Calendar, Google Meet, Microsoft Outlook, Microsoft 365 Teams and
Planner, and Zoom to display an option in the Incident, Problem, Change, and Customer Profile screens for initiating
a meeting.

Note: iSupport utilizes or integrates with a number of third party applications and resources; changes in these
external applications and resources may have a negative impact on functionality in iSupport. Depending on the
nature and degree of the change, iSupport will, at its discretion, revise the current version of iSupport or make a
corrective change in a future release of iSupport.

Google Calendar/Meet

Set up Google Calendar integration in the Options and Tools | Integration | Google Integration screen to enable
users to access their Google Calendar for the Calendar option on the Desktop and mySupport portals, a New Meeting
option in iSupport entry screens for scheduling a Google Calendar meeting, and a € Google Meet option to appear
in work item screens for starting a meeting.

With Google Calendar, support representatives can view the schedules of meeting attendees, create a meeting to be
added to their calendar, and configure a notification to be sent to the meeting attendees.

When the Google Meet option is selected, the Generate Join URL dialog will appear for you to enter the topic, share
the Join URL, and email a link to the meeting. The Share Join URL option will display a dialog with the URL and an
option to start the meeting; the Email Link option will display the Correspondence dialog.

The timeframe (work hours) during which support representatives are available to be scheduled via iSupport can be
set via the Desktop or Support Representative Profile screen. On the Desktop, a support representative can view
their calendar via the Calendar component and work item-specific calendars can be viewed from action menu.
Administrators can view support representative calendars via the Support Representative Profile screen.

On the Google Calendar tab, follow the steps on the screen and copy the Google API Client ID and Secret into the
applicable fields. Enter the subject body of the email to be sent for the scheduled meeting; use the Include Field link
to add field values regarding the meeting.

Desktop | Configuration | Options and Tooks | Integrate [ Google Integraticn v
Google Calendar™ 3 Google Calendar Integration and ﬂ i
Google Meating

Googhe Maps™
B In onder for users to integrate with their Google calendar and Google Mestings, ssttings for 2 Google API Praject must be
configured,
Follow these steps:
1. Create a Google APL Project from hitps:/fconsale.developers.google.com. You'll need to sign i with & current Googls
acoount.
. On the APT & Sarvices menu, sslect Library, Search for and enable the Google Calendar APL
. On the AP & Services menu, select Owuth Consent Screen, Select Internal i your users anz in youwr G Suite domain or
External to usa any Google account. Enter an Apolication name, select a Support email and then dick the Save button,
4, On the APT & Sarvices menu, sslect Credentials. Click the Create Credentials link and select Ofuth Client ID, select Cther
in the Application type section, enter & name for the credential, and then ciick the Create button,
K. The Client ID and Client Secrat appear; leave this window opan so you can copy the settings into the fields on this screen.
6. Enzer the Cient Il and Client Secret in the fiskds below.

Googhe Search™

[

This will enable Google Calendar Email Address and Access fields in the Support Preferences dizkog for support reprasentatives to
use to 52t up individual Google Calerdar integration functionzlity.

G-:l-l:lg|Eﬂ.F"[C|'lent ID e= = £= = =2 e= =2 t= == £= =3 == ]
GIIIQIE API Client Sacret EEEREEEIFI XXX LTEETE
Google Meat Email Subject IMesting

Google Meat Email Body: Induds Fighd
Voma D-C-B I LE-BLGRa
ael=s == E.'ll. EF ¥ I= = "OpenSans’ - 3 - Norma - A

Join the meeting here: <Join URL>
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Note: Support representatives will need to use the Google Calendar Email Address and Google Calendar Access fields
on the Details screen in the Preferences dialog to enable access to their calendar(s) and set the work day hours
during which they are available to be scheduled via iSupport. (The dates/times outside of work day hours are
designated as "Unavailable" in the calendars displayed via iSupport.) After clicking the Grant Access link, a Google
dialog will appear for the support representative to allow iSupport access to their calendar and a code will be
provided. The Grant Access to Your Google Calendar dialog will appear in the Preferences screen with an Auth Code
field for pasting the code. After clicking Continue, “Access Granted” will appear in the Google Calendar Access field.

Google Meet meetings can be included in work item screens; add the Google Meetings field to a work item screen
layout via the Layouts configuration screen.

Google Maps

Use the Google Maps tab in the Options and Tools | Integration | Google Integration screen to enable access to
Google Maps via the Customer Profile and Company Profile screens, as well as the Rep Map Desktop component.
Follow the steps on the screen and enter the Google Maps API key.

Desktop f Configuration / Options and Tooks [ Integrate | Google Integration

Fallows thess steps to configure access to Google Maps via the Customer Profile and Company
Profile scresns, 2= well 25 te Reo Map Desktop component:

Google Maps™ 1. Log into Google. If you do not have a Google acoount, crests one at
https:// zceounts.googhe.com) NewAcoount.

-v

Google Calendar™

Google S=arch 2. Go to hps: /! chowd.google.com/maps-platformy 7apis=maps and complete the wizard to

enztie the Google Maps Platform.
3. Copy your APT key from the |zst page of the wizard,
4, Pastz the APT key into the fizld below.

Google Maps APT key A aass e e

Maps will appear as shown in the example below.

Rep Map - o X

# i S5EEE _ TMap | Satelite

\Vancouver

|t . E dth Plgis
E Heugh %U_& £ 4th Flaiy
2 Hamey
(501 Central Park 2 Height:
Barry White z
A Esther Shorf -

E Ml Piain Bhvd

e . W 4th Prasn Blvd

Grand

O N

o

ey e
U asardme

hip data ER013 .G.u:u:u.gle -Tl'errng of Use Reports map srmor

Google Search

Use the Google Search tab in the Options and Tools | Integration | Google Integration screen to enable access to
Google Search throughout the application. Follow the steps on the screen to create a Google Custom Search Engine,
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copy the unique ID from the Google Custom Search Engine screen, and enter it in the Google Search Engine Unique
ID field.

Desktop [ Configuration / Options and Tooks [ Integrate [ Google Integration

o A Googhe Custom Search Engine is required in order oo enzable and integrate Google Ssarch in
Google Calendar iSuppart's Global Search,
Follow these steps:
Google Maps™

Google Search™ 3

1. Log into Google. If you do not have = Google acoount, create one at
hitps:/ facoounts. google. com/NewAooount,

2. Go to https:(/cse.google.com/csa/all and complets the required fiehds to set up your
z=arch engine, Click Craate,

3. Under Edit Search Engine, select Setup.

4, On the Basics b, wrn on Search the entire web,
L. Click Update at the botom of the page.
B

. On the Basics tab, click the Search Engine ID button next to Detaiks, Copy the ssarch
angine I0.

. Pasta the Search Engine ID into the fisld bebow.
. Under Edit Search Enging, select Look and feel.
On the Layout tab, select Results only. Click Save.

W s

Google search engine e e s S e e
unigue ID

The Google Search tab will appear in the Global Search component as shown in this example.

||::'int5'::|'iv5's ® | Q

Knowledge Entries (3} Incidents (32} Google Search Results

Search with Google

Google - Cloud Print -
' Google Cloud Print is a technology that allows you to print over the web from anywhere,

including your phone, to any printer.
www.google. com'intl/en/doudprint/learn/printers. htmil |

m

Google - Cloud Print

g And because theyre always connected to the web, they can keep their drivers and
firmware up to date without requiring your intervention. Google Cloud Print ...
www.google. comfintl'en/d oudprint/learn/howitworks. htmil

Microsoft 365 Integration

Use the Microsoft 365 tab in the Options and Tools | Integration | Microsoft Integration screen to enable the
Microsoft Teams Planner component on the iSupport Desktop for viewing and accessing scheduled and unscheduled
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Microsoft Teams tasks, and enabling li: Microsoft Teams Meeting and [# Planner Task option to appear in work
item screens for creating meetings and tasks with prefilled references to the iSupport work item number.

Deskinp | Configuration | Options and Tools | Integrate | MicrosoftE Integration

Microsoft® 365

Microsoft® Outlock®

>

Basics Email Template

Microsoft 365 Integration u L

Im order to integrake with Microsoft 265, settings for Azure Active Direcbory must be configured.
Fallow thess steps:
1. Create a new App Registration from
https://portal.azure.comy#blads/Microsoft_AAD_TAM/ActiveDirectoryMenuBlade/RegisteredApps.
2, Enter a name, select your praferred option for supported account type, and add Web Redirect URIs in the following
format:
https:/| < MyServerhddress= Rep/Desktop/ TabbedPages,Configurationy Administration/Microscft 3650Auth2Redirect.aspx
https:/| < MyServerddress= Rep/ Deskiop TabbedPages/Microsoft3650Auth2Redirack. aspx
3, Clidk the Register button.
4, After the registration complebes, navigats to Cerificte & Secret and create a new dient secret. Make sure to save the
client secret to a backup location before conkinuing.

Moke: The app for Microsoft 365 Teams should be different from the app for Microsoft Outlook, The master user account should
be an administrative level account that will not be used by support represantatives,

Application Mame R R R K K
Microsoft 265 GCC High On [l

Environment

Tenant ID RN R D D K N
Client ID KR R, R R R X N K
Client Secret R R D R e DN
Master User Mame NN DR RN R K
Master User Clear Masker Usar access

Follow the steps on the screen and complete the fields. Note that this requires administrator level access in
Microsoft. The app for Microsoft 365 Teams should be different from the app for Microsoft Outlook. The master user
account should be an administrative level account that will not be used by support representatives. Enable the
Microsoft GCC High Environment setting if your Microsoft account was created under the .US domain in a
Government Community Cloud High environment.

If you wish to allow support representatives to enable access to Teams and a group calendar in the Preferences
screen without Microsoft administrator level access, ensure that you select the Consent On Behalf of Your
Organization checkbox while requesting permissions in this screen. The Master User account is used for Team
channel posts via rules and Outlook calendar groups available for display on dashboards.
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Use the Email Template tab in the Microsoft 365 Integration screen to enter defaults for the subject and body of the
email to be sent with a link to the meeting.

Deckiop | Configuration f Options and Tools [ Integrabe | Microsoft® Integration

Microsoft® Outlook®
R — Subject Please join this mesting with iSupport Customer Sarvice

Body: Includs Field
e ok B D--B 75 U -3
S = =

Click on the following link:

o
L]
™
Ll
o
11

<Jain URL=

Note: Support representatives will need to use the Microsoft 365 Access field on the Details screen in the Preferences
dialog to enable access to their calendar(s).

To add list fields of Microsoft Teams meetings and Planner tasks in work item screens, add the Microsoft Teams
Meetings and Microsoft Planner Tasks fields to a work item screen layout via the Layouts configuration screen.

You can utilize the MS Teams Channel recipient with the Notify - Email action in work item rules.

Microsoft Outlook Calendar Integration

Use the Microsoft Outlook tab in the Options and Tools | Integrations | Microsoft Integration screen to enable:

A £1 New Meeting option to appear in iSupport entry screens after a record is saved for scheduling a Microsoft®
Office Outlook® calendar meeting.

A support representative to view their calendar via the Desktop Calendar component and work item-specific
calendars via the Action menu. Administrators can view support representative calendars via the Support
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Representative Profile screen. Support representatives can view the schedules of meeting attendees, create a
meeting to be added to their calendar, and configure a notification to be sent to the meeting attendees.

Desktop / Configuration | Options and Tooks [ Integrate [ Microsoft® Integration <

Microsoft® 365 Microsoft Outlook Calendar

Integration
Microsoft® OutlookE ¥

) authentication; Oawth support will be

Microsoft Exchange Server
Usa 551 Yes WU

Microsoft Exchange Domain
(Dptional)

Click the Validate Connection button to enter 2 user's Microsoft Cutlaok login and email eddress for testing the Microsoft Outlook
server cannection. This login will be used only for validating the connection.

Velidate Connection

Microsoft Active Directory® test. example.com
Server

Use 55L s n
Microsoft Active Directory Search dap:/rest.evample.com
Root

IF amomymmows Microsoft Active Directory connections are not aliowed your environment, wse thess optional fislds to enter a
usernzme and passward for authentication when queries are performed, IF znonymous connections are allowed, leave the
Username and Password fields blank

Microsoft Active Directory User exzmple\aample
Name

Microsoft Active Directory R ——
Password

Welidats Connection

Microsoft Outlook Calendar Integration - Select On to enable the Microsoft Outlook Calendar Integration feature.

Microsoft Exchange Server - Enter the web address of the installation location of the Microsoft Exchange Server. If
using SSL, the format must be: https://<server>

Use SSL - SSL is an encryption method that overlays the connection between the iSupport server and the Microsoft
Active Directory server. Select Yes if SSL encryption is enabled on the Microsoft Active Directory server.

Microsoft Exchange Domain (Optional) - Enter the domain for accessing the Microsoft Exchange server. An entry
in this field may be needed for a successful test connection.

A valid connection to the Microsoft Outlook server is required; click the Validate Connection button to enter a
Microsoft Outlook login and email address to test the connection. Note that this information will be used only for
validating the connection.

Microsoft Active Directory Server - Enter the installation location of the Microsoft Active Directory Server.

Use SSL - SSL is an encryption method that overlays the connection between the iSupport server and the Microsoft
Active Directory server. Select Yes if SSL encryption is enabled on the Microsoft Active Directory server.

Microsoft Active Directory Search Root - Enter the complete search root URL for querying user information in
Active Directory® entries. The search root can point to anywhere in the Active Directory® hierarchy, but the entry
must be preceded by: Idap://

Microsoft Active Directory User Name/Microsoft Active Directory Password - If anonymous Active Directory®
connections are not allowed in your environment, use these optional fields to enter a login for authentication when
queries are performed. The username should be in the following format: DOMAINNAME\usernamelf anonymous
connections are allowed, leave these fields blank.
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Note: Support representatives will need to use the Microsoft Exchange User Name and Microsoft Exchange
Password fields on the Details tab in the Preferences dialog and set the work day hours during which they are
available to be scheduled via iSupport. The timeframe (work hours) during which support representatives are
available to be scheduled via iSupport can be set via the Desktop or Support Representative Profile screen. (The
dates/times outside of work day hours are designated as "Unavailable" in the calendars displayed via iSupport.)

Zoom Integration

Use the Options and Tools | Integrations | Zoom Integration configuration screen to enable a ) Zoom Meeting
option to appear in the Incident, Change, Problem, and Customer screens for scheduling an on-demand Zoom
meeting. When the option is selected, a Generate Join URL dialog will appear for you to enter the topic and options
for sharing the Join URL, and emailing a link to the meeting. The Share Join URL option will display a dialog with the
URL and an option to start the meeting; the Email Link option will display the Correspondence dialog.

Follow the steps on the screen, enter an application name, and then enter the Client ID and Client Secret in the
applicable fields.

Deskiop |/ Configuration [ Options and Took [ Integrate [ Zoom Integration

Bazsics Email Template

Zoom Integration n o
Follow these steps wo register = Zoom app to enzble users to create Zoom mestings from the Rep Deskoop:

1. To register your apo, visit te Zoom Ago Markstplace and dick on the Develop option in the dropdown on the top-right
corner and salect Build App

-

. & page with various app types will be displayed, Select OAuth as the app type and click on Create,

W

. Enter an App Mame, choose User-managed app for App Type, toggle Would you like to publish this app on Zoom Apo
Marketplace? to no, and dick Creats,

o5

. & Dashboard screen appears with an Client ID and Chant Secret; copy these ssttings to corresgonding fiskds below,

. &dd Redirect URL for OAuth in the follewing format:
hetpest < MyServerfddress = /Rep/ Desktop/ TabbedPages/ ZoomOAuth 2R edirect asp,

. Add a Whitelist URL in the following format:
heps:/f = MyServerAddress = /Rep/Deskoop TabbedPages/ZoomDAuthIRedirect . aspx and click Continua

m

o

|

. Complete Basic Information as desired and click Continue,

(=]

. Click Continue on the Add Feature screen,

o

. Add the following soopes: View and manage your mestings, View and manage your recordings, View your user
nformation, View your profile information and click Continue.

10, Your app is now ready to be used with Bupport.

Maote: A Zoom acoount with 5SSO (such as Zoom Business or Zoom United Business) is required. The Zoom URL is case sensitive;
wihen configuring it in the Zoom App Marketplace, ensure that it has the same capitalization as the iSupport Application URL on
the Basics tab in the iSupport Global settings screen,

Application Mame Application Name Example
cIiE'.tID £S S =3 ES =SS
clia‘ts t EEEX EEEN

Note: A Zoom account with SSO (such as Zoom Business or Zoom United Business) is required. The Zoom URL is case
sensitive; when configuring it in the Zoom App Marketplace, ensure that it has the same capitalization as the
iSupport Application URL on the Basics tab in the iSupport Global settings screen.
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Use the Email Template tab in the Zoom Integration screen to enter the subject and body of the email to be sent with
a link to the meeting.

Deskbop f Configuration § Options and Tools [ Integrabe | Zoom Integration
Basics Email Template

Subject Fleasa join this Zoom meeting with iSupport Customer Sarvice
Body: Includs Fisld

Vean

il 3

PRSI

- -B 75U B~ g o
===

Click the following link:

3~ Moma | AT

<Join URL=

Zoom meetings can be included in work item screens; add the Zoom Meetings field to a work item screen layout via
the Layouts configuration screen.
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Configuring Social Media Integration

Use the Options and Tools | Integrate | Social Media Integration screen to configure settings that work in conjunction
with Twitter notifications as well as the LinkedIn and Facebook linked account functionality on the mySupport portal.

Social Media Integrations

Facebook Applications

Create Delete
Twitter Applications
Name & Availsble to HEP DEP&'IEP
Linkedin Applications I:l TechSuppart Ves

+ Facebook Applications - Customers can link to and authenticate to the mySupport portal via a Facebook
account; use the Facebook Applications tab to configure an application for this functionality. See “Facebook
Applications” on page 110.

+  Twitter Applications - A Twitter account and application must be configured in iSupport in order to use the & |
Twitter and | .2 Twitter Monitor Desktop components, publish headlines and problems to Twitter, and send
customer notifications regarding work item updates via Twitter. See “Twitter Applications” on page 112.

+ Linked In Applications - Customers can link to and authenticate to the mySupport portal via a LinkedIn account;
use the LinkedIn Applications tab to configure an application for this functionality. See “LinkedIn Applications” on
page 114.

Note: iSupport utilizes or integrates with a number of third party applications and resources; changes in these
external applications and resources may have a negative impact on functionality in iSupport. Depending on the
nature and degree of the change, iSupport will, at its discretion, revise the current version of iSupport or make a
corrective change in a future release of iSupport.

Facebook Applications

Configure a Facebook application to enable:

« Customers can use the Linked Accounts section in the mySupport Account Settings dialog to link an account for
authenticating automatically via Facebook; if the customer is logged into Facebook, the customer will not need to
enter an iSupport login.

Linked Accounts
Link an account to be automaticalty logged in when vou are logged in to a linked account.

Add a new linked account: E|

Add a new linked account:
Facebook
Linkedin

* The| o Facebook Monitor component on the Desktop to monitor a Facebook page and display posts and
comments from it. It includes an option to create an incident from a listed post or reply. If the customer’s
Facebook email address exists for a customer in Customer Profiles, the matching Customer Profile record will be
used; otherwise, a new Customer Profile record will be created with the customer’s email address in the format
of <Facebook username>@facebook.com. A reply will be posted to Facebook with the incident number and a link
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to the incident; if the Facebook application doesn't have permission to do this, an email will be sent to the
customer’s Facebook email account.

ISUPPORTSOFTWARE

iSupport Software | can't print using the Accounting printer, and my reports are due tormorrow. The
printer in Sales iz also down,
& days ago * comments (0) * create incident

Follow the steps on the Facebook Applications tab in the Options and Tools | Integrate | Social Media Integration
screen to configure a Facebook application.

Follow these steps to configure settings for a Facebook® application to enable users to limk to and authenticate via a Facebook account on the mySupport Portal, and to
enable the Facebook Monitor component on the Desktop.

1. Log inta Facebook and go to https.//developers facebook comdapps and log in.

(]

. I this is your first Facebook application, click Create a New App; otherwise, click Add a New App and then click the Advanced Setup link at the bottom of the
sCreen.

. Enter an App Display Mame, choose a Category, and click Create App ID.

=~

Enter the text for the security check and click Submit.

i

. & Dashboard screen appears with an App ID and App Secret; these settings will be used in the fields below.

&. Click the Settings tab, then dick Add Platform, and then dick Website in the popup.

7. Im the Website section, enter the following in the Site URL field:
= To enable users wo link to and authenticate via a Facebook account on the mySuppert Portal, enter the URL for your installation of the mySupport Portal.
= To enable the Facebook Monitor component on the Desktop to monitor a Facebook page, enter the URL for the iSupport Rep Clisnt

Cnly include the domain after the slashes (for example, httpfisupport.com). Click Save Changes.
. To enable the Facebook Monitor component on the Desktop, select Yes in the Available to Rep Desktop field.
3. Enter the Application Mame, App ID. and App Secret in the fields below and save.

10. To enable users to link to and authenticate via a Facebook® account on the mySupport Portal, select the Application Mame in the Facebook Application fizld on
the Basics tab in the mySupport Options screem.

Available to Rep u No
Desktop

Application Name ExampleCo
App ID NN R
App Secret ORI B R R M

After completing the Application Name, App ID, and App Secret fields:

To enable the | 4| Facebook Monitor component on the Desktop to monitor a Facebook page, select Yes in the

Available to Rep Desktop field.

To enable "Facebook" to display in the Add a New Linked Account dropdown in the Linked Accounts section in the
mySupport Account Settings dialog, select the application name in the Core Settings | mySupport | mySupport
Portals | Options screen.
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Twitter Applications

A Twitter account and application must be configured in iSupport in order to use the following features. To get
started with creating a Twitter application, see “Configuring a Twitter Application” on page 113.

Use the B Twitter component display a Twitter feed for a specified Twitter username.

Use the @i Twitter Monitor component to search Twitter feeds and display tweets that include a specified
search term. You can use the Reply link to reply to tweets directly from iSupport, or use the Create Incident link to
create an incident and send a reply to the Twitter user (via a Twitter direct message) with their incident number
included. The tweet will be included in the Description field in the incident, and if the Twitter username exists for
a customer in Customer Profiles, the matching Customer Profile record will be used. If the Twitter username
does not exist for a customer, a new Customer Profile record will be created in the format of <Twitter
username>@twitter.com.

Support representatives can publish headlines and problems via Twitter. The £ Twitter option will appear in the
Headline and Problem screens if the support representative has the Publish to Twitter permission; when clicked,
the Publish to Twitter dialog will appear with the contents of the message and details (for headlines) or the short
description (for problems). If multiple Twitter applications have been created, the user can select the account to
which the headline or problem should be published.

[ J

Twitter Application:

Select an Application El

MiLBLSaft Twitter Account
iSupport Software Sccount

irus threats hawve increased recently,

Publizh Claze

Customers can use the Notifications section in the mySupport Account Settings dialog to enable a notification to
be sent via Twitter direct message whenever when a rule results in any notification to the customer regarding
work items (incidents, problems, changes, purchase requests). As shown in the dialogs below, customers can
enable or disable notifications for a work item after saving, and change notification settings for an existing work
item via the Notification button in the work item toolbar.

Submit Successful

This is an automated reply, your request has been received. You may contact
iSupport Technical Support at (360) 297-1099 if you have any questions regarding the
status of this issue or can provide us with further information to assist in its
resolution.

Your reference number is EBHE366AA8,

Motify Me Via
™ Email Configure Notifications ®
& sMs
_ Email
& Twitter [ sms
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Customers configure the Twitter account to which the notification should be sent in the Notifications settings.
The user needs to be following the account associated with the Twitter application specified in configuration; this
account will be listed in the dialog prompting for the activation code.

Motifications

Use these settings to configure update notifications. “ou’ll be able to enable or disable these notifications after you save a work item.
Change notification settings for a work item via the Motification button in the work item toolbar.

The Default checkbox below populates work item settings; vou can clear it to disable notifications by default for a notification method.
MNote that one notification method must be enabled.

Email Settings
Default o si@example.local

Text Meszage Settings

Default 3 3500000000 @vtext.com © Remove

Twitter Settings

Defautt ¥ ExampleCo © Remove

Configuring a Twitter Application

Follow the steps on the Twitter Applications tab in the Options and Tools | Integrate | Social Media Integration
screen to create a Twitter account and application; use the Available to Rep Desktop button to enable an account to
be published to Twitter. To enable the application to be used for update notifications sent to customers via the
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mySupport portal, select the application name in the Core Settings | mySupport | mySupport Portals | Options
screen.

A Twitter® account and application must be configured in Support in order to publish headlines and problems and send customers notifications regarding work item
updates via Twitter.
[See the Help 4 for mare information an these features.)

Follow these steps:

1. &0 to twitter.com and create a Twitter account for iSupport. Mote that users will need to follow this account and notifications will be sent from it

Pl

. 30 to https:dfidev.twitter.comyapps/new and create 3 Twitter application for iSupport. Usa the login for the account created in the previous step.

(1]

. Complete the required fields and then click Create Your Twitter Application.
4. On the Permissions tab, change the Access Level to Read and Write. Then click Update Settings.
E

. O the Keys and Access Tokens tab, dick Create My Access Token. After a fiew moments, access token information will appear at the bottom of the page. Leave
this window open so you can copy the settings into the fields on this screen.

53]

. Enter the application name and corresponding settings below.

. If enabling support representatives to publish headlines and problems via Twitter, select the Available te Rep Deskiop button. Mote that this feature requires the
Publish to Twitter permission.

=

If enabling notifications to be sent via Twitter, select the Twitter application on the Basics tab in the mySupport Options screen. Youw can customize the
notification via the Customn Motifications screen.

Available to Rep = No
Desktop

Application Mame ExampleCo

OAuth Settings

Consumer Key O O 3

Consumer Secret N A MO R B M M B M

Your Access Token

Access Token R D B D B B D B
Access Token Secret A B B B B B B D B B

LinkedIn Applications

Customers can use the Linked Accounts section in the mySupport Account Settings dialog to link an account for
authenticating automatically via LinkedIn.

Linked Accounts

Link an account to be automatically logged in when you are logged in to a linked account.

Add a new linked account: -

Add a new linked account:
Facebook
Linkedin
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Follow the steps in the screen to configure a LinkedIn application, and then select the application name in the Core
Settings | mySupport | mySupport Portals | Options screen to enable "LinkedIn" to display in the Add a New Linked
Account dropdown in the Linked Accounts section in the mySupport Account Settings dialog.

In arder for users to link to and authenticate via a LinkedIn® account on the mySupport Portal, settings for a LinkedIn® application must be configured.

Follow these steps:
1. Log into Linkedin® and go to https:fweww Linked In.com/secure/developer.
2. Click Add Mew Application and complete all required fields and fields noted as follows. Then click the Add Application button at the bottom of the page.

= Inthe Live Status field in the Application Info section, select Live.

= Inthe JavaScript APl Domain field in the Other section, enter the domain of the mySupport Portal that will be using this application. For example, if your
mySupport URL is httpo/fisupport.comdmySupport, ywour entry would be http/fisupport.com.

3. The Application Details screen appears with the Application Name, Consumer Key/API Kay, and Consumer Secret/Secrat Key. Leave this window open 5o you can

copy the settings into the fields on this screen.
4. Enter the application name and corresponding settings below and save.

E. In the mySupport Options screen on the Basics tab, select the Application Name in the LinkedIn® Application field.

Application Name Example{o
APl Key LR ER e e
Secret Key LR ER e e
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Configuring Webhooks

Use the Webhooks screen to configure webhooks for posting iSupport data to a web application. You will specify a
web application URL for iSupport to post data to and the fields containing the data you want to receive, and iSupport
will post the field data to the URL when configured rule conditions and time frames are met.

In the Webhooks screen, enter the name of the webhook definition that will be used in the Rule screen and URL to
which iSupport data should be posted. Drag the iSupport data source fields containing the data you want to receive
into the frame on the right, and enter the corresponding fields on your web form in the Parameter Name column.
Note that you can drag field rows vertically to reposition fields. Use the Content Type field to enable the output to be
set to JSON (JavaScript Object Notation) Mime type and display the text of what the webhook will generate.

Desktop |/ Configuration | Options and Tooks [ Integrate [ Incident Webhooks

Hame Webhook

URL http:/ noosoocnoonono:webhookeamplesfwebhook

Content Type a-wharw-Tarm-urkencoded m

Parameters & Payload Example

[ Basics iSupport Field  Parameter Hame "pumbar"Numbar™
dentifier “Identifier";"Identifier”

1
Humber n Number Mumber L

[~ Stabus
T — n Identifier Identifier

Priority

Use the applicable Rule screen to configure the conditions and time frame on which the post action will occur. Select
the rule type, enter the condition(s) to be met in order to initiate the post, select the Execute Webhook action, and
then select the webhook definition. Be sure to add the rule to a rule group.

Deskiop / Configuration / Options and Tooks [ Automate [/ Incdent Rules

Hame Wiebhook Ruls
Rule Groups Configure Conditions
Rule type is Time-Eazad LA 7
Hours of Operation: Mona LR
Match | Al w# | of the following conditions: 3 | =
Custom Figld s Cwrrent Project | [ s SetValue: Betz | =] -

Configure Time Frame Intervals and Actions

Inzervals Time MinutesHours/Day(s)
0.50 Hours hd + | &
Execute Webhook W Webhook bl * - @

Copyright ©2024 Groupware, Inc. All rights reserved. iSupport® and mySupport® are registered trademarks of Groupware, Inc. Other parties’
trademarks or service marks are the property of their respective owners and should be treated as such.

iSupport Software
Page 116



	Configuration Overview
	Setting Incident Basics Configuration Options
	Completing the Basics Tab
	Configuring Work History Options
	Configuring Options for Incident Hierarchies
	Creating Feedback Questions
	Enabling Routing Methods
	Routing Comment Options

	Enabling Incident Agents

	Setting Service Contract Feature Basics Options
	Completing the Basics Tab
	Setting Up Notifications for Service Contract Events
	Enabling the Service Contract Agent

	Configuring Custom Fields
	mySupport Access Options
	Setting Advanced Options
	Conditional Display Options
	Pulling From a Data Source

	Defining Custom Numbers
	Configuring a Manually Entered Number
	Configuring an Automatically Generated Number

	Defining Custom Status Labels
	Defining and Mapping Impact and Urgency Values
	Adding Impact Values
	Adding Urgency Values
	Defining Mappings

	Configuring Work History Types
	Configuring Screen Layouts
	Configuring Customer Details
	Rep Incident and Change Screens
	mySupport Incident and Change Screens
	mySupport Customer Profile Custom Field Edit Access

	Adding Fields and Tabs
	Configuring Fields

	Configuring Priority-Based Background Colors
	Configuring Custom Menu Actions

	Configuring Rules and Rule Groups for Incidents
	Overview
	Rule Types

	Creating Rules
	Configuring Conditions
	Configuring Actions
	Creating Time Frame Intervals for Time-Based Rules
	Configuring Multiple Time Frame Intervals
	Displaying a Timeline for Configured Time Frame Intervals
	Printing a Rule

	Associating Rules With Rule Groups
	Creating Rule Groups
	Adding Rules
	Assigning a Rule Group

	Setting the Rule Group Order of Precedence
	Printing the Rule Group Summary

	Customizing and Viewing Event Notification Content
	About Recipients
	Creating a Custom Notification

	Configuring Design Templates
	Displaying the Notification Queue
	Configuring Twilio Integrations
	Configuring Auto-Close and Auto-Fill Incident Templates
	Setting Basic Options
	Setting Advanced Template Options
	Configuring Custom Fields
	Formatting the mySupport Incident Template Submit Screen
	Attaching Files
	Restricting Access
	Associating Signing Agreements
	Deleting Templates

	Configuring Incident Hierarchy Templates
	Creating a Top Level Template
	Configuring Custom Fields
	Formatting the mySupport Incident Hierarchy Template Submit Screen
	Attaching Files
	Restricting Access
	Creating a Lower Level Template
	Example - Building a Workflow Hierarchy
	Adding Other Dependencies
	Adding Existing Templates
	Inserting Templates Into a Hierarchy

	Deleting Templates in a Hierarchy
	Using Hierarchy Templates in the Incident Screen
	Adding Incidents to a Template Hierarchy
	Closing Incidents in a Hierarchy Template Structure
	Deleting Lower Level Incidents Hierarchy Template Structure


	Configuring Approval Cycles
	Specifying a Verdict
	Configuration Overview
	Creating an Approval Cycle
	Default Statuses
	Specifying Approvers
	Configuring Approval Notifications

	Configuring Signing Agreements

	Using the Data Override Feature for Incidents, Problems, and Changes
	Configuring Calendar and Meeting Integrations
	Google Calendar/Meet
	Google Maps
	Google Search
	Microsoft 365 Integration
	Microsoft Outlook Calendar Integration
	Zoom Integration

	Configuring Social Media Integration
	Facebook Applications
	Twitter Applications
	Configuring a Twitter Application

	LinkedIn Applications

	Configuring Webhooks



